Ongoing cross-cultural study

Abstract
This research paper presents findings from an ongoing cross-cultural study exploring the acceptance of a new security methods based on biometrics authentication Systems to apply in e-commerce application within Saudi cultural. The aim of the study was to explore factors affecting users' acceptance. In order to achieve a better consideration of the factors that affect end-user acceptance of biometrics authentication system, we conducted a large scale experiment of 306 Saudis using a login fingerprint system and examined a proposed conceptual framework based on the Unified Theory of Acceptance and Use of Technology (UTAUT) with moderating variables. The findings from Structural Equation Modeling (SEM) analysis indicate that education level are significant moderating factors while gender and age does not record as significant. The findings of this study propose the need to take cultural background and disposition into consideration when applying biometrics technology.
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End-Users' Acceptance of Biometrics Authentication Systems to Secure E-commerce Systems: Applying the UTAUT Model
Introduction
Developing a secure e-commerce system is becoming gradually more significant. Fraud via the web, Identity theft, and phishing are raising intimidation to users and finical organizations. In UK online banking fraud more than doubled in 2008 than in 2007 as more users took to e-shopping and banking online, but failed to take the necessary protection. According to figures released by the payments group (Apacs), there was an increase in card fraud losses of 14% in 2008, however a more shocking 132% increase in online banking fraud totalling 52.5m[1]. For non western cultural, figures for web security of the 2008 illustrated that Saudi Arabia was ranked ninth globally in the number of users who have been attacked over the web[2]. This might harm not only the consumers but also the reputation of the institutions whose names were used in these illegitimate acts. All the above statistics is reflect the significant of information security with online e-commerce systems such online banking users as well as public and private sectors, is compulsory a serious stand to increase the level of protected the e-commerce applications and online banking.

Biometric technologies are the most significant innovation in the IT industry for the next few years and the biometric industry is proposed to develop from $ 600 million in 2002 to $ 4 billion by 2007 (Mordini and Petrini 2007).

The most commonly used device of biometric authentication is fingerprint sensor. Fingerprints are well known to be unique for each individual, moreover, for this motive, they are considered a safe technique of authentication (Jain 2004). The preference of fingerprints more than other biometric methods was due to their very cheap, ease of use, reliability and high accuracy (Jain 2004). As a result, fingerprint biometric systems are being developed in many countries for such reason as ID management, online banking and e-payments system, immigration and access control.

Online banking is among to which biometrics authentication might be applied (Liu & Silverman, 2001). Many organizations will introduce biometric systems for authentication while it could decrease losses because of fraud (James, Prim et al. 2006). Biometrics authentication system can assist to avoid illegal e-transactions and identity theft (Jain, Hong et al. 2000; Herman 2002). Nowadays, many financial institutions use biometrics methods to secure their services such the United Banker's Bank (UBB), Affinity plus Federal Credit Union, California Commerce Bank, LendingTools.com, Dutch bank ING, and Banco Azteca Mexico.

To fighting these security concerns, several organizations have approved new legislations as well as innovative technological advances. One of potential preference for improved security that has been attainment a lot of attention is biometric authentication methods. User's acceptance of this technology is limited, however it is growing regularly. Many organizations are paying attention along with user's acceptance of biometric authentication technology such as financial institutions, government agencies, and retails.

The acceptance of new and innovative technologies is often difficult to gauge. For this work, a research was accomplished of consumer acceptance of biometrics authentication within e-commerce application in Saudi Arabia. This research focus ahead Saudi Arabia, which has the leading regional economy, as well as, even though it is still comparatively young, it has a young and fast growing population, about 60% of the population is under the age of 30 years, along with 51% of the population are male and 49% are female. This figures makes Saudi Arabia an attractive prospective market for all sort of online banking systems (Png, Tan et al. 2001). As of the researcher's point of view, the findings of this study will assist the financial and government organizations to develop strategic plans in order to establish further significantly acceptance of biometrics technology.

To shed more light on these viewpoints, a study based on Venkatesh et al.(2003) the Unified Theory of Acceptance and Use of Technology (UTAUT) were conducted to examine the acceptance of using biometric system to secure e-commerce systems. Hence, we considered the major UTAUT constructs in determining acceptance intention and behaviour: performance expectancy, effort expectancy, social influence, and facilitating conditions. The research model was tailored to meet the aims of our study with adding other intrinsic factors such as anxiety, self efficiency and system characterises.

New technology may not be successful if the user will not accept it. It needs to be easy to use, convenient and should provide the user the feeling of control (Coventry, De Angeli et al. 2003). There is a lack of research particularly in developing countries on aspects influencing the user acceptance of biometric authentication technology within e-commerce application. The amount of research on user's acceptance of biometric authentication in e-commerce is limited. This might be due to low popularity of biometric authentication in most developing countries (Uzoka and Ndzinge 2009). The aim of this study is to understand the factors that are significant in explaining the intention to use a biometric authentication system within e-commerce applications.

The rest of the paper is organized as follows: section 2 presented the theoretical background, followed by the research model in section 3, while the research design and data collecting is explained in section 4. The data analysis in the study is presented in Section 5, while discussions of the results are made in section 6. Some conclusions, implications and limitations are drawn in section 7.
Theoretical background
The theoretical framework in this paper is comprised of three sections. The first section addresses the current theories and models that can be used to explain users' acceptances of technology. Followed by, previous research on the critical factors which may have significant impact on the acceptance of e-commerce secure applications will be discussed. Finally, the review will be concluded by proposing a model which will be used to understand users' acceptance of a new technology such a biometrics system within e-commerce environment in Saudi Arabia.
Information technology acceptance
With consider to the technology acceptance behaviour studies, TAM mostly proposes an essential framework thus as to describe the influence of external variables towards behavioural thought (Davis 1989). Among the blooming expansion of TAM's significant researches, the external variables that counter altered fields are further and further as well (Yu-Lung, Yu-Hui et al. 2007).

Including the Technology Acceptance Model (TAM) There are many theoretical technology acceptance models such as the Theory of Reasoned Action (TRA), the Motivational Model, the Theory of Planned Behaviour, a model combining the TAM and the Theory of Planned Behaviour, the Model of Personal Computer Utilization, the Innovation Diffusion Theory, and the Social Cognitive Theory (Venkatesh, Morris et al. 2003). Along with these models, the TAM is believed to be the most robust, parsimonious, and significant in explaining information system acceptance behaviour (Davis, Bagozzi et al. 1989; Davis 1989).

Additionally, the TAM has received widespread empirical support through validations, applications, and replications for its power to predict usage of IT (Davis, Bagozzi et al. 1989; Davis 1989; Venkatesh and Davis 1996; Venkatesh and Davis 2000; Venkatesh and Morris 2000; Venkatesh, Morris et al. 2003). Nevertheless, the generality of the TAM fails to contribute meaningful information on users' attitude in relation to a specific system. In addition, the TAM suppose that usage is volitional, which mean there are no obstacles that would prevent the user from using IT.

However, there exist many situations in which the user may desire to use an information system but is prevented by lack of time, money, etc.; therefore, the TAM missed these significant sources of variance (Mathieson, Peacock et al. 2001). Towards overcome its limitations, there was many attempted to develop the TAM model (Agarwal and Prasad 1997; Horton, Buck et al. 2001). Loo (2009) stead that even though the improved TAMs can overcome the limitations of the previous TAMs, researchers are tackled with having to make a choice along with a multitude of models and locate that they should "pick and choose" constructs across the models, or pick a "favoured model" and mostly ignore the contributions from another models. To overcome the aforementioned limitations a new model labelled the Unified Theory of Acceptance and Use of Technology (UTAUT) was introduced by Venkatesh et al. (2003). Al-Gahtani et al. (2007) conducted an empirical study to validate UTAUT in Saudi Arabia.
UTAUT model
Venkatesh et al. (2003) compared eight models in association with core constructs, beliefs and intention, moderators and percentage of explained variance including Theory of Reasoned Action (TRA), TAM, a motivational model (MM), the Theory of Planned Behaviour (TPB), combined TAM and TPB model (C-TAM-TPB), a model of PC utilization (MPCU), the Innovation Diffusion Theory (IDT), and the Social Cognitive Theory (SCT). They found that the eight models described between 17% and 53% of the variance in user intention to use IT. Furthermore, behaviour intention explained the variance of usage behaviour of around 39%. Following evaluating these models, they invented the UTAUT and tested using the original data the same as for the eight models, and it was found that the outcome excelled the eight individual models (69% adjusted R2). Since this result, UTAUT appeared to be the best theory that ought to present a constructive tool to measure the likelihood of any new technology acceptance. Moreover, the UTAUT was empirically tested to ensure its validity. Four constructs were identified as direct determinants of user acceptance and usage behaviour: (1) Performance Expectancy (PE), (2) Effort Expectancy (EE), (3) Social Influence (SI), and (4) Facilitating Conditions (FC). The four determinants of user acceptance in UTAUT were moderated by gender, age, experience and voluntariness. However, the research model has replaced experience with education level and voluntariness was discarded to suit the requirements of the context being studied. This is justified by the fact that the study focuses on end users in underdeveloped culture and the issue of education level is of great significance in both cases (Oshlyansky, Cairns et al. 2007).

Using the above, the present study developed a research framework based on the UTAUT model framework with two variables added: computer self-efficacy and anxiety. The enhanced model was then used to explore the factors affecting user acceptance of using biometrics authentication system within e-commerce applications. The determinants of the model and the added variables are clarified in the following section. Moreover, UTAUT also posits the role of four key moderator variables: gender, age, experience, and voluntariness of use as reflecting individual differences. UTAUT anticipated that gender would moderate the effect of performance expectancy, effort expectancy, as well as social influence. UTAUT expected males to be further likely to rely on performance expectancy while determining to accept a technology with his highly task oriented nature (Park, Yang et al. 2007). In contrast, female's technology acceptance possibly will be determined mostly by effort expectancy rather than performance expectancy under cognitions associated to gender roles. This moderating effect of gender has been replicated by a number of studies in the field of technology acceptance within a variety of technologies like electronic mail (Gefen and Straub 1997), e-learning (Ong and Lai 2006), communication technologies (Ilie, Van Slyke et al. 2005) and online purchasing behaviour (Thomas and Taskov 2007). Venkatesh and Morris (Venkatesh and Morris 2000) found that "perceived usefulness influences behavioural intention to use a system more strongly for men than it influences women" (p.118), "perceived ease of use will influence behavioural intention to use a system more strongly for women than it influence men" (p.119), and "subjective norm influences behavioural intention to use a system more strongly for women than it influences men" (p.119). Venkatesh et al. (2003) reported reliable findings.
Performance expectancy
Venkatesh et al. (2003) defined performance expectancy as the degree to which an individual believes that using the system will help him or her to attain gains in job performance. In the same research, they found that performance expectancy was a strong predictor of a user's intention to use a new technology in the workplace. Ong et al. (2004) provided empirical support for the relationship among perceived usefulness and behavioural intention in the context of web application. Moon and Kim (2001) research showed that perceived usefulness which is performance expectancy in this study has a positive effect on the intention to use any internet applications. While biometrics authentication system is a web system, it can consequently be assumed that the same opinion will apply. In the present context, performance expectancy refers to the perception that using biometrics authentication system will help and benefits e-commerce users to secure their transactions.

Based on Al-Gahtani, Hubona et al.(2007) study, there are rigid boundaries in social roles and expectations for women compared to men in Saudi Arabia and hence there are far fewer women in qualified knowledge worker roles. Therefore, we believed that women in Saudi Arabia would be less inclined than men to anticipate that the use of new biometrics system would improve their job performances. In addition, the majority of the Saudi employees is young, under the age of 40 (Al-Gahtani 2004), and well educated.
Effort expectancy
Effort expectancy is defined as the degree of ease associated with the use of the system. In fact, the concept of effort expectancy was capture by three constructs: perceived ease-of-use, complexity, ease-of-use from these models TAM, Model of Personal Computer Usage, and Innovation Diffusion Theory. Together these constructs define effort expectancy as the perceived ease of use which refers to the usability of the computerized interface in transaction based applications (Dillon and Morris 1996). Ong et al (2004) indicated that perceived ease of use was positively associated with perceived usefulness and behavioural intention in the context of web based applications. Once more, we expected a positive influence of effort expectancy on behavioural intentions to use the biometrics authentication system. In addition, we hypothesized that men would be more inclined than women to relate an improved ease of use with improved intentions to use the system. Additionally, we expected no interaction of age with this relationship. Nevertheless, more well-educated users would tend to be less influenced by the ease of using the system.
Social influence
Social influence is defined as the degree to which an individual perceives the importance of the beliefs of others that he or she should use the new system (Venkatesh, Morris et al. 2003). Venkatesh and Morris (2000) validate that social influence plays a significant role in determining the acceptance and usage behaviour of new technology. Users may have unfavourable or encouraging awareness towards using a new technology because of the perceptions of a family member, associates or peers influence. Davis et al. (1989) believed that within some situations individuals might use a technology to comply with others' mandates rather than their beliefs. Social influences play a main role in determining the behaviour use of new technology (Yogesh and Malhotra 1999). In an Arabic culture, employees should exhibit a stronger association between social influence variables and behavioural intention (Al-Gahtani, Hubona et al. 2007). Additionally, younger individuals are likely to occupy lower roles on behavioural intentions to use the biometrics authentication system.

Fingerprint sensors can be intimidating to users at the beginning (James, Prim et al. 2006). The perception of a fingerprint sensor will probably influence the behaviour use of the biometrics authentication system.
Facilitating conditions
Factors and resources that an individual believes exist to support his or her activities are termed facilitating conditions. Venkatesh et al. (2003) defined facilitating conditions as the degree to which an individual believes that an organizational and technical infrastructure exists to support the use of the system. In the current context, facilitating conditions refer to the objective factors in the environment that make an act of use easy to achieve. In our research, both technical and non-technical support was integrated. Triandis (1980) stated that behaviour could not occur if objective, facilitating conditions prevented it. Therefore, the following hypothesis was proposed. Al-Gahtani, Hubona et al.(2007) stead that there is a direct relationship between facilitating conditions and behaviour intention to use within Saudi Arabia cultural. Moreover, in the same study, they found that age and experience/education level should negatively interact with the influence of facilitating conditions on IT usage. Particularly, they considered that increasing levels of age and experience/education level would mute the dependence on a facilitating infrastructure to use IT.
Anxiety
Anxiety is an important direct determinant of intention to use the technology. It is defined as the evoking of anxious or emotional reactions regarding behaviour (Campueau and Higgins 1995) such as using a biometric authentication system. Nevertheless, UTAUT model does not incorporate anxiety as a direct determinant. This is because anxiety is affected by perceived ease-of-use. Thus, it is an indirect determinant of intention to use (Venkatesh 2000). In the present study, anxiety is proposed as a direct determinant of intention to use biometric authentication system since perceived ease-of-use is excluded in the research framework.
Self-efficacy
Monsuwe et al.(2004) defined self-efficacy' as an individual's self- confidence in his or her ability to perform tasks across multiple computer application domains. Wang et al. (2003) find that computer self-efficacy and perceived ease of use are related. Several studies have found positive relationships between perceptions of convenience and the use of e-commerce applications (Wang, Wang et al. 2003; Lassar, Manolis et al. 2005). Based on the theoretical and empirical support from the literature, it can be concluded that, the stronger a person's self-efficacy beliefs, the more likely he or she attempts to attain the required outcome (Al-Somali, Gholami et al. 2008). Users who have low computer self-efficacy are less likely to using web-based applications. Gong et al. (2004) found that computer self-efficacy had a direct positive effect on intention to use web-based applications.
System characteristics
System characteristics have been hypothesized to directly influence user beliefs (Davis 1993). Consequent research has validated the role of system characteristics in technology acceptance in other perspectives (Davis 1993; Venkatesh and Davis 1996; Igbaria and Zinatelli 1997). A multiplicity of common information technology system characteristics have been anticipated and examined. Organizations frequently make an effort to develop their systems by providing more features to enhance the functionality of their system. it is significant to examine the impact of these features on users' opinion (Mukherjee and Hoyer 2001). Many studies have exposed that providing familiar features to the system generally improves the system acceptance (Nowlis and Simonson 1996). However, other studies shows that providing familiar features may not at all times have a positive outcome (Broniarczyk and Gershoff 1997).
Research model
The study framework and the relevant hypotheses for the acceptance of biometrics authentication system within e-commerce systems were primarily developed based on the fundamental features of the UTAUT model. For this work, the model was tailored to meet the objectives of our study with adding other intrinsic factors, The introduction of system characteristics to the research model aims to reveal the ambiguity presently related with the online banking system (Cheng, Sheen et al. 2006). The research model is showed in Fig. 1.
Experiment Procedure
The system used in the experiment is consists of a fingerprint device, fingerprint authentication software, and a laptop computer. For this experiment, the Digitalpersona U.are.U 4000 device was chosen as a fingerprint reader, and the Griaule Fingerprint SDK Software was selected as software. This system was developed using C# .NET 2005. The Griaule SDK was chosen to integrate the device with this system, and the programming code to integrate the device with the system was adapted from Wei-Meng Lee (2007). Particularly, a biometric authentication system was built whereby users can enrol into their accounts with their fingerprints.

To start with, preliminary questions were asked to determine the users' awareness with biometrics system and their comfort level in carrying on the experiment. The participants were afterwards requested to complete the following tasks:

Task 1: begin by creating an account, which will consist of your own records.

Task 2: put the index fingerprint on the device towards register it for the first time.

Task 3: following the registration procedure is done, login to your account with placing the registered index fingerprint on the device once more.

Upon achievement of the above tasks, the contributors were requested to respond a list of questions regarding their perception of the system, in terms of their behavioural intention to use that system.
Sample Size
The target populations of this research are consumers, providers, and regulators of Saudi Arabian financial institutions. One of the widespread sampling methods apply is random sampling, which is intended to guarantee random and equal demonstrations across the population (Miller 1991). The authors select a sample from the population, agreed that 306 contributors have to be adequate for the laboratory experiments. Towards enhancing the reliability of the laboratory experiment, the authors make sure that participants with different backgrounds, ages and education level took part in this study. Towards explore the level of user acceptance for biometric systems a survey were conducted. 171 of the contributors were male and 135 were female. Ages ranged from 18 to 55 years. More than a third of the contributors were between 26 and 35. Somewhat more than half of the contributors (168) were from the central region of Saudi Arabia. Over than half of participants (178) were undergraduate students, with only 7.8% were postgraduate students. Table 2 illustrate the profile of survey sample. The majority (71.2%) had been using the Internet for about 20 hours weakly, whereas less than 12% had been using it for less than 5 hours a week. About half (48.2%) of all participants connect to the internet with DSL/1MB or higher. Over two thirds (75.6%) of participants used the Internet for e-transaction service such online banking and online shopping less than five times monthly. Table 2 shows the profile of survey sample.
Measurement development
Measurement items used in this study were adapted from earlier validated measures or were developed on the base of a theoretical background and literature review. furthermore, a five-point likert scale ranging from (1) 'strongly agree' to (5)'strongly disagree' were used to measure responses. A pilot experiment was conducted on a representative sample of five individuals randomly selected and questionnaire statements were tailored based on the results of this initial experiment. The measurement items used to assess each construct are presented in Table 3.
Validation of the measurement scale
The software package used to perform the assessment of the research model was SPSS and AMOS. As suggested by Anderson and Gerbing (1988) to appraise the reliability and validity of the measures, two-phase processes were employed to analysis the data. The first phase consists of the analysis of the measurement model, where the second phase assessment the structural relationships along with latent constructs. The assessment of the measurement model involves the estimation of internal consistency reliability in addition to the convergent and discriminate validity of the study instruments, which shows the strength measures used to assess the anticipated model (Fronell 1987).

For reliability, all scales used were above the minimum recommended values level of 0.70 as illustrated in Table 4 which an indicator for adequate internal consistency (Nunnally 1978).

In addition, the constructs showed satisfactory convergent and discriminate validity. Fornell and Larcher (1981) suggested the convergent validity is adequate when constructs have an average variance extracted (AVE) of at least 0.5. To examine convergent validity all items loading are should be above 0.5 (Hair, Anderson et al. 1992).

To examine the satisfactory discriminate validity, as suggested by Chin (1998) the AVE from the construct should be greater than the variance shared among a particular construct and other constructs in the research model.

All above indicators load further greatly on their own constructs than on other constructs as showed on Table 5. The entire these outcomes indicate to the convergent and discriminate validity of this study instrument items.
Examination of research hypotheses
This section considers and shows the results in association to the structural model and the hypothesis produced for all construct. The structural model can be examined by investigative the path coefficients beta weight  which demonstrates how well fit is the relationships among the variables and the (R2 ) value, which illustrates the amount of variance explained by independent variables (Al-Somali, Gholami et al. 2008). Both, the R2 and the path coefficients signify how well the model is fitting. R 2 explains the predictive influence of the research model, as well as the values should be interpreted in the similar approach as R2 in a regression analysis. Additionally, the path coefficients should be significant and reliable with expectations (Chwelos, Benbasat et al. 2001). The results of statistical analysis of the research model are shown in Fig. 2.

There are 11 variables with significant statistical support. Performance Expectancy (PE), Effort Expectancy (EE), Facilitating conditions (FC), Social Influence (SI), Self-Efficacy (SE), Anxiety (ANX), and Biometrics system characteristics (BSC) are correlated significantly with the behavioural intention to use (BI). Furthermore, Gender, Age and Education are correlated with behavioural intention to use (BI).

The structural model results show that all beta path coefficients are positive and statistically significant (at p < 0.05). The beta values of all path coefficients are also shown. Performance expectancy (PE), Effort expectancy (EE) and Social Influence (SI) had a positive influence on behavioural intention to use (BI) respectively ( = 0.873, 0.746, 0.315, p < 0.001). The negative influence of facilitating conditions (FC) on behavioural intention to use (BI) ( = -0.065) was not statistically significant. In addition, Anxiety (ANX), Self-Efficacy (SE) and Biometrics system characteristics (BSC) had a positive influence respectively ( = 0.169, 0.298, 0.653, p < 0.001) on behavioural intention to use (BI). Unexpectedly, gender did not show significant interactions with any predictor latent items. Age had a negative ( = -0.077, p < 0.05) interacting effect with effort expectancy (EE) along with behavioural intention to use (BI). Moreover age showed a negative ( = 0.256,-0.074, p < 0.05) interacting effect with social influence (SI) and facilitating conditions (FC) respectively on behavioural intention to use (BI). Education illustrated three interacting effects: a positive ( = 0.168, p < 0.001) interacting effect with effort expectancy (EE) on behavioural intention to use (BI); a positive ( = 0.256, p < 0.05) interacting effect with social influence (SI) on behavioural intention (BI); and a strongly positive ( = 0.543, p < 0.001) interacting effect with facilitating conditions (FC) on behavioural intention (BI).

The effects of the revealed antecedents of behavioural intention (BI) totally explained 71.4% of the variance in behavioural intention to use biometrics authentication system (R2=0.714). This was an indication of the good explanatory power of the model for behavioural intention (BI), which was much higher comparing to other UTAUT based Information Technology acceptance studies such as Al-Gahtani et al. (2007) with an R2 equal to 0.391 for intention to use.
Discussion of findings
Table 6 shows the hypotheses and outcomes. The expansion in the use of the internet has encouraged institutions and companies to promote and trade their stuffs and services online. Various banks and financial institutions have applied new secure applications through the internet such as biometrics authentication system to increase security and efficiency, to reduce risk, costs and to improve security. As more and more financial institutions applied biometrics authentication system, it is important for these financial institutions to identify factors that influence their customer behavioural intention to use this system. This study identifies several important factors influencing customer behavioural intention towards biometrics authentication system acceptance in the Saudi commercial banks including, performance expectancy, effort expectancy, biometrics system characteristics, social influence, and anxiety, facilitating conditions, self-efficacy, age, gender and education.

Interestingly, the entire sample had advanced internet literacy. The implication of such findings is, almost all respondents showed Internet usage in a range of situations, suggesting awareness with this medium and hence the potential openness to attractive in new secure e-transaction methods.

One finding by this study is the relative strength of the relationship among performance expectancy (PE) and behavioural intention to use (BI) the biometric system contrasted to the relationship among effort expectancy (EE) and behavioural intention to use the system. In fact, the Structured Equation Modelling (SEM) shows that the performance expectancy (PE) ? behavioural intention (BI) relationship large, even as the effort expectancy (EE) ? behavioural intention (BI) relationship is reduced. As suggested by Venkatesh et al (Venkatesh, Morris et al. 2003), we found that performance expectancy (PE) had a positive effect on behavioural intention (BI) to use the system, however we found no interacting effect with performance expectancy (PE) and Gender on behavioural intention (BI) to use the biometrics system.

Moreover we found that effort expectancy (EE) have less significant effect on behavioural intention (BI) in the existence of interactions with the moderating variables.

The positive interaction among effort expectancy (EE) and education on intention to use the system showed that, with advanced education level, effort expectancy becomes more significant in predicting Saudi's behavioural intentions to use the biometric authentication system.

Our results show that, with Saudi users, social influence positively influences behavioural intention, however, as confirm by Al-Gahtani et al. (2007); this influence is diminished by increasing age and the level of education.

As suggested by Al-Gahtani et al. (2007) we found that the negative outcome of facilitating conditions (FC) on behavioural intention (BI) was not considerable in the presence of the negative interacting outcome of increasing age with facilitating conditions on behavioural intention to use the system; along with the strong positive interacting outcome of growing education level with facilitating conditions on behavioural intention to use.

Surprisingly, the test of the research model did not reveal any significant gender influence on the relationship among performance expectancy, effort expectancy and social influence and user' behaviour intention to use biometric authentication system. These results disagree with results reported in various other studies, which indicate gender differences in the acceptance of new technology as one aspect of socio-cultural differences between males and females (Venkatesh and Davis 2000; Venkatesh, Morris et al. 2003). The absence of gender differences in this study can be contributed to the sample of users, comprising males and females who are receiving similar educational opportunities. Moreover, most expected the likeness in self-efficacy (SE) is caused through the understanding and the experiences of the sample considered. Many studies revealed that IT experience assists in narrowing the gap in gender differences (Wong and Hanafi 2007).

The behavioural intention (BI) of using the system is statistically significantly predicted from the biometrics system characteristics (BSC). Hence, the path coefficients from the above paths are 0.653 (p < 0.001). As expected self-efficacy (SE) and anxiety (ANX) have less direct effect on behavioural intention (BI).
Implications and Limitations
Academically, in spite of growing amount of common empirical researches in biometrics authentication to secure e-commerce applications just a few researches have been investigated in the field of the biometrics authentication among considering cultural factors (Uzoka and Ndzinge 2009). From this perspective, this research attempts to extend the understanding of individual differences when applying the UTAUT as the representative and powerful technology acceptance model to the Saudi users, and to understand the acceptance process in relation to the biometrics authentication technology with e-commerce systems.

This research on the biometrics authentication technology within Saudi users has not yielded different results from research on other cultural (Uzoka and Ndzinge 2009), in particular when it comes to the main effects of social influence and moderating factors effects of age, gender and education level with the e-commerce systems.

From a practical standpoint, while the whole global economy is keeping its eyes on Saudi Arabia as the world's richest economy, this study may present a better sympathetic of Saudi users' biometrics technology acceptance.

The findings obtainable in this study are expected to present practical insights for organizations tackling difficulties in security within e-commerce applications in the Saudi market. It is significant to appreciate that education level can significantly impact the biometrics technology acceptance in Saudi Arabia. These results, hence, present a valuable baseline for organizations to build proficient segmentation strategies based on the significant individual moderating factors such as age, gender and education level, which is fitting in the Saudi cultural and economic context.

Even though this study somewhat validated the require to extending the technology acceptance model, this study is limited in terms of passing other culturally motivated factors particularly appropriate to the Saudi cultural ahead of the individual factors that were recommended in the original UTAUT. Potential research can, though, build upon the findings of this study and bring further dimensions and culturally meaningful factors to the investigation ground of technology acceptance model. While this study was implemented in relation to commonly biometrics devices including fingerprint sensor; it failed to distinguish user acceptance of complicated biometrics devices. Future researchers may extend research studies concerned with differentiating user's acceptance across levels of complicatedness of biometrics devices. Moreover, confrontation to understand the implementation of a new technology may show that some cultural dimensions require to be dealt with; approaches that consider culture into account may be developed to overcome resistance to change and to investigate different responses among the users.
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