Telephone system
Task 1
The telephone system is the main source of communication because we have to link with business partners, customers and even collaborators both inside and outside the company. So, the company needs a telephone system to support the business and improve the company image. To meet these requirements, we found that there are two popular telephone systems- Private Branch Exchange (PBX) and Key Telephone System (KTS) in the market. So, we want to describe some facts concerned with them in order to know which one is more suitable.

The main equipment that would be installed
The main equipment for PBX
The main equipments that would be installed for PBX are as follow:
· A computer with memory to manage the switching of the calls within the PBX as well as in and out of it.

· Central Processing Units (CPUs) (The CPUs control the functions such as call setup, call maintenance, call release, performance monitoring, system diagnostics, and storage of operational data for analysis and report presentation.)

· Telephone trunk line (multiple phone lines coming into the PBX from the telephone provider) to terminate at the PBX. T1/E1 ISDN-PRI trunks in order to support the anticipated voice traffic between media gateway and PBX.

· PBX internal switching network.

· Switching and control cards, power system monitor cards, logic cards, line cards and other devices. (Control card is required to control call processing and switching. Power system monitor card is required to monitor the status of power related hardware element and it is required for telephone ring tone, dial tone. Line card is required to increase the extension lines.)

· Telephone sets or stations which are sometimes known as lines. (Telephone sets can be either generic or proprietary in nature.)

· Console or switchboard for the operator to manage the incoming calls, routing calls to extensions. (It offers electronic directory information and other functionality when associated with a computer workstation.)

· Uninterrupted Power Supply (UPS) which includes power switches, sensors and batteries (to supply power to operate the system when economic electricity broke out).

· Interconnecting wires (Category five (CAT5) two pair four wired twisted pair cable is popular because it can carry both voice and data traffic. The jack for network device is RJ-45 plug and for telephone is RJ-11 plug).

· Closets, cabinets, safes, vaults and other housings.
The main equipment for KTS
The main equipments that would be installed for KTS are as follow:
· The common control unit, also known as the Key Service Unit (KSU) where programmed features are stored and requested features are provided to each user according to their access privileges.

· Station cabling for connecting individual telephone to KSU (like PBX, Category five (CAT5) two pair four wired twisted pair cable and RJ-45 plug are required).

· Key telephones also known as multi button telephone sets (Every key telephone has a line selection button for commonly using a telephone line. The buttons on a key telephone set known as keys provide access to the central office lines and special features.)

· A power supply to convert electrical power into specifications needed by the system.

· Uninterrupted Power Supply (UPS) which includes power switches, sensors and batteries (to supply power to operate the system when economic electricity broke out).

· Closets, cabinets, safes, vaults and other housings.
The features available with each system

The difference between PBX and KTS is that KTS users manually select their own outgoing lines and PBX selects the outgoing line automatically. PBXs are intended for large applications over 50–100 lines and very large PBXs can serve 10,000 or more lines. But, KTS are intended for small business or small office applications of no more than 50 stations.

Nowadays, hybrid KTS combines features of both and many hybrid KTS offer many of the same features as PBX systems. Although PBX and KTS have similarities and differences in some features, they are built based on four basic system features. They are-
· Able to dial outside lines,

· Able to dial other extensions,

· Able to make an enquiry call to another extension, and

· Able to transfer the external call to the extension.
The cost of equipment and installation

As there are many different brands in the market, the cost of equipments of one brand may be different from another brand. Even if it is the same telephone system (e.g. PBX), the price of one band is not usually the same with each other. Like this example, the cost of equipments and installation of PBX and KTS can be varied based on four factors. They are-
1. The base system (this includes the central base system, or cabinet, controls and oversees the entire phone system. The price of a system becomes riser as more cards and accessories are added.)

2. The actual phones (the price can be different based on the brand and model)

3. Phone system add-ons (the price can be different based on additional applications and advanced features.)

4. Wiring and installation (the price can be different based on required wires and installation cost.)
An Example of PBX telephone system
Panasonic KX-TES824E Analogue Phone System - Up To 8 Lines and 24 Extensions - UK $550
· Exchange lines 3 – expandable to 8 (PSTN analogue lines)

· Extensions 8 – expandable to 24 (16 display or standardphones + 8 standard phones)

· Group working

· Can take 2 additional expansion cards

· DISA

· Messaging Cards

· System speed dials

· Personal speed numbers

· Optional caller line identification

· External music-on-hold

· Built-in USB Port for PC Programming

· Paging facility

· Built in Modem
Other features provided are-
· Conference circuits, DTMF receivers generators

· Compact Flash card interface

· NAND Flash for storing the system database

· Battery for short term (14 day) backup of the internal Real Time Clock and station parameters

· Two audio inputs for Background Music and Music on Hold

· One audio output for External Paging

· Ethernet and USB ports for local and remote PC Programming

· RS-232 serial port for SMDR

· 2 DSX Analog Door Box ports with associated relays

· Built-in V.32BIS 14.4K BPS modem for remote maintenance
The cost of installation of PBX and KTS

Installation cost of both PBX and KTS can also vary based on service providers, the size of a system, wiring plan and the additional features added. For Top Web Company which requires only about 8 extensions and some other additional advanced features such as CLI, voice mail, call forwarding, call transfer, etc, the cost of installation for a telephone system can be about $300.

To sum up, for Top Web Company, we estimate about $2120 for the cost of equipment and installation for PBX and about $2000 for KTS.

The cost of operating the system

The cost of operating a telephone system includes training of employees, telephone bill, electricity bill, maintenance cost, upgrade cost and the salary for the operator.
Training of Employees
When a new system has to run, all employees have to be trained about the new system. So, we estimate that the cost of training is about $50.
Telephone Bill
Monthly telephone bill depends on the usage of the telephone and we estimate that the average of monthly telephone bill is about $70.
Electricity Bill
Like telephone bill, we estimate that the average monthly electricity bill to operate the system during the office hours is about $30.
Maintenance Cost
There are two types of maintenance for the system of 8 extensions and 3 lines. They are monthly maintenance and yearly maintenance and include disk cleanups, filter changes, and so on. Monthly maintenance cost is $50 and yearly maintenance cost is $150.
Upgrade Cost
When company's requirements for advanced feature functionality grow, the company needs to upgrade some system hardware and software. The cost for this depends on which hardware or software we want to upgrade.
The salary for the operator
Although most systems give the caller the opportunity to dial directly the extensions they want, an operator is needed to give an answer to the callers if they are unable to dial an extension number or if they don't know the extension no. So, we need an operator to increase the company's image and to give customer satisfaction. We estimate that monthly salary for an operator is about $70.

A recommendation for which system to purchase

Nowadays, many companies use the telephone systems to increase the work flow. As we explained above, the telephone system is also important for both internal and external communication of Top Web Company to increase the company's image and to meet the company requirements more effectively. So, the company needs a telephone system to support the business and improve the company image.

In the market, there are two popular telephone systems- Private Branch Exchange (PBX) and Key Telephone System (KTS) and each system has its own advantages.

After analyzing two systems, we found that PBX system has more advantages over KTS system. Although KTS and hybrids effectively address the communications requirements of small user organizations, they are limited in terms of both feature contents and capacities. And PBX becomes much more features rich as business becomes more demanding.

It is true that PBX is more expensive than KTS because PBX uses a trunk rather than a line in KTS. A trunk in PBX serves a group of users and a group of telephone numbers through an intelligent switching device which is designed to manage connection between users and channels. PBXs also allow businesses to have better control of their own telecommunications equipment, and they reduce costs by more effectively routing local telephone traffic. Moreover, we can extend our systems easily if our business or numbers of staffs increase.

So, we recommend using PBX system and we should not doubt the cost of using it if we want to get more customer satisfaction and to get more capabilities.
Task 2
According to the scenario, we have to create the in-house network (LAN) for use by all teams. In creating LAN, we have to think which topologies are possible because network topology can effect the network performance and growth potential. A LAN network can be build by using ring or bus or star topology. In addition, we can use wireless topology if we want to design LAN more freely without cables for mobile users. So, there are four topologies available for LAN of Top Web Company.
Ring Topology
Each node in a ring topology is directly connected to the next node and the cable of the last node is connected with the starting node to form a circular shaped or ring fashion. Signals and data moves down a one-way path (clockwise direction) from one node to another until the data reaches its correct destination. So, if one computer is in failure, the whole network becomes unusable.

Ring topology uses token passing as the method of medium access control. Within the predetermined time interval, a small packet namely a token circulates on the ring. This free or empty token without data is captured by a computer and the computer put data, source address and destination address in it. Then, it passes as the busy token to its Nearest Active Downstream Neighbor (NADN) which reads the address and if it is not its address, it recreates and passes to another NADN. The third one also reads and if the address is not its, it passes it to the fourth one. When the fourth one reads and if it is its address, it sends data to the upper-layer protocols for processing and toggles two bits in data packet to report the sender that it receives the token. Then, it passes to the fifth computer and if it is not its address, it passes it to the first computer which is sender. When the sender knows the recipient got the data, it empties it again and releases a free token onto the ring.

In token ring network, it detects the network faults automatically with the help of beaconing process that involves the continuous transmission of small control frames that identify the transmitting auto reconfiguration, in which nodes within the failure domain automatically initiate diagnostic measures in an attempt to identify, isolate, and bypass the point of failure. The computer firstly powered on is elected as active monitor (AM) and is responsible for ring administration, including clocking, token management, and removal of circulating frames while other nodes are standby monitors (SMs) which can also report if AM is in failure.
Bus Topology
This topology is one of the most common and the simplest method among the four topologies. It uses the passive interface connectors called T-connections (i.e. just listen but don't do amplifying, repeating) to connect the backbone (can make the whole network down if it is failure) with all the computers on the network. On both ends of the backbone, there are terminators to absorb the signals and not to allow signals from bouncing. If we forget to terminate the ends, every computer can work as a standalone computer although the whole network is unworkable.

In bus topology, one computer connects with another by using the access method CSMA/CD (Carrier Sense Multiple Access / Collision Detection). When a computer wants to send data to other computer, it first broadcasts the route whether the network is free or not. If the network is free, a computer transmits a data frame [which includes frame header (the address of sender and the destination), data section and frame trailer (contains information to verify the contents' validity)] in both direction of the bus. This frame is received by all computers on the network. But, only the correct destination address can accept to do processing the data.

There can also be probability that two frames sent by two computers collide if these computers detect free network and send a frame at the same time. When this collision occurs, a frame stops transmitting and is forced to wait for back off a random time whilst other frame is in progress. Then, it broadcasts the network again to attempt to retransmit. As only one computer can send data at one time and have to share the data transfer capacity of that wire, it takes time to send data next time.
Star Topology
In star topology, each computer is connected directly to a central device (hub or switch) by using cable segments generally via UTP or STP. The central hub can be either active hub (reads and then retransmits the signals to other computers) or passive hub (just links the computers together without doing retransmission). The other computers can still send data even though one node on the network fails. But, if the central device doesn't operate for a reason (e.g. the power is not give, central device fail), the whole network will stop operating.

The access method CSMA/CD is used in star topology to communicate one computer with another. In bus based star topology using hub, the hub retransmits the electrical pulses sent from a computer to all computers attached to the hub. So, all computers can receive the signals. However, the intended destination can accept the data to do processing. Using hub takes much time than using switch and other computers cannot send data while hub is sending signals to all computer.

In bus based star topology using switch, the switch retransmits the data sent by a computer directly to MAC address of the destination because it has the switching table which include port no and MAC address. A switch has there main parts which can send data in a short time. They are
· Per port switching (which finds MAC address of destination port),

· Per port management (which sends data to the correct MAC address directly),

· High level fault tolerance (which can adjust the performance of each port).
Wireless Topology
Nowadays, wireless topology is also popular because it does not need cable to implement and it is easier to build than other topologies. In addition, it is convenient for the mobile users. There are two kinds of wireless topology. They are- ad hoc topology and infrastructure mode.

In ad hoc topology sometimes called peer-to-peer topology, it is not necessary to have wireless router, WAP (Wireless Access Point) except wireless adapter (wireless NIC) and computers can connect directly with each other. In infrastructure mode, all above three items are essential. It also uses the broadcast method to communicate with each other. A computer sends the signals to the access point which will retransmit data to the destination address. Like a logical bus topology, a wireless device can send data at one time to the access point.

As wireless network cannot perform sending and receiving data simultaneously, a computer which has data has to wait and broadcast to ensure there are no signals being sent by other computers on the wireless medium. This has to be done to avoid from data collision by using the access method CSMA/CA (Carrier Sense Multiple Access / Collision Avoided) unlike wired network (802.3).

If there are signals on the wireless medium, the computer has to wait for a random back off interval time and then broadcast again. Even though realizing that there are no signals and the network is free after broadcasting, the computer cannot send immediately and has to wait a little. After that, the computer is able to send all data to the access point which retransmits signals to the destination address. After the recipient receives the signals, it has to send ACK packet to the access point which will pass it to source address to announce that it receives the signals successfully.
Wireless and infrastructure mode Network
After describing about which topologies are possible to build LAN, we want to present the kind of cables or the network media which can be used with these topologies. There are two transmission media available for LAN network. They are
Bounded Media and Unbounded Media.
Bounded Media consists of three types. They are
· Coaxial cable,

· Twisted Pairs (Unshielded Twisted Pairs and Shielded Twisted Pairs),

· Fiber Optic Cable.
Unbounded media is wireless. So, copper, glass, air and radio waves become the most useful transmission media to send and receive data and signals on the network.
Bounded Media

Coaxial cable
Coaxial cable is a very robust shielded copper cable and has been using since 1940 and it is still used in some networks nowadays. Because of its speed 10Mbps, most technicians replace it with twisted pairs or fibers in implementing a network. The signals are sent as electronic signals. The center conductor of coaxial cable is thicker than a twisted-pair conductor and is surrounded by an outer shielded/conductor (increase signal strength and integrity). These two conductors are separated by using a dielectric material such as foam and solid. The whole cable is covered with a layer of dielectric material such as PVC (Poly Vinyl Chloride) or Teflon.

The term coaxial is developed because of the fact that a common axis is shared by two conductors. The purpose of the copper core (center conductor) is to carry the signals and shield (outer shielded/conductor) takes the responsibility of preventing signals from interferences such as Electromagnetic Interference (EMI) or Radio Frequency Interference (RFI). The insulator (dielectric material) serves as the medium which does not allow the copper core to touch with shield and become short circuit.

There are two kinds of coaxial cable which are common used. They are
· 10Base5 (Thick wire Ethernet) which uses RG-8, one segment may be up to 500 Meters long and has up to 255 nodes. This standard is not used nowadays.

· 10Base2 (Thin wire Ethernet) which uses RG-58A/U, can be used to connect the bus via BNC T connector, the overall length of the bus must be less than 185 meters.
Advantages
· Has more Resistant the noise from environment than twisted pairs

· Can use longer cable length for one segment than twisted pairs

· Can provide higher bandwidth than twisted pairs

· Can allow for longer distances

· 10Base2 is relatively inexpensive
Disadvantages
· The cables are expensive, heavy and bulky than twisted pair

· Require time and effort in cable installation compared with twisted pairs

· The cables cannot be bent

· No fault tolerance

· Difficult troubleshooting
Twisted pairs cable
Twisted pairs cables are formed by twisting the two insulated strands of copper wires with each other. The twisted two wires is one pair and there are 4 pairs (8 wires) in each cable and this kind of cable is used a standard cable of twisted pairs for computer. The medium's performance and the strength of the signals are improved by using this twisting process. The signals are sent as electronic signals.

There are two kinds of twisted pairs used in the network. They are-
· UTP (Unshielded Twisted Pairs) which is used in star topology with RJ-45 connector, this cabling is used for 10BaseT network and one segment may be up to 100 meters in length,

· STP (Shielded Twisted Pairs) which is used in ring topology and now this standard is hardly ever used.
Nowadays, UTP takes place as the most popular cable in today's network for many reasons. There are also many kinds of UTP cables in the market. Their categories are different depending on no of pair, no of twist and wire thickness. There are category 1, 2, 3, 4, 5, 5E, 6, and category 7. Only category 1 is used in PSTN Telephone-line while the other are used for network. The higher in the frequency of the category, the faster the speed of the cable is. Among these categories, category 5 and 5E are the most popular in today's network market and category 5E and 6 have more resistance to the interference than any other categories.
Advantages
· Cheaper than other cables

· Light, easily bent

· Easy to troubleshoot

· Easy to install, move or change

· No need to route

· Maintainability and reliability are greatly enhanced.
Disadvantages
Limited distance is 100 meters

Sensitive to Noise (Attenuation, Cross Talk).
Fiber Optic Cable
Fiber optic cable is more complex and expensive than the copper cables such as UTP, STP and coaxial. In implementing a big network, fiber optic cable is used a backbone cable. In fiber optic cable, the signals are transmitted as optical pulses instead of electrical pulses as in copper cables.

At the center of optical fiber, there is a core surrounded by the cladding which reflects off inside the core. Mostly, ultra-pure glass is used in making core and cladding while some fibers are made of plastic. Sometimes, some fibers have glass core and plastic cladding. The core and cladding are coated with a layer called coating which is not concerned with light transmission but concerned with preventing from damage and moisture of core and cladding.

The fiber optic cables can be divided into multimode and single mode or mono mode. In multimode, the core is bigger than single mode core.
Advantages
· Immune to electrical interference

· Very high transmission speeds (>1,000Mbits/s)

· Capable of covering large areas

· Reliable
Disadvantage
· Expensive

· Difficult to install

· High maintenance cost
Wireless Media
Wireless is the easiest way to install and we usually use wireless if the cabling is not convenient and sometimes we use it to be convenient for the mobile users. If we want to use wireless in the office, we must have access point and network adapter or network NIC on every desktop or laptop and radio waves or air serve as the transmission media.
Advantages
· Configuration and reconfiguration costs are virtually nonexistent.

· Easy to install and alter

· No complex wires

· More flexible than cable

· Permits roaming of mobile devices

· Most successful radio-based LANs are based on IEEE 802.11.b
Disadvantages
· Cost is higher than cables because of access point and network adapter for each PC.

· Does not have security as cable (less than cable)

· Transmission speed is slower than category 5 cabling
From the result of comparisons presented above, a star topology implementing with UTP cable is best suited to be used in LAN networks and we believe that the users can work more efficiently. This is because the company network cannot be down if one computer is in failure. Star topology may be a little expensive than bus topology but it is more reliable than other topology. If we choose the star topology, we have to use cable segments to connect directly to the switch and UTP cable is the most suitable cable to use in star topology. In addition, it can also provide us many advantages although it is not expensive. For these reasons, nowadays nearly every LAN is using star topology with UTP cable for its ease of use. So, we recommend using these to build the network for your company.
Task 3
Intranet is a restricted access network and offers the same type of facilities as the Internet. But, it isn't actually part of it. Employees can be provided with E-mail, web access, FTP and Newsgroups as part of a secure managed network on an intranet. For Top Web, we have to build an intranet so that workstations connected to the company network can communicate with each other via a company intranet.
Structure of Top Web Company Intranet

Hardware requirements to host the intranet
To host the intranet, following hardware are required:
· Internal web server,

· Router,

· Switch,

· Network interface card NIC,

· RJ45 connectors, and

· UTP Category cables.
Maintaining the intranet
Maintenance cost includes outside expertise wage (monthly maintenance cost), upgrading hardware cost to handle increased traffic and to keep up with changes in technology and additional training on upgrades and other changes cost both for users and for IT personnel. We estimate that
· Monthly maintenance cost - $30,

· Upgrading hardware cost - depends on brand and model of hardware to be changed

· Additional training on upgrades and other changes cost - $40.
Options for extending intranet to an extranet
To allow for home working and access by staff whilst at clients' premises via the internet, Top Web needs to extend its intranet to an extranet. Extranet enables remote staff to connect to company intranet with varying levels of access privileges (e.g. username and password) and using secure connections over the public Internet. Typically, extranets are built using a comprehensive system of firewalls to control and manage access, and to ensure a high degree of integrity.
A typical extranet configuration
There are two options to extend intranet to extranet. They are –
1. Using VPN service from ISP, and

2. Using web hosting service from application service provider (ASP).
Using VPN service from ISP
VPN let organizations to use the public Internet backbone as an appropriate channel for private data communication. VPN uses authentication, tunneling, encryption and encapsulation technology to carve out a private passageway through the Intranet and enables remote staffs to access to company network.

To set up VPN, we have to connect to ISP in our country. In our country, there are two ISP which gives VPN connection. They are – Bagan Cyber Tech and Red Link. If we use internet service from one of these ISP, it is easy to construct VPN. For VPN connections, these two ISPs provide 512 kbps for speed and 10,000 MB for data limit. If we use VPN service from these ISPs, we have to pay Activation fee and monthly fee.

Activation fee plus employee training- $840

Monthly fee - $100.

In addition, we have to purchase extranet server, firewall router, NIC card, network cables and plugs. Extranet server is required to authenticate users from outside by asking them for a valid password before they are able to access the company file server to view the important data. Firewall router is required to allow a desktop user creating an encrypted tunnel by using IPSec and/or IKE to a remote site for an end-to-end, extranet VPN solution.

The requirements for extranet server are the same as the web server requirements. We should use faster CPU. And as we do not need to handle more than 1,000 concurrent calls from remote user, 256 MB of RAM is adequate. We estimate that purchase cost for extranet server, firewall router, NIC card, network cables and plugs is about $1000 and monthly maintenance and operating cost is about $60.
Using web hosting service from application service provider (ASP)
We can also host extranet sites by using web hosting service from ASP. This is a cost-effective way to extend intranet to extranet. Nowadays, some ASPs also known as business Web hosting providers allow to create password-protected or secure areas for extranet site. Within their sites, organizations using web sites hosted by ASP can create password-protected directories.

However, during files in those directories are accessed by a user with a valid password, they are not encrypted and someone can hack while delivering from web server to a user's computer. So, to enhance the security, most ASPs uses virtual secure server to deliver their clients' web pages. Virtual secure server encrypts information in transmitting web pages between the clients' web browser and the server in order to let the clients post files in a protected area of their extranet sites.

Therefore, we can set up separate private areas for various clients with their own user names and passwords to give access to their data. Even though we use extranet hosting services from these ASPs, we require the same hardware as we described above to enhance the extranet security and hardware purchase cost and maintenance cost will be same. But, we don't need to pay activation fee like VPN. To use web hosting service from ASP, we want to describe some examples of ASP.
Options for storage of electronic files
As Top Web Company is a web design agency, it will require a large amount of storage for images and video that is used on clients' websites. So, we have to find out which can solve this problem. To meet the company requirements, we found that there are two options for storage of electronic files. They are:
1. Using file hosting service from online file storage provider, and

2. Implementing file server inside the company.
Using file hosting service
File hosting service is intended to host large files which are not web pages and they allow web and FTP access. This service gives the facilities for a safe environment and cost-effective, redundant connections to the Internet. Many online file storage providers provide space on a per-gigabyte basis and sometimes include a bandwidth cost component as well. Using this service is usually charged monthly or yearly. Nowadays, there are some companies which offer this service free of charge.

Some providers do not limit how much space a client's account can consume. Although some providers make the client to be able to use the files from only the computers their software is installed, some providers allow clients to use files through any web browsers. We want to describe some examples of online file storage provider with their price.
Amazon Simple Storage Service (Amazon S3)
This service provides a simple web services interface which allows users to store and retrieve any amount of data, at any time, from anywhere on the web and gives same highly scalable, reliable, fast, inexpensive data storage infrastructure to any user. Its monthly prices are as follows:
Box.net Storage Provider
Box.net allows viewing all of data stored by the users online in a familiar file and folder structure. It also provides additional security with 256-bit SSL encryption and set passwords and expiration dates for file and folder access. It has such security features as user management, security and permissions, password management, reporting, groups and custom branding. Its monthly prices are as follows:
Implementing file server inside the company.
File server can be used to give access to electronic files with user name and password when at clients' premises. To give access to the staffs both outside and inside the company and to be able to get access from everywhere internet connection is available, we have to implement file server which is connected to the extranet via company intranet. To implement a file server for Top Web, we want to present hardware and software requirements. They are as follows:
· Pentium 4 64 - Bit Dual Core, 3.2 GHZ or better

· RAM 8 GB or better

· Two 750GB SCSI hard disk drives [Second drive – for backup]

· Fast SCSI/raid controller

· Raid 1 or Raid 10 if budget allows

· Twisted pair 32bit / 1GB or better Ethernet cards

· UPS for guarding file server

· Windows Server 2003 or 2008 Standard / Enterprise / Datacenter
If we implement a file server inside the company, we will cost installation cost, employee training cost, monthly maintenance cost, operating cost, hardware and software upgrade cost besides hardware and software purchase cost. We estimate that
· Purchase cost - $800

· Installation cost - $50

· Employee training cost - $50

· Other additional cost per month - $60.
A recommendation for how intranet / extranet and storage should be set up and run

For the hardware required to host the intranet, we want to recommend using
· Compaq ProLiant 6400R web server ($850) because it has 4MB of cache memory and 2 CPUs to access data faster and it is better in capabilities than other two,

· DLink router ($130) for its reasonable price and equal capabilities and security as other two,

· DLink switch ($95) because it can provide same functions as other two and is same brand with router to be used (if network devices are same brand, it is easier to link with each other),

· Intel PWLA8391MT ($27) because its brand is renowned, can also support 10/100/1000 Mbps, other same capabilities and cheaper than other two,

· RJ-45 plugs 10 plugs = $0.50

· Network Cables 1m = $0.90
For extending intranet to extranet, we want to recommend constructing VPN from Bagan Cyber Tech. The reason why we choose VPN connection of Bagan Cyber Tech among two ISPs is that we will recommend using internet service from this ISP in task 4. In addition, although it is true that using VPN service can be more expensive than using web hosting service from ASP because of its activation and monthly cost, it is more secure. VPN offers such security features as authentication, CA/Key support, selective encryption, tunneling, traffic control, advanced logging, etc. Although web hosting services from ASP is cheaper than VPN, we shouldn't look at short term budget. By using VPN, we can access our data faster and more secure.

To store electronic files that are used on clients' websites, we want to recommend implementing file server inside the company. From the security point of view, implementing file server is more secure than using file hosting service from online file storage providers. This concept is like recommending using VPN. As file storage space grows, we have to pay more to online file storage provider. And as time goes, we will realize that the budget we used for storing files at online file storage provider is more than implementing a file server. Another reason why we don't want to recommend using file hosting service is that we will lose our important data if provider we used meets with problems.
Task 4
As Top Web is a web design agency, Internet is essential for many purposes. So, we want to describe some facilities and options to implement internet.
The required Internet services
We want to suggest using some internet services to meet the company's requirements. These services include E-mail, Instant Messaging, Web browser and FTP services. We want to explain with some reasons why we choose them to assist the company's business. The details reasons are as follow:
E-mail
E-mail is an internet service developed for store-and-forward text messaging over a packet-based computer network and one of the useful ways to interconnect with online customers in business communication. For a web design agency, the company has to keep in touch with the customers to develop a web design. If we have to connect with the customers to discuss or to get information about their web designs by telephone or real communication by meetings, it will be time-consuming and cost a lot. But, the company can distribute information to customers virtually instantaneously and inexpensively by mean of e-mail because it allows the attachment of binary files, images, graphics, and even digitized voice and video.

Moreover, another reason why we suggest this service is we can perform e-mail marketing. When we have the promotion season or when we want to advertise our company, we can send emails to our regular customers and other email users. So, we can both enhance the relationship with regular customers and acquire new customers.

To send e-mail, we can use two basic ways. They are- an e-mail client (which are installed on individual machines) and a web-based e-mail (which allows users to access their e-mail from any machine connected to the Internet). The most popular for an e-mail client is Microsoft Outlook/Outlook Express and examples of web-based e-mail are Google (Gmail), MSN (Hotmail), and Yahoo! (Yahoo! Mail).
Instant Messaging
A client/server application, instant messaging, is fundamentally like e-mail. However, it operates in near real time. Although we can interconnect with our customers like e-mail, both correspondents have to be online at the same time. Nowadays, some IM provide one-way messaging if the recipient is not online. So, we can either meet our customers online to work on a web design or leave message to our customers who are offline if we have another thing to discuss.

Consequently, we can reduce telephone cost because some IM include text, voice, video conferencing, and even white boarding. Moreover, we can improve collaboration with co-workers in the workplace to accelerate the business. There are now a number of public Web-based IM services such as AOL's Instant Messenger (AIM) and ICQ, Google's Google Talk, Microsoft's MSN Messenger, and Yahoo! Messenger and enterprise systems include IBM's Lotus Sametime, Microsoft's Live Communications Server (LCS), and Novell GroupWise.
Web browser
Web browser designed based on hyperlinks concept is a client software program which allows user to navigate the World Wide Web (WWW) to present and display information resources such as URL, web pages, images, videos and other contents. Thus, they first locate then display and interact with web pages. Internet Explorer (IE), Mozilla, and Netscape Navigator are the most widely used web browsers in these days.

Web browser is essential for Top Web in order to browse the company's hosted web sites and web designs. Our company always creates the dynamic content for websites. So, whenever the clients have information to add to their websites, we have the responsibility to update their websites. Then, we have to browse their websites to check whether the content is okay or not. As it is often required to update their information until they satisfy, web browsers also take place as the main role for Top Web, web design agency.
FTP service
File Transfer Protocol, an Internet Protocol, provides the function of exchanging large files between two host computers across the Internet and we can upload and download information to and from the WWW. FTP also supports interactive user interface in which humans must interact with a remote host. We can access either private FTP sites by login with a user name and password or public FTP sites by using anonymous authentication to send large files.

Top Web, web design agency, needs to develop the web designs with their clients electronically and the staffs also have to discuss the requirements for web designs by transferring files concerned with website designs, their assumptions of designs and their works. So, we need FTP service to send files which are too large for email operations both internally and externally to work with clients and staffs.
Suitable Connection Speed
Connection speed (bandwidth) also plays as the main role for accessing the information faster. To use some powerful services such as voice-only networking services, streaming video and audio and other high-bandwidth applications, bandwidth becomes important. Moreover, for web design developers to build web designs, to transfer large files over the internet to the customers, to discuss about work with collaborators in real-time, high-bandwidth is required. To meet the above requirements, we think that bandwidth 512 kbps is the most suitable than other bandwidth (128 kbps and 256 kbps).
Examples of Internet Service Providers (ISPs)
We have suggested some internet services for the company. To use these services through the internet, we have to ask for an account from an ISP. There are mainly two ISPs in our country which can meet these requirements. They are-
· Bagan Cyber Tech, and

· Red Link,
So, we have an opportunity to choose the most effective one for the company. There are mainly three plans- consumer, enterprise and corporate to choose for internet services. To consider for the company, we want to present some details facts concerned with services, prices and opportunities provided by these ISPs.
A recommendation to use one particular ISP
As we described above, we found that nearly all services for one plan (consumer or enterprise or corporate or VPN or VoIP) provided by one ISP such as number of free e-mail accounts, maximum attached devices and speed are the same with another ISP. The three plans (consumer, enterprise, and corporate) are a little different in services with one another. Mostly, we choose one among these three plans based on the bandwidth (128, 256, and 512). The higher the bandwidth, the faster the connection and the higher it costs. As our company is the web design agency, we need high bandwidth to perform our work more effectively. So, we think that Corporate plan with bandwidth 512 kbps can meet our requirements.

Bagan Cyber Tech ISP offers both broadband ADSL and broad wireless but Red Link ISP offers only WiMax Broadband Access. So, there can be two possibilities of choosing wired connection and wireless connection. Although it is true that we find greater flexibility, mobility and we satisfy the problem of complex wires in the workplace, the wireless connection has a major disadvantage concerning with security. All the professions know that wired connection is better in security than the wireless one. So, we want to suggest using the wired connection. If we have to decide from the budget point of view, Red Link ISP for corporate plan is more expensive than Bagan Cyber Tech. Although monthly fee is the same, one time installation fee of Red Link is a little higher than Bagan Cyber Tech.

To sum up, for Top Web, broadband ADSL with corporate plan of 512 kbps from Bagan Cyber Tech will solve all the requirements.
Task 5
For the task 5, we have to write a professional report for our network recommendations for Top Web Company. If we have to review all the tasks, we have investigated telephone systems available in our country in task 1, possible network topologies and media to create LAN in task 2, the requirements for creating the company intranet in task 3, and the internet connection requirements in task 4.

After we had investigated the network requirements for Top Web, we recommended
· For telephone system - PBX (Panasonic KX-TES824E Analogue Phone System - Up To 8 Lines and 24 Extensions - UK )for its better control of telecommunication equipment and better capabilities,

· For LAN - star topology with UTP cable for its ease of use and network reliability because the company network cannot be down if one computer fails,

· For Company Intranet – Compaq ProLiant 6400R web server, DLink router,
Monthly fee of ADSL - $130
Then, we want to report details why we recommend above PBX telephone system, star topology with UTP, intranet hardware, VPN service, file server and broadband ADSL with corporate plan of 512 kbps from Bagan Cyber Tech based on our assumptions.

When we had investigated the telephone systems in the market, we found two popular telephone systems- Private Branch Exchange (PBX) and Key Telephone System (KTS). Then, we have learnt main equipments of each system to be installed. So, by analyzing two telephone systems, we realize that required equipments for PBX are more than that of KTS but we found that some of the equipments for both PBX and KTS are same. In addition, PBXs are intended for large applications over 50–100 lines and very large PBXs can serve 10,000 or more lines but small PBXs for small offices are also available while KTS are intended for small business or small office applications of no more than 50 stations.

We also learnt that PBX and KTS are built based upon basic four features and there are both same and different features between PBX and KTS. Although earlier KTS were limited in features, there are now hybrid KTS which can function as both PBX and KTS.

After analyzing two systems, we assume that PBX system has more advantages over KTS system. Although KTS and hybrids effectively address the communications requirements of small user organizations, they are limited in terms of both feature contents and capacities. And PBX becomes much more features rich as business becomes more demanding.

We also want to report why we choose Star topology with UTP cables. When we had investigated possible network topologies and media to create LAN for Top Web, we found that there are four available topologies – Ring, Bus, Star and Wireless topology. First three topologies must be used with cables but we can use wireless to design more freely without cables for mobile users. After we had analyzed these four topologies, we make the assumptions for each topology. We want to report their advantages and disadvantages. They are as follows:

Firstly, we want to report that we choose the options for intranet, extranet and file storage from the security point of view for task 3. When we had analyzed required hardware to host the intranet in task 3, we found that
· Internal web server,

· Router,

· Switch,

· Network interface card NIC,

· RJ45 connectors, and

· UTP Category cables are required.
To meet the company requirements, we give three examples for each hardware. Among the presented examples, we want to report using the products below and the reason why we assume these are suitable for company.
· Compaq ProLiant 6400R web server ($850)for its better capabilities and faster data access than other two,

· DLink router ($130) for its reasonable price and equal capabilities and security with other two, DLink switch ($95) because it can provide same functions as other two and is same brand with router to be used (if network devices are same brand, it is easier to link with each other),

· Intel PWLA8391MT ($27) because its brand is renowned, can also support 10/100/1000 Mbps, other same capabilities and cheaper than other two,

· RJ-45 plugs 10 plugs = $0.50

· Network Cables 1 meter = $0.90
We also want to report that we suggest using VPN service to extend extranet because we assume that VPN offers such security features as authentication, CA/Key support, selective encryption, tunneling, traffic control, advanced logging, etc. And we assure that using VPN can give more security and faster data access than web hosting services from ASP.

Like the concept of recommending VPN, from the security point of view, we assume that implementing file server inside the company can be more secure than using file hosting service from online file storage providers. And we think that as file storage space grows, we have to pay more to online file storage provider. And as time goes, we will realize that the budget we used for storing files at online file storage provider is more than implementing a file server. So, for the task 3, we recommend network requirements from the security point of view and to get customer satisfaction.

For the task 4, we want to report to use such internet services as E-mail, Instant Messaging, Web browser and FTP services to meet the company's requirements. We assume that
· We can interconnect with online customers in business communication with e-mail,

· We can either meet our customers online to work on a web design or leave message to our customers who are offline if we have another thing to discuss with instant messaging,

· We can browse the company's hosted web sites and web designs with web browser,

· We can send files which are too large for email operations both internally and externally to work with clients and staffs and with FTP services.
So, to be able to use these services, we also would like to report some examples for each service.

E-mail - e-mail client (Microsoft Outlook/Outlook Express)

web-based e-mail [Google (