Public telephone system

a) The main equipment that would be installed
For single-site organizations such as Top Web, Private Branch Exchanges (PBXs) and Key Telephone Systems (KTSs) are the would-be-installed telecommunications equipments for connection to the public telephone system. The main equipments of each system to be set up are as followed, along with brief descriptions.

Private Branch Exchanges (PBXs)

With a central processor, a PBX System is a phone switch that routes incoming calls to the appropriate extensions in an office and shares phone lines between extensions. Typically, the PBX device is a piece of hardware that hangs on a wall or mounts in a rack, including some sort of patch panel that allows connection to internal and external telephone wires. Sometimes, PBX functionality is provided through software in which a personal computer or a switchboard controls system operation, and adapter cards and add-on modules provide connectivity. Generally, PBX Systems support the most complex implementation, and are highly customizable and relatively cost-effective in the long term.

Key Telephone Systems (KTSs)

Also known as Key System Unit (KSU), Key Telephone System uses the Public Switched Telephone Network (PTSN) or landline system to route calls, and employs a telephone instrument that features the controls and all the routing software. Each individual phone has a selection of buttons corresponding to the number of phone lines available. Yet, KTS systems are less flexible and costly in upgrading and expanding the phone system.

In addition, both PBXs and KTSs system installations need the central base system or cabinet, a number of office telephones and wiring.
b) The available features
Although the respective technical designs of both PBXs and KTS systems are quite different, their standard features are most in common these days. Yet more advanced features such as Computer Telephony Integration (CTI) are only accessible with PBXs phone systems while KTS system can allow all station users to gain access to, and answer, any specific external lines.

Generally, PBX Systems provide a variety of features, supporting the most complex implementation. Likewise, Key telephone systems offer a wide range of commonly used features in a business phone system with moderately smaller overall costs.

The followings are some standard features that are provided in PBXs and KTS.

Basic System Features available with PBXs and KTSs
· Internal dialling (Dial other extensions in an office)

· To dial to outside trunks

· To receive external calls

· To make an enquiry call to another extension

· To transfer the external call to another extension after an enquiry call is made Advanced Features available with PBXs and KTSs

· Central business number that can access to all company employees

· Auto-attendant feature with a custom business greeting

· Direct Inward Dial (DID) that allows calls to be routed directly to an extension without going through the auto-attendant or hearing a greeting

· Call waiting that places callers on hold when they are waiting for an available department employee

· Music/Info-on-hold that plays music or custom messages while callers are waiting on hold

· Conference calls connecting multiple incoming calls with employee extensions

· Automated phone directory providing a directory of employing extensions accessible by inputting digits relating to employee first or last names

· Abbreviated or short code dialling

· Automatic call forwarding

· Automatic call back

· Hunt groups

· Call Diversion - Calls sent to another extension

· Advanced call transfer between extensions

· Night mode, handling out-of-hours calls

· Call barring

· Call blocking

· Caller-ID

· Last Number Re-Dial

· Voice Mail/Message
c) The estimated cost of equipment and installation
Generally, for both PBX and KTS phone systems, the cost of the central control unit or cabinet alone would vary from $800 to $10,000 or more in some cases. The telephone instruments also affect the overall costs, and they can be purchased for less than $100 each at the least. Besides, the initial set-up cost for incoming phone lines, approximately $150 per line, will be added to the total cost of the phone system. Thus the estimated cost of equipment would be ranging between $1,000 and $12,000 per employee in the business.

Typical up-front costs for PBX equipment vary from $500 to $2,000 per user, depending on the features and functionality included in the PBX system. The up-front costs include costs for the PBX system, telephones, and internal wiring. In addition, phone system add-ons for optional advanced features such as CTI and ACD features can add up more or less hundreds of dollars to the overall cost of installation.

The initial costs for Key systems range between $350 and $1,000 per employee, and largely depend on the required features for the business. Yet the cost of necessary accessories for system upgrades would cause the overall cost to fluctuate quite a bit.

However, the overall cost of equipment and installation also depends on the number of the extensions required for the business.
d) The cost of operating the system
System operating costs for these installations include the cost of system support and maintenance, and per-minute charges for inbound calls and external calls. Typically, inbound calls are delivered at little or no cost for "local" numbers, and a charge of 4 to 10 cents per minute for incoming "toll-free" calls. (The calls are toll-free to the caller and paid for by the business receiving the calls.) The per-minute charges for outgoing business phone calls vary widely, but usually fall between $100 and $200 per month per line. However, for PBX phone system, as its equipment allows sharing of phone lines across multiple extensions, typical system pricing estimates one incoming line for every four extensions, but high-use environments may need more lines. Often, optional features are added that increase the cost per line. System maintenance and support can be predicted as being about 1% per month of the initial system cost. These expenditures cover in-house or outsourced personnel to administrate, upgrade, and update the system.
Recommendation
Of the two telephone systems mentioned above, I would like to recommend purchasing Private Branch Exchanges (PBXs) system for the telephone system of Top Web since PBX systems offer more features, both common and advanced ones, easier upgrades, and extensive customization opportunities than any other phone systems. Besides, the costly initial fees of the equipment and installation can be paid off and depreciated over time. As a minimum, multiple extensions in a single office can share the cost of incoming phone lines, without necessarily having to pay for a separate phone line for each extension. Moreover, adding extensions and lines to a PBX telephone system is such simple and straightforward that business expansion and system upgrades are relatively simple and cost-efficient. Thus, for Top Web Company, I believe that PBXs telephone system not only supports a wide range of required features for the Top Web Company such as Conference Call, Call Waiting, Call Transfer and Direct Inward Dial at a relatively reasonable price but also offers a better long-term value, considering future expansions and business growth.

Investigate the possible network topologies (5 marks) and media (5 marks) that could be used to create the in-house network (LAN) for use by all teams. Explain how the topologies operate.

Provide a recommendation for which topology and medium to use, and give reasons for this recommendation (5 marks).
Network Topologies
Linear Bus topology

A linear bus topology includes a main run of cable, the backbone with a terminator at each end. Connected to the main communication line are all nodes such as file server, workstations, and peripherals. Each node monitors activities on the line. Messages are detected by all nodes but are accepted only by the addressed node(s). Because a bus network relies on a common data "highway", a malfunctioning node simply ceases to communicate, without disrupting the whole operation. To avoid collisions that occur when two or more nodes try to use the line simultaneously, bus networks commonly rely on collision detection or Token Passing to regulate traffic.

Star topology

A star topology is designed with each node connected directly to a central network hub, switch, or concentrator. Data on a star network passes through the hub, switch, or concentrator before continuing to its destination. The hub, switch, or concentrator manages and controls all functions of the network. It also acts as a repeater for the data flow. A star network is reliable in the sense that a node can fail without affecting any other node on the network. Yet the failure of the central device may result in the shutdown of the entire network.

Tree or Expanded Star topology

A tree topology combines characteristics of linear bus and star topologies. It includes groups of star-configured workstations connected to a linear bus backbone cable. Tree topologies allow for the expansion of an existing network, and enable users to configure a network to meet their needs. The transmission medium of the tree network is a branching cable with no closed loops. The tree layout begins at a point called the head-end, where one or more cables start, and each of these may have branches. The branches in turn may have additional branches to allow quite complex layouts.
Network Media
Unshielded Twisted-Pair Cable

Unshielded twisted-pair (UTP) cable has four pairs of either 22- or 24-gauge copper wire inside the jacket. Each of the eight wires is covered by an insulating material. UTP cable relies solely on the cancellation effect produced by the twisted wire pairs to limit signal degradation caused by EMI and RFI. The number of twists in the wire pairs varies to further reduce crosstalk between the pairs in UTP cable. UTP cable must follow precise specifications governing how many twists or braids are permitted per meter of cable. The standard connector for UTP cable is an RJ-45 connector, an eight-wire connector used commonly to connect computers onto LANs, especially Ethernets. The EIA/TIA has established standards of UTP and rated six categories of wire primarily.

Fibre-Optic Cable

Capable of conducting modulated light transmission, fibre-optic cable consists of two fibres encased in separate sheaths. Each optical fibre is surrounded by layers of protective buffer material: usually a plastic shield, then a plastic such as Kevlar, and finally, an outer jacket that provides protection for the entire cable. The light-guiding parts of an optical fibre are called the core and the cladding which have different indices of refraction. Total internal reflection process makes the optical fibre act like a light pipe, guiding light for long distances, even around bends. Although fibre-optic cable is most expensive, it supports higher rate line speeds. Two types of fibre-optic cable are single-mode and multimode fibre-optic cable. Several connectors can connect fibre to the networking device; a SC connector is most common.

Coaxial Cable

Coaxial cable has a single copper conductor at its centre, surrounded by a flexible, plastic layer that provides insulation between the centre conductor and a woven copper braid or metallic foil which helps to block any outside interference. Although coaxial cable is difficult to install, it is highly resistant to signal interference and support greater cable lengths between network devices. There are two types of coaxial cable, thin and thick coaxial cable. The most common connector used with coaxial cable is a BNC connector. Different types of adapters are available for BNC connectors, including T-connector, barrel connector, and terminator.
Recommendation
Among the above-mentioned network topologies and media, I would like to recommend using Star topology with UTP cable for Top Web Company. For one thing, a star topology is easy to install, troubleshoot and remove parts. Also it gives great fault tolerance as any node/cable failure will not affect the rest of the network unless the centralizing device or server fails. Besides, physically, adding new devices to a star network is so simple compared to any of the other topologies that a cable can be run from the new device to the hub/switch. Furthermore, UTP cable offers many advantages. Because of its small size, UTP cable is easy to install and does not fill up wiring ducts as rapidly as other types of cable. Moreover, it costs less per meter than any other types of LAN cabling and can be used with most of the major networking architectures. In fact, installing star network with UTP cable is widely used and relatively inexpensive. Thus, I believe using Star topology with UTP cable will provide Top Web not only a convenient use of the in-house network for all team members but also an easy means to expand their network if necessary.

Investigate the requirements for creating the company intranet including the following information:
· Options for hardware to host the intranet, including costs of purchase, running and maintaining the hardware. (8 marks)

· Options for extending this to an extranet to allow for home working and access by staff whilst at clients' premises. (8 marks)

· Options for storage of electronic files. The company will require a large amount of storage for images and video that is used on clients' websites. (8 marks)
Provide a recommendation for how the intranet/extranet and storage should be set up and run, and give reasons for this recommendation. (3 x 2 marks)
a) Options for required hardware to host the intranet
Basic hardware requirements for setting up a secure and reliable intranet are:
· Web Server,

· Networked PCs,

· Routers, and

· Firewall.
The hardware used for the intranet Web Server depends on the intranet's size, the content to be published and the number of people accessing the intranet at any given time. Being the backbone of the network, web servers are usually to be as fast as possible to boost efficiency and reliability. For a larger, dedicated intranet, multiple web servers with significant bandwidth will most likely be required. A fair web server would cost $1,000 to around $5,000 or more.

For employees to access the intranet, their computers need to be connected to the company's Local Area Network (LAN) or Wide Area Network (WAN). The total cost for that in-house network would be around $500 for a fine computer per employee, plus the cabling and networking costs. Cabling cost varies in a range between $50 and around $150 or more, depending on the required cable length.

A router is a networking device that can connect several but different network segments into an internetwork. Routers are necessary to give employee access to the Intranet. A router would cost between $40 and $3,500 or more, depending on its types, brands and features.

A Firewall is crucial for intranet security, particularly if the intranet includes extranet extensions or allows remote login from outside of the corporate LAN. A decent firewall would cost in a range from $200 to $2400 or more, depending on its types and features.

In addition to the hardware costs for the intranet, there are other expenses such as cost for hiring a network designer or networking technician to set up and maintain the network.
b) Options for extending the intranet to an extranet
To extend the intranet to an extranet that allows staff for home working and remote access typically requires a Virtual Private Network (VPN) to provide proper security and reliability. Most common types of VPNs are Remote Access VPNs and Site-to-Site VPNs.

Remote Access VPNs

Remote Access VPN, also known as a Virtual Private Dial-up Network (VPDN), is a user-to-LAN connection that uses a VPN client software named Point to Point Tunnelling Protocol (PPTP), allowing a remote user to connect to a private network. By using an existing Internet connection, remote users can dial a 1-800 number to reach the Internet and use their VPN client software to get access to the corporate network. Typically, all data transmitted and received are encrypted that Remote Access VPNs assure secure and encrypted connections between a company's private network and remote employees through a third-party service provider. Besides, creating this type of VPN has little or no cost since the company's existing Internet connection, equipment and software can be used to set up a Remote Access VPN.

Site-to-site VPNs

By using dedicated equipment and large-scale encryption, site-to-site VPNs enable a company to connect multiple fixed sites over a public network such as the Internet without having each user dial-up using a PPTP connection. A local connection to the same network such as an Internet connection is the only requisite for each site, thereby saving money on long private leased-lines as a company usually has its own LAN or Internet connection. In site-to-site VPN, routers at both ends do all the work of routing and encryption. Site-to-site VPNs can be further classified into intranets and extranets. A site-to-site VPN built between offices of the same company is an intranet VPN while a VPN built to connect the company to its partner or customer is said to be an extranet VPN.
c) Options for file storage
File storage systems that offer automated secure backup and additional storage capacity play a critical role in a company's behind-the-scenes success. The best file storage systems impeccably help protect important data, make it easy for employees to share files, and require minimum maintenance. Nowadays, there are several options for both the actual storage and the location of that storage. Most common options are Online Backup/Storage and Network Attached Storage (NAS).

Online Backup/Storage

Usually provided by Internet Service Providers (ISPs) for a fixed price per month, online backup and file storage services are usually inexpensive and easily accessible anywhere an Internet connection is available. Storing valuable files to a secure, remote server helps a company protect the data stored at the place of the business. Besides, sharing large files with clients, partners and others can easily be done by providing them with password-protected access to the company's online storage service. However, remote storage, especially during an initial backup session, can be slow yet it's only as fast as the speed of network access to that storage. Thus, for extremely large files, higher speed network access would be a necessity for online backup and file storage services.

Network Attached Storage (NAS)

Network Attached Storage (NAS) is the ideal system for backing up, sharing and storing files and getting extra storage capacity. NAS system is suitable for small and mid-sized businesses that need large amounts of reasonable storage which several users can share over a network. Connected to the company's local area network, a NAS device typically consists of multiple, redundant hard drives for data backup and storage. Moreover, a NAS appliance provides various levels of security, restricting access to the sensitive data of the business. Increasing efficiency and reducing costs, NAS systems allow user to consolidate storage, simplify storage management, and data backup and recovery, and offer easy scaling for future storage growth of the business.
d) Recommendation
To set up an intranet for Top Web Company, I would like to recommend using a single Web Server connected with fifteen networked computers, routers and a firewall since a single web server can handle fifteen users accessing to the Intranet at any given time with great efficiency and reliability.

To extend this intranet to an extranet for Top Web, I would like to suggest employing Remote Access Virtual Private Network as a remote access VPN provides an easy and secure access to the company's private network, thereby allowing remote staffs to collaborate electronically with the main office while at the client's place and reducing transit times and transportation costs for remote staffs.

For the file storage system of Top Web Company, I would like to recommend applying Network Attached Storage (NAS) system because the storage capacity of the NAS device is relatively scalable, allowing to store, backup and access a large amount of data such as images and videos used on clients' websites.

Investigate the Internet connection requirements for Top Web.
· Describe the Internet services that may be required. (5 marks)

· Explain the connection speeds that are suitable for these requirements. (3 marks)

· Find examples of Internet Service Providers (ISPs) that can meet these requirements in your country. (4 marks)d) Make a recommendation to use one particular ISP based upon the services offered and price charged. (3 marks)
a) Possible Internet Service Requirements
Electronic Mail (E-Mail), File Transfer Protocol (FTP) and Voice over Internet Protocol (VoIP) services are the internet services that Top Web Company may require in its network.

E-mail is a method of sending messages and data quickly through a LAN or beyond through the Internet. In the company's internet system, e-mail may be a required internet service since the company needs to send their work electronically to their clients for review. Besides, using e-mail service, the company can make contact with their clients quickly and regularly.

File Transfer Protocol (FTP) is widely used to transfer files for information exchange, especially when the number or size of the files makes it very difficult to be sent "attached" to an E-mail. Thus FTP service enables the transmission of very large files so as to meet the company's requirement.

VoiceoverInternetProtocol (VoIP) is a method for making telephone calls over the Internet by sending voice data in separate packets. VoIP service may require for Top Web because staff members visiting clients to discuss their projects need to be able to collaborate electronically with the main office to discuss ideas in real-time including artwork, web designs, etc.
b) Suitable Internet Connection Speeds
For Top Web Company, it is appropriate to use broadband connection speeds of either 256 Kbps or 512 Kbps because both are such high speed internet connection types that internet services required for Top Web such as file hosting, heavy uploading and downloading, transmitting very large files and VoIP service could be done in a minute. Moreover, surfing and browsing the internet for update information would take only a few seconds with these connection speeds.
c) Examples of Internet Service Providers (ISPs)
Myanmar Teleport
 Broadband ADSL Service
d) Recommendation
Among the above-mentioned available ISPs and their services, I would like to recommend choosing to use WiMax Broadband Enterprise Plan provided by "Red Link Communications" ISP because WiMax package can be set up easily and its connection speed is exceptionally fast, up to 256 Kbps download and 128 Kbps upload speeds. In fact, Enterprise plan can be installed easily at a reasonable cost and viable monthly fees with no extra payment for excessive use. Besides, this service plan offers other optional services such as VoIP service and Static IP addressing options for enhanced features. Therefore, I believe WiMax Broadband Enterprise Plan will no doubt provide the internet services Top Web Company may require and make the company's network fast and smooth.
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