Infrared

Infrared:
A wireless technology used to transmit and receive data using the signals for short range distance devices. Typical portable devices include Phones, Laptop computers, personal digital assistants, and Portable telephones, while the base stations are usually connected to a computer with other networked connections.
Applications:
* Short-term cable-less connectivity for information exchange

* Building-to-building connections for high-speed network access or metropolitan or campus-area networks.

* Wireless local area networks (WLANs) provide network connectivity inside buildings. This can either be an extension of existing LANs to facilitate mobility or to establish “ad hoc” networks where there is no LAN. The primary example is the IEEE 802.11 standard

Infrared signals cannot penetrate through walls and any obstruction objects and the transaction of data can be affected by sun-light, so indoor transaction will be a better transaction for Infrared signals. These infrared signal transaction of data can be applied for shorts range of distances like below 5 meters only. If the distance is more, data transmitting connection may fail and too short distance is also may affect as too far distance connection.

While transmitting data transmitter or source converts an electrical signal into an optical signal so receiver or detector receive optical signal and converts optical signal into electrical signal.

It works only as line of sight .it means the devices should be connected with in 30ᴼ arc to communicate, below diagram gives clear information
Data rates:
Infrared data transfer is slow

Different IR signals have their own transfer rates they are as follows

* Slow infrared signal - 115.2 Kbps

* Medium infrared signal - 1.152 Mbps

(Rarely Used)

* Fast Infrared signal - 4 Mbps

(Latest phones, cameras, etc support this standard)

* Very Fast Infrared signal - 16 Mbps

* Ultra Fast infrared signal - 100 Mbps being developed now.
Advantages:
* Infrared is low-cost

* It will not be effected by Radio signals.

* It is well used for short rage distances.
Safety points:
* As infrared signal transaction consist of optical signal, it may effect eye so have to be care full while the transaction is going on,

* If the devices become hot human skin can be effected so skin care is also should be taken while infrared signal transaction is in process.
About Bluetooth Application:
Bluetooth is wireless communication equipment which allows devices, within a 10-meter range, a radio device in it helps to communicate with other devices. If a device offers further services, user can choose the more services what they want to use from that particular device. It is radio based communication with ISM band. [1]
Usage of Bluetooth Application:
Bluetooth is in-built with a radio device which helps for wireless data transfer. The shows theexample

transfer of data between two bluetooth devices. It can be operated at 2.4GHz radio spectrum globally in Industrial Scientific Medicine(ISM) band, and it uses a very low power for transmitting a data or receiving a data.

There are different types of ranges for the distance which covered by the Bluetooth which ranges between 1, 10 and 100 meters depending up on the compatibility of the devices .Bluetooth devices can be classified depending on three power classes.[3]

Power Class Maximum Output Power 1 100 mW (20 dBm)

2 2.5 mW (4 dBm)

3 1 mW (0 dBm)
Bluetooth Applications:
1. It is used in retail and Mobile E-commerce as a method of payment for goods and services.

2. It is used in Medical Field for practice of remote patient monitoring, wireless biometric data and medicine dispensers.

3. It is used in Travel industry as called “ticket less travel”.

4. It is used in Home Networking to enhance their convenience, security and safety at homes and

Use their personal devices like mobiles, Laptop and PDA etc.,

Bluetooth radio module uses Gaussian Frequency Shift Keying (GFSK) for modulation of the data. Binary system is used for frequency deviation indication where ‘1' is indicated as positive frequency deviation and ‘0' is indicated as negative frequency deviation. [2]

Data is transmitted at a symbol rate of 1Mbps and in its extended data rate are used at 2 and 3 Mbps. [1]

Frequency Hop Spread Spectrum: Bluetooth uses a narrow band carrier change frequency that is known by the both transmitter and receiver, properly they maintain a single channel and the data is broken down in to number of packets and transmitted to the receiver of other device “hop frequencies” ranges from (20-79)[2]
Advantages:
Widely used: Bluetooth device is very popular and it is used all over the world. Most companies are taking the advantage of Bluetooth devices and they are used in laptops and mobile etc,

Feature simplicity: You need to not know much about the technology for the usage of the Bluetooth devices

Free of Charge: You don't need to pay for the transferring and receiving of data. [1]
Disadvantages:
Battery use: This occurs mostly on most of the mobiles after using the Bluetooth option if you didn't switch of the device it leads to more battery usage.

Bluetooth Internet: While using Bluetooth internet the connection takes much time to connect. Bluetooth internet is not suggested for all type of users. [1]

1. Bluetooth: Operation and Use
Morrow, Robert (Author)2002

2. Bluetooth Demystified
Muller, Nathan J. (Author)2000

3. http://www.wirelessdevnet.com/channels/bluetooth/features/bluetooth.html
Introduction what is Wi-Fi?
Wireless fidelity most commonly known as Wi-Fi is a way that the wireless devices communicate by using the radio signals. It is the Wi-Fi alliance's name for a wireless device which is defined based on 802.11 standards. These devices communicate with each other with radio signals; while encoding and decoding they convert the radio signals into binary codes (1 & 0). These use very high frequency of 2.4GHz and 5GHz providing different layers of protection for not colliding with other signals, the transmission of the signals is free of cost. Wi-Fi network works on the same concept as walky talky.

The 802.11(and Wi-Fi) standard includes a Physical layer and Access control layer. To prevent collisions and also to avoid interface between devices while operating on same spectrum physical layer uses these sub layers Direct Sequence Spread Spectrum (DSSS), Frequency hopping spread spectrum(FHSS), Diffused infrared(412 DFIR).The access control layer specifies how Wi-Fi device communicate with another Wi-Fi device like computer communicating with wireless access point. To improve the standards of Wi-Fi device recently they are adding some extra features like Wi-Fi protected access solution (WPA); this is used in 802.11i standard.
802.11 standards and its variations:
Now a day's Wi-Fi means 802.11b which is a subset of 802.11 which appeared in late 1999, this operates at 2.4GHz radio spectrum with theoretical speed of 11Mbps but actual speed is 4-6 Mbps at the range of 30m and 100-150 feet range. 802.11b uses duplex mode transmission which means that communication of query and a response which slows down speed, to increase speed the speed of transmission it uses Complementary Code Keying (CCK) modulation.

802.11a introduces in 2001 and uses 5GHz for transmission and can move up to theoretical speed of 54Mbps but actual speed 15-20Mbps at the 50-75feet range. It uses Orthogonal Frequency Division Multiplexing (OFDM) which splits the radio signals into several sub signals before reaching the receiver which reduces the interface between signals.

802.11g introduced in 2003 and operates on 2.4GHz spectrum but speeds up to 54Mbps because it also uses OFDM technique same as 802.11a which makes faster than 802.11b, It is combined with both features of (a, b).802.11a & 802.11g are faster and costlier than 802.11b.
Elements of Wi-Fi network:
Access point: It is a base station that connects one or more wireless devices to the internet.

Wi-Fi cards: It accepts the wireless signals and relay information.

Safeguards: Software's like firewalls and antivirus protect network from intruders and keep information safe.

For connecting to internet using Wi-Fi these are essential

1) Wi-Fi device (the client)

2) A Wi-Fi broadcast unit (the access point)

3) Network connectivity hard ware (router)

4) The actual internet connection (usually via DSL cable)

Diagram showing the wireless device is connected to internet.
There are security issues using wireless technology
Eavesdropping: It is easy to perform and most of the times undetectable. All the content like password and user name are sent in text form. They are different kind of tools to access the content like network sniffers, protocol analysis, password controllers which is easily available on internet.

MITM attack: it intercepts the communication between two systems and modifies the transferring of the content between victim and web server.

Denial of service: this attacks on the MAC layer, higher layer protocol and transmitting frequency used and target one specific user.
GPS:
GLOBAL POSITIONING SYSTEM, it is a satellite based navigation system which is developed by the US government and maintained by it for the military operations, but now a day's civilians found numerous applications using GPS and the service is free.
How GPS works?
GPS works on the radio signals which are sent form the satellites and the GPS receiver on the earth receives the signal and converts it into position, velocity and time information [1]. The GPS receiver compares the signal from atleast three to four satellites signals to determine its own location [2].

The GPS receiver calculates how far it is from each satellites depending upon the time it takes from the satellites to receiver [3]. We all know that radio signal cannot maintain its strength for longer distance, hence it is sent with enough strength to reach earth surface. The NAVSTAR system implements phase modulation in order to superimpose data on radio signals for better reception by GPS receiver. This makes the GPS signal much stronger [3].
GPS Applications:
* Used in Geoscientific and Atmospheric research.

* Used for Meteorology, Ionosphere and climate.

* Used in UK naval observatory and coast guard navigation centre.

* Air, Marine, Telecommunication, Emergency, Mining etc.

* Ground transportation: To control wheel slips in train.
Usage of application:
* Aviation:- Aviation authority got the feasibility of using a GPS receiver to continuously transmit its position and helps to control air traffic [4].

* Ground Transmission:- Majorly used to monitor slippery conditions of train, due to snow, ice or leaves. This can be detected using windmill remote software which shows live data in a browser, which lets the train company know immediately which part of the track is causing problem and take necessary action [1].

* Car Technology:- The GPS receiver will be locked onto atleast 3 satellites out of eleven to show our position accuracy upto 5 meters by using triangulation calculation and the position can be tracked continuously [1].
Advantages:
* A car, boat, plane with a GPS system can be easily tracked if it is stolen.

* A built in GPS system in trucks and supply chains are useful to track the movement of the goods to reach their destination.

* Used to locate a lost child or family, using GPS device which is like a watch or button on a collar.
Disadvantages:
* In the real time all the maps are not updated up to date. New roads are not located, sometimes it may show a way to a closed road.

· If we purchase a GPS based on price, then we will get the features in the same way. This may cause a problem when we purchase a ‘Bargain' GPS
RFID:
RFID stands for Radio Frequency Identifications, a technology that uses tiny computer chips smaller than a grain of sand to track items at a distance.
Properties:
* The range of a RFID system depends on the power of the reader, frequency and material between the tag and the reader.

* As the frequency increases, the amount of data and the read rate which can be transferred in specific time increases.

* As the frequency increases the cost of tags tends to decrease.

Signal strength: 13.56 MHz

Band width: 14 kHz
Applications:
The applications of RFID which are mentioned below exhibit some of the most common uses of the knowledge today.
Product track:-
Passive RFID tags can be used on pallets and within the individual products to track the movement of goods in a range of size. Disparate usual barcodes, RFID tags work within a closely.
Transportation payments:-
RFID readers are normally active readers for toll plazas, only when they receive a wake up signal from a reader by using battery power.
Access control and ID badges:-
This is parallel to product track where proximity readers can allow access to users with an RFID badge that is permitted.
Animal identification:-
Most of the small pet owners have begun implanting their pets with passive RFID tags. Because the tags have a single ID number if a pet is brought into a human society with a reader.
Some other applications:-
Knowledge for RFID continues to develop with more uses all the way. Some of the uses shown below are already in use

* Tracking of airline luggage

* Tickets to sporting events

* Automatic passport ID
Advantages of RFID:
* ROI (Return on Investment): The total cost of reader should go down while the cost may be high at first over the years and provide a better ROI, if the completion provides an important method to advance the business process.

* Inventory effectiveness:- In a highly well-organized method inventory can be performed, because line of sight is not required to read RFID tags.

* Susceptibility to damage minimized:- Barcodes can be damaged in different ways, by taken such as 2D barcode of data matrix read even up to 40% of the barcode is damaged.
Disadvantages of RFID:
* Ghost tags:- In some cases the tag that does not exist, when multiple tags are read at the same time.

* Unread tags:- When reading multiple tags at the same time, there is no sure method of determining the tags when the objects are not in sight.

* Susceptibility to damage:- Static release, water may damage the tags.

* Security issues:- New security issues may develop, because like bar-coding RFID is not line of sight knowledge.

* Proximity issues:- When metal or liquid objects are placed in between the reader and the tag, RFID tags cannot be read well.
REFERNECE:
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