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Question 1
Global trading in internet worldwide lacks regulatory frameworks that among other functions would prevent internet fraud that is now estimated to run in billions of dollars every year. The need to utilize internet in global trading has been increasing every year since the start of this century, this growth has been so rapid that it has overtaken the too little too late efforts that are currently being implemented across many countries. Even in the developed world internet regulation is an enormous task that is as complicated as it is costly and many countries are still fumbling with drawing legislations that will address this aspect. The main challenge continues to be lack of a global framework that can pull many countries to be signatories. Another reason is that many countries are yet to acknowledge the impact that liberalization of internet contributes to their economy, this is perhaps due to the fact that there exist no mechanisms that can compound and provide accurate measurable figures of the contribution of the internet in each sector of the economy (Lawrence 1998).

Today's business person is more likely to utilize the benefits offered by the internet in trading in terms of speed, convenient, cost, availability and in making choices of goods without having to travel to the manufacturers. But current global trading on internet is like a minefield littered with non-existent manufactures that are only hosting a website domain, tricksters who are the majority posing as established companies. Other are manufacturers who are engaged in selling sub standardized good that are not vetted by their countries quality regulatory institutions are now turning to cyberspace as a platform for trading since their products pass through stringent certification procedures in their respective countries (Lawrence 1998).

In the same platform of internet trading are unreliable and questionable electronic money transfer services without physical offices that are likely to rip off a business person at any time during transaction. Their charging rates are usually in U.S dollars making it even harder to make accurate service charge calculations. However the biggest obstacle in cyberspace trading is trust which is a very relative term due to culture, religion and beliefs among various people. This is because online trading requires a higher level of trust from both parties. Finally there exist no secure sites that have been vetted by any organization that can provide assurance on safe online trading or on the quality of goods (Cahoy and Bekerman, 2003).

It is with this challenge that currently exists on internet trading that any future cyber regulatory framework must address. The priority is to develop uniform legislation of laws to be adopted across all countries that are not limited to cyberspace trading. To address internet trading should be regulated by the respective host country which should vet and license all actors before they can participate in internet trading. This way the first steps of moderating internet trading will take place in a safe and secure market environment (Cahoy and Bekerman, 2003).
Question 2
As we have discussed above, internet trading indeed poses more risks for any business person or companies, at the same time it offers flexibility and convenience that traditional methods cannot match. For instance a business person who wishes to buy a vehicle in Japanese car market is able to check the price online and get to choose a particular vehicle while on line and even get to track the vehicle as it get transported after payment. What internet trading does not offer are guarantee that after payment of the money, which is probably also done online, the vehicle will actually be delivered or it quality versus the value.

Indeed since UAE traditional trading methods have evolved over many years the loopholes in the system that could be exploited to carry out fraud in this sector are very minimal or non-existent and trickster are now in favor of doing their trade outside the stringent government regulations that regulate traditional trading. An alternative area that is likely to experience fraud in trading is therefore on line where the identity of the sellers and buyers is always remains anonymous, and which can take any shape that the seller or buyer wishes to port ray (Cahoy and Bekerman, 2003).

In order to reduce the risk of internet fraud under the current internet trading regulations and environment there would be need to compromise on some of the features that internet trading provides and instead opt for traditional method of trading. However as a general guide incase when one has to buy high value goods such as a vehicle, a trader should pay the money directly to a reputable bank institution that can act as a guarantor between both parties. The way it works is that the bank retains the money after it has been sent by the buyer and acknowledges receipt of the money to the seller but the seller cannot withdraw until the buyer receives goods and confirms to be of acceptable quality. The buyer indicates satisfaction with the transaction and the money is released to the buyer.

Another measure that I can apply to reduce the risk of fraud through internet trading is to compile a list of online trading company that I will take the effort to verify through the help of foreign attach�'s to ensure that they are solid companies engaged in genuine trading that meets acceptable standards of internet trading and product quality. After compiling such a list I will drive a campaign that will educate business persons on the danger of using non verified sites to engage in internet trading.
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