Movie trailers streamed

Abstract
In this project, we discuss on the simplest way that a user or a client (a computer) can request and receive movies or movie trailers streamed from an internet active computer server (a web server). It is said as simple because the internet active computer server is located somewhere within 200-500m range from the client computer, so that client computer does not have to go through different networks and its peers to download or stream a movie across the wireless network. Here the user utilizes network bandwidth, time and sometimes money spent for downloading a movie. This device which request and receive information from internet active computer server located in a short distance is known as Short Range Device (SRD). This project is a client-server model implemented using Microsoft Visual Basic 6.0 on the client side programming and Microsoft IIS (Internet Information Services), ASP classic and MS Access on server side. The final outcome of the project will let the user login (authentication from the web server) and access movies (list of movies from the web server) based on different categories and watch them on windows media player (movies streamed from the web server).
Chapter 1 ? Introduction

1.1 Introduction
At the first place, when the internet came into existence, user expectations were limited and were satisfied with the text and still images on the web pages they see. Due to the continuous change in the web technology, user started expecting more on their web pages. Later they wanted video on their web pages including text and images. And then they expected their videos to be downloaded fast as well as with a good quality as the same as TV. But unfortunately we still lack from providing high quality video over the internet due to bandwidth constraints and other network related problems such as congestion and connection problems.

Video has been most significant media for entertainment for many years now. Videos were initially transmitted in analog form and then once digital integrated circuits introduced, video transmitted in digital form. Video compression become a significant standard, used in variety of application which includes stored DVDs, CDs, video transfer over cable, satellite etc. Video telecast to TV has always been high quality when compared to that of video over internet. Initially video came in the form of downloading over the internet, user able to download the movie over internet. Though there is delay in getting the movie downloaded, the QOS (Quality of Service) is always better. But due to the time constraints, as next possible solution video streaming is introduced over the internet. An appropriate example of video streaming application used over internet is You Tube. There are many other applications which use video streaming technology.

Since video streaming introduced, it solved the problem of delay as the movie starts playing as soon as user clicks on the link. Though it saves more time from downloading a complete movie, it suffered from congestion and other network problems due to bandwidth issues. There is always a trade between QOS (Quality of Service) and bandwidth. If the network bandwidth provided for a particular user is less than the encoded rate of the movie file, then certainly there will be a delay in playing the movie, and in turn it affects user experience. Video compression is another important factor which plays an important role in providing Quality of Service (QOS). There are many current and upcoming video compression standards that are used for different applications. (J Apostolopoulos, 2002). The primary reason for the existence of video compression standards is for QOS (Quality of Service). Video is compressed in order to reconstruct video in a compressed form for better quality, and this is done using encoder and decoder. The current popular video codec standards used for video streaming are MPEG-4 and H.263 V2. These are widely used video codec used for video streaming over the internet.
1.2 Project Aims and Objectives
The aim of the project is to construct a portable battery operated wireless device (computer) that can request and receive information from an internet active, computer server located anywhere within 200-500m range through wireless network. Computer is used as a short range device in order to request and receive information from the web server, another computer which acts as a movie server located near the Short Range Device (SRD).

The various objectives of the projects are:
· To obtain the sufficient and updated knowledge on video streaming technology.

· To obtain sufficient knowledge on Visual Basic programming, MS Access and ASP Classic.

· To design a client login and the movie form using Visual Basic 6.0.

· To write a program code for client login and movie form in VB 6.0.

· To design and program a web server in order to authenticate user and allow access to movie form if the user is successful.

· To create a database table for user login information (username and password), bad logs and for storing movie information (title, date, year, language etc).

· To program a web server to log bad login information (IP address, time and date) in database table and to retrieve list of movies and related information (title, release date, type of movie etc) from database table.

· To program a web server to check number of bad login attempts and restrict accordingly (discussed later).

· To program a web server and client program in order to EnDecrypt the information that traverse from client to web server across the wireless network using RC4 encryption.
This research can also contribute to other ongoing researches on video streaming using wireless network at the University of Plymouth.
1.3 Thesis Structure
It mainly deals with a short note about the various measures taken to accomplish the above declared aims and objectives. The total work is discussed based on the simulation results obtained with the help of various software tools which includes Microsoft Visual Basic 6.0 for client programming, Microsoft IIS, for website access, ASP Classic for server programming and MS Access to create database tables. The presented work is organised as follows.

Chapter 2 begins with the brief background information about video streaming, codec information, Quality of service (QOS). Here the basic architecture of video streaming technology, structure of video streaming in real-time, protocols which supports video streaming in general. Then we discuss the differences between downloading and streaming audio and video, video streaming over TCP, video streaming over UDP, discuss the advantages and drawbacks on both TCP and UDP. Advantages and disadvantages over video streaming. Later we discuss the previous studies conducted related to video streaming and analyse the standing problems faced in real time and suggested solution to overcome those problems.

In Chapter 3, we research on server that suits this work, the steps taken to collect required details on server, analyse delivery of video over internet by means of two types of servers, how they deliver video over the internet, differences between streaming server and web server, discuss on difficulties on which server to use, their merits and demerits which ease me decide on which one to use. Client work is fully based on Microsoft Visual Basic, difficulties faced on the client side, the brief discussion on the client structure.

Chapter 4 looks into experimental design and design and programming requirements including software and hardware requirements. The basic and detailed requirements for experimental design is identified and discussed. Further, the basic design and steps involved in programming side and the programming concepts of both client/server and their functionality with respect to the outcome are discussed in detail. Further the functions of each module used in client program are discussed in detail. The results of each module are discussed related to the outcome of the project.

Chapter 5 looks further in to programming concepts used on both client and server, discussed and evaluated based on the output of the work. Then the result of this work is further discussed and correlated with the previous studies.

Chapter 6 present the conclusion on the entire work discussed and advantages of using this work over the existing works is briefly concluded and suggestions on how to improvise this work in near future.
Chapter 2 ? Literature Review

2.1 Background:
There is an increasing demand for video streaming over Wireless networks. The network bandwidth variations and delay variation are the major problems in providing high quality media streaming. Video streaming applications are a demanding and challenging service to be transferred over wireless networks. There is always a compromise between the capacity of the wireless network and the quality of the video streaming application. The basic steps in sending out content through streaming are:
· Create or obtain content. The content might be a video which is already stored in the web server, or it could be the one captured live using webcam and multicasted.

· Encode the content into the special streaming format

· Use a streaming server to send the content to your listeners.
2.2 Video Streaming.
Video streaming is a server/client technology that allows multimedia data to be transmitted and consumed. Streaming applications include e-learning, video conferencing, video on demand etc. The main goal of streaming is that the stream should arrive and play out continuously without interruption. However, this is constrained by fluctuations in network conditions. An adaptive streaming server keeps track of the network conditions and adapts the quality of the stream to minimize interruptions and stalling. Video Streaming can be either unicast or multicast over the internet. There are two types of real-time streaming services, on-demand or live streaming. In addition to the different types of streaming, there are a large and diverse number of variables that must be taken into consideration when evaluating the performance of such applications. Such variables include:
· The actual content and complexity of the content being streamed which in turn affects the efficiency of the encoder to compress the stream. For example, if two different video clips were encoded using the exact same encoding configuration, they would have very different bit rate variations over time.

· The compression scheme being used, that is, different compression schemes have differing levels of efficiency. For example, a 512kbps MPEG-2 stream will have very different characteristics from a 512kbps MPEG-4 stream.

· The encoding configuration: There could be any number of possible encoding configurations possible such as the error resilience, frame rate, the I-frame rate, the quantization parameter, the target bit rate (if any) supplied and target stream type i.e. VBR, CBR or near CBR.

· If the file to be streamed is .MP4 or .3gp, then a hint track must be prepared that indicates to the server how the content should be streamed.

· The streaming server being used, the rate control adaptation algorithm being used, and the methods of bit rate adaptation used by the server.
2.2.1 Basic architecture of Video Streaming.
Figure 1: Architecture of Video Streaming (Wu et al, 2001)
2.2.1.1 Video Compression
Original videos are compressed prior to transmission so that the efficiency is achieved. There are two types: They are Scalable and Non-Scalable.

Scalable videos are given the high priority over Non-Scalable because former one manages network bandwidth conditions and in turn improve video quality and make it pleasant to human eyes. On the other hand, the later one generates one bit-stream which results in huge delay and make it unsuitable for this purpose.
2.2.1.2 Application-Layer QOS Control
The main function of application layer QOS control is that it includes error control and congestion control. So to maintain user satisfaction in the means of video quality and quality of service and due to its error control and congestion control mechanism, it manages network problems such as bandwidth fluctuations. The congestion control does the same function as in TCP i.e. it reduces packet loss and delay. On the other hand, the error control take cares of video quality and presentation quality even when packet loss and delay occurs. It manages to do this by retransmission, error-resilient coding, error concealment and Forward Error Correction (FEC).

1. Retransmission: It is also known as delay-constrained retransmission. It helps in recovering all the lost packets and delayed packets. Sender waits for the particular time and assumes that there is a packet loss. So retransmission occurs.

2. Error-resilient coding: This method used to add the strength to the compressed video towards packet loss. It also includes data segmenting, resynchronization marking and data recovery. These three mechanisms are useful for the video transmission over wireless. Error-resilient is a preventive approach.

3. Error Concealment: In contrast to error-resilient coding, this method is used after the error occurrence. This is known as reactive approach. It takes reaction only when the error is occurred. This method helps in presenting video which is not pleasing to human eyes due to packet loss. It is done using two types of approach. Spatial and temporal interpolation.
· Spatial Interpolation: Lost pixels are adjusted with spatial information of next pixels i.e. with the spatial information from its neighbours. It is effective in intra-code frames.

· Temporal Interpolation: It is used in inter-coded frames since missing pixels are reconstructed with request to previous pixels.
4. Forward Error Correction (FEC): It adds extra information to the original data so that it can be reconstructed when packet loss occurs. With respect to the extra to the extra information which is added, it is categorized in to three. Channel coding, Source-based coding and Hybrid coding ( Joint Channel/Source coding).
· Channel coding: It is used in block codes. Here video data is segmented to construct one block code.

· Source-based coding: It is invented for video applications which is further compressed and forms Group of Blocks (GOB) codes.

· Hybrid Coding: The mixture of both used for most appropriate coding between channel and source based FEC is known as Joint Channel/Source coding.
2.2.1.3 Continuous Media Distribution Services
These services are used to prevent video with good quality. So in order to achieve that, network condition should be good, meaning the network should have adequate bandwidth, less delay and prevent packet loss. It includes network filtering, application level multicast and content replication.
· Network Filtering: It is responsible for improving video quality when congestion occurs. It is capable of adjusting the data transfer rate with respect to the congestion status. The above diagram includes following steps: 1) Server sends the video stream and on the other end it is received by the client. 2) Sending the next filter or next segment of video streams. The filter on the control side does the following: 1) Receiver request from the client. 2) It acts based on request received. 3) The requests are forwarded to the previous filter.

· Application Level Multicast: It helps to overcome the problem of network management, scalability and congestion control which restricted internet service providers from delivering multicast services.

· Content Replication: It helps in improving scalability and effective in reducing bandwidth consumption, load on streaming servers and reduce delay and increase availability.
2.2.1.4 Streaming Servers
Streaming servers provide all the streaming services to the client. The streaming services include video and audio data which offers quality streaming to the clients. It process media data with timing constraints and responsible for the control operations such as forward, fast forward, pause/resume and backward. Added to this, streaming servers take care of synchronous transmission of video data. It consists of communicator, storage system and operating system.
1. Communicator: Operates at the application layer and transport layer protocols and helps client communicate with the server in order to retrieve media contents in a synchronous manner.

2. Storage system: It is responsible for continuous media storage, which is both audio and video data and retrieval of the same.

3. Operating system: It is quite different from ordinary operating system and this has to satisfy all the multimedia requirements required for streaming.
2.2.1.5 Media Synchronization Mechanisms:
This mechanism helps to differentiate between multimedia data and normal data. With this mechanism, the media player can present the original video as it is without degradation. An example of this mechanism is synchronization of lip movement and audio data. Media synchronization is classified in to three:
· Intra-stream synchronization: It is lowest layer of multimedia data. It is time dependent data in the media player. The unit of this player is frame, which is audio/video frame. It is more dependent on the temporal constraints for user level acceptance of what they watch. This synchronization is referred to as Intra-stream synchronization, which maintains continuous flow of frames. The absence of this synchronization will lead to pauses and gaps in the stream.

· Inter-stream synchronization: This is the second layer of multimedia data and the unit of media player here is whole stream. The synchronization in this layer is known as Inter-stream synchronization. It maintains the temporal relation among various synchronous media. The absence of this will lead to mismatch of lip movement and audio data which in turn annoy the audience.

· Inter-object synchronization: This is the highest layer of multimedia data, which combines media data and time independent data like text and still images. The absence of this will mismatch audio and current slide running on the display. The objective of it is to start and stop the slide with respect to time independent data within certain time interval.
2.2.1.6 Protocols for Streaming Media
Figure 3: Protocol Stacks for video streaming (Wu et al, 2001)

In general protocols are used for communication between one computer to another computer. Protocols for streaming media is responsible for IP addressing, transport and session control. Streaming video can be done over TCP, UDP. Both have their advantages and drawbacks. Session control uses protocols such as RTSP and other streaming protocols. (Wu et al, 2001)
2.2.2 Codec for video files
MPEG-4 dramatically advances audio and video compression, enabling the distribution of content and services from low bandwidths to high-definition quality across broadcast, broadband, wireless, and packaged media [6]. MPEG-4 decomposes a scene into media objects, each with its own audio and video track that will vary over time. The visual part of a media object is known as a Video Object Planes (VOPs). In this paper we consider only rectangular shaped VOPs that correspond to the entire video image and shall refer to them as frames in the remainder of this paper. In the MPEG- 4 standard, there are a number of profiles which determine the required capabilities of the player to decode and play out the content. The table below illustrate the current video compression standards:
2.2.3 Quality of Service (QOS)
As the name indicates, QoS is the measure of the quality of network performance, which determines the user?s satisfaction with the service. This QoS is classified as three different components. The first and the main component is the voice or speech quality and the speech quality is determined by the bi-directional and multi-directional conversation over telecommunications networks. The second component of the QoS is the resolution, only if the resolution is high the end user can get clear picture. The third component is the service performance, which includes the service support as a part of service security and service operability. Among this three main components of QoS, voice communication and picture quality is the most visible and important components, which decides the overall quality perceived by the users.
2.2.4 Video Quality
Video quality is the measure of robustness, synchronization of media, and orginality of the picture together with the audio comfort of the users throughout a movie or a live video content. In other words, it is the result of the judgement of a perceived constitution of an entity with regards to its desired constitution. Video quality depends on the codec we use if we use MPEG 4 and H.263 version then the video quality comparatively higher than the MPEG 2 format.
2.2.5 Understanding protocols
Video Transmission over wireless LAN poses many challenges, including coping with bandwidth variations, data losses and heterogeneity of the receivers. Recently each network layer protocols has its own prevention and adaptation mechanisms. Though this layered mechanism does not stand out to be a optimal solution fro the transmission of audio and video.

All of this is solved by both rate control and as well as adjusting bandwidth fluctuation. The aim is to keep the bandwidth higher than the bit transfer rate. So if the data transfer becomes high, the rate control mechanism will manage to cut down the data transfer rate and if the bandwidth is low, it is sorted out appropriately.

Our description on how streaming works at the beginning of this chapter is simplified a bit. So as you prepare to serve the media content over a web server to a media server in order to deliver content, there is a need to for the users to browse the Web, open URLs and clicking on several hyperlinks, selecting content that is delivered from a Web server using HTTP ? the Hypertext Transfer Protocol. So when the video streaming occurs, the web server hand over its work to the streaming server which in turn use protocol known as RTSP (Real Time Streaming Protocol). So when the user clicks on video content, it is always some type .ram file which is turn streamed from streaming server using RTSP. The following diagram shows how the process actually works:

Figure 4: Basic Structure of Streaming Media
2.2.6 Factors affecting Video streaming
The two main factors that stand as a problem are:
· The main factor that affects the streaming is capacity of the wireless network, if we use IEEE 802.11b which can support only up to 11 Mbps where as IEEE 802.11g can support up to 54 Mbps comparatively less than wired networks where wired networks can even support up to 100 Mbps.

· The second one is quality of the multimedia streaming application itself being a challenge
Wireless networks are particularly error-prone and since they use radio waves, the data signals are subject to attenuation with distance and signal interference. In addition, the transmission quality is also affected by contention between users who are attempting to access and transmit data on the shared radio channel. This contention results in users having to wait until their backoff process is complete before they can access the channel. All these factors ultimately affect end-user perceived quality
2.3 Previous studies
Related Works : Past literature on video streaming schemes over wireless networks have advocated protection-based approaches to address the challenges faced by the video streaming over wireless networks. Krishnamachari et al (2003). proposed an adaptive cross-layer protection strategy to enhance the quality of scalable video transmission. Majumdar et al (2002). presented a hybrid FEC/ARQ scheme to increase the robustness of video streaming in IEEE 802.11 wireless LAN (WLAN). Wang et al (2002). suggested using a video proxy in the base station to reduce ARQ delay. While these approaches enhance the performance of video streaming over wireless networks, none of them have considered the problem from the perspective of rate-distortion optimized streaming.

Using sender diversity to enhance the video streaming quality has been actively explored in the past literature. Xu et al (2004). proposed a peer-to-peer video-on-demand system using multiple description and sender diversity, where they use multiple ordinary computers (peers) as servers and the client can stream different layers of the same video file from these peers. Nguyen et al (2002). applied a receiver-driven rate allocation algorithm to determine the rate for each server by taking into account available network bandwidth, channel characteristics, and a pre-specified, fixed level of forward error correction to minimizethe probability of packet loss. Meanwhile, they proposed a packet partition algorithm for the sender side to ensure that no packet is sent by more than one server. Hefeeda et al (2003). proposed a video streaming system that leverages underlying peer-to-peer streaming support. Their proposed peer selection method, called topology-aware selection, relies on the underlying topology of sender candidates and network connection qualities to infer goodness of the peers to choose the best senders. The most closely related work is CoolStreaming, which is a gossip-based peer-to-peer streaming system. Each user can maintain connections to multiple peers and swap information among them with certain delay constraints.

However, not all the above works are specifically designed for video streaming over WLAN and none of them perform framewise sender selection. In contrast, this project fully designed for streaming video over wireless networks and since it uses radio waves as the medium the air time is free, no license problem so this would be more advantageous over others and since it is going to stream files from the video server which is just located within 200 ? 500m range network bandwidth needed is less, channel characteristics is more and as well as peer dynamics and since server is located very near streaming would be continuous without interruption and it also provides high quality of service when compared to server located far away from the client. This video streaming scheme is just designed for home users who can access the server and stream the movies with high quality and can be used to provide high quality video streaming service such as video-on-demand over Wireless networks using wireless device and stream the content from video server located anywhere within the 200-500m range using Visual basic as backend.
2.4 Summary
In this report, we have reviewed about background including basic architecture and overview of video streaming over wireless networks in general and the importance of quality of video streaming over wireless networks in the later generations to improve the quality of service. Description of various factors that affect the streaming is also discussed to give the clear picture on the topic. Further the importance of selecting codec is discussed, quality parameters needed to provided QOS to end users have been discussed. And also the importance of protocols are also discussed and should be understood well because only certain protocols fulfil the need for certain application for example in this project since streaming used from internet active I have discussed the functionality of the RTSP, TCP and HTTP. And also the challenges faced when streaming over wireless networks have been discussed.

Further the related works done by different authors has been analyzed and critical reviewed with the weaknesses over their work and also the advantages the currently proposed scheme over the existing schemes have been discussed. Finally I conclude that the proposed scheme will overcome all the challenges which are discussed earlier on streaming video files over the wireless networks.
Chapter 3 ? Research Methodology

3.1 Introduction
In this methodology, data collection and analysis that is concerned towards achieving the goal and objectives is discussed in detail. Until now we have seen introduction, overview of streaming and previous works and finding on video streaming technology, but none of the author tried Short Range Development kits (SDK) which prevents from congestion control and bandwidth problems because of one reason that users gets their video content streamed very fast since it is located between 200 and 500 metres. Following this introduction is the initial test bed, which involves initial setup requirements that is required for this project. Data required for this initial setup is collected and analysed in detail. Prior to these there is brief explanation on why wireless connection is preferred over wired networks in this project? First we discuss the difference between wireless and wired networks are discussed with the help of table. Then the advantages of Wireless over Wired network that help this project. The components required for this project in discussed in detail. Further experimental design required for this project is discussed in details. It involves Client-Server architecture and functions of each of them in detail. The programming requirement are analysed in detail. These are not the full requirements still the further findings and difficulties and final test bed platforms are explained in results chapter.
3.2.1 Advantages of Wireless over wired networks
In general, wireless networks are easy to install, not much struggles running over cables all the time and when the networks include more computer, there is need for more cables to connect them, which is the one big advantage of wireless, because wireless devices use radio waves for communication. Secondly, the devices are portable not of much weight to carry from one place to another (e.g. Laptop and Wi-Fi routers) and free from cables. Moreover the reason for using wireless connection, it is popular in building simple home network, though these are less secure and of low performance. Since the establishment of WEP and WAP, it is equally secured over wired networks. And since it is a home network not much to worry about bandwidth.
3.3 Data Collection and Analysis
In this phase, the new ideas over existing systems and possible difficulties that need to overcome the existing systems were found out using data collection and analysis phase and later discussed detail in results. The new ideas include how the old system should differ from this project and initial known setup requirements required for this experiment are discussed. In this phase, as a first step the Initial test design is explained with the help of a diagram and follows the number of objectives that needs to be considered in this phase. Both the software and hardware requirements are discussed in this phase.
3.3.1 Initial Test Bed Design
Figure 6: Initial Test Bed Setup

From the above diagram, it is clear this project is client-server based project not peer to peer network. There are two computers (one for the client and other for the server), Wi-Fi router shows that this project is based on wireless network. These are the two components that I know initially. The known initial requirements are client, server and Wi-Fi router, the client acts as SDK (Short Range Development Kit) that is connected to server over the wireless internet located between 200 and 500 metres. Further findings and difficulties are discussed later.

The basic ideas behind this project initially are:
1. To make the client request for a movie is sent to server via wireless internet.

2. Wi-Fi router which is interconnecting device which in turn pass the client request to destined server which is very near to client.

3. Server in turn sends the movie requested.

4. Wi-Fi router in turn sends the movie to the client.

5. Client use the media player to watch the movie (downloaded or streamed).
3.3.2 Components
1. Client (SRD): It is battery operated wireless device which is capable of sending and receiving information from the server located within 200-500 m range. Here in this project the client request a movie.

2. Server (Laptop): Wireless enabled device which response to the client?s request. Here in this project, server sends the movie requested.

3. Wi-Fi router: Wi-Fi is the synonym of IEEE 802.11 technology. Wi-Fi is the abbreviation of Wireless-Fidelity. IEEE 802.11b and 802.11g are the currently popular standards used for internet. In this project Wi-Fi is used for internet connection.
3.3.3 Hardware Requirements (Standard)
· Client (SDK or Laptop)

· Web server (Laptop)

· Wi-Fi router (for internet)
3.3.4 Software Requirements (Initial)
· Microsoft Visual Basic 6.0

· Operating system: Windows Vista (any edition).
3.3.5 Initial Tasks
On analysing the initial known requirements, the following initial tasks are found:
· The first objective towards achieving the goal of this project is to design a client form using Microsoft Visual Basic 6.0. Here the client form is designed in such a way that the client is allowed to select a movie based on different categories such as type of movie, release date, year etc. Controls used for designing this form are labels, command button, text box, list box and combo box.

· The second objective is to use the client form designed to select and play the movie stored in the client computer. The media player is added to another form so that movies are displayed using media player installed in the client computer.

· The third objective is to play the movie from a website. This is simple, when it is a single movie to play by clicking on particular link but to play a multiple movies. We need to store the movie remotely and get it downloaded to the remote system. Further findings are discussed detail in results.

· The fourth objective is completely different from the above objectives because till the third objective we just dealt with the client system. Here, the client system should download the movie from the server located remotely. There are number of constraints to accomplish this task which are discussed in results.
3.4 Research Work

3.4.1 Streaming Files:
Streaming audio and video files are solid and well-organized, however the finest one initiate as huge one, frequently high-quality files are well-known as raw files. These digital files and analog recordings are of high-quality which have been digitized and they are not in any way compressed or fuzzy. Even if you can watch a streaming file on a ordinary TV, it requires lot of storage space and processing power to edit a raw file. These digital files and analog recordings are high quality which have been digitized and they haven?t been squashed or fuzzy in any way. Even if you can watch a streaming file on an ordinary TV, it requires lot of storage space and processing power to edit a raw file.

A file commenced bigger and clumsy would appear odd when the same file lands up with quick and competent. Thereby it is due to compression process, files quality is degraded when a ordinary file is converted to a streaming file. It get worst when a compression takes place on blurry low quality videos or hard to hear audio recordings. Luckily, you can reduce the size of file without reducing its quality even before you compress it.
· Make the picture smaller:
Almost in the computer the streaming videos do not occupy the full screen. Rather the play in small area like frame or window. You will visualize a fall in quality when you extend many streaming videos to fill your monitor.
· Reduce the frame rate:
Sequence of still image is actually called as videos. The range at which the images shift quickly from one to next is the frame rate. When the frame rate is found to be lesser it intends that lesser total images and the amount of information required to restore them. Streaming videos flick when there is a decline in frame rate - Since the frame rate is slower the changeovers between pictures is felt by your brain and eye.

Codec or compression/decompression software is needed to create a video or audio file small enough. By taking suitable steps to reduce the file size, to reduce resolution in general and throw away unneeded data. Special type of files work on particular streaming players uses distinct codec?s. The overall decline in quality results due to various factors like bit rate or the speed takes place to transfer from server to a computer.

For example the bit rate of TV broadcast is higher than the dial up connection since TV broadcast includes 2,40,000 kilobitspersecond(Kbps) whereas dial up internet connection as 56kbps. A person can watch high bit rate files with certain broadband connection using excess bandwidth whereas the one using the dial up connection can watch only at lower bit rate. The fundamental remedy is to choose and encode a file which seems to be huge and sound best less sufficient to go work with offered bandwidth. Few codecs allow you to make files that will stream unusually at different transfer rates suiting to various connection types. This familiar as multi-bit rate encoding.

A file is uploaded to a server when it is altered, compressed and converted. In the following division we will see the position of server in streaming media.
3.4.2 Media Streaming servers:
When u share files in an office via network, the computer is though as the server which holds much of information. While talking about streaming media files such audio and video file, server is seen like a large hard drive and also a software which supplies information to your computer. Although few streaming server can deal multiple file types others work merely with definite formats. For example, streaming server like apple quick time can stream only quick time file and not windows media files. The files delivered to you from streaming server is done with a tiny help from web server. First step is to go stored web page in the web server and while clicking on the file which is to used, the streaming server receives a request from the web server regarding the file you selected as a message. In turn the streaming server respond by steaming the file directly to client by passing web server. Using protocol which is the set of rules the entire data is passed to the correct destination protocol manage the path the information travels from one machine to another. The most popular protocol known by everyone is HTTP which deals with hypertext documents and web pages. You use HTTP each time when you browse. Splitting data into packets by many protocols like TCP and FTP. This type of protocols can rearrange the randomly sent packets in to order and resend the packets which is damaged or lost. It is useful while we are browsing and downloading files, since the file reaches the destination in any consequences like web traffic slackens or any of the packet vanished. These protocols are not suited for streaming media since it needs the data reach fast and in all packets in correct order.

That?s why streaming media files apply protocols, allow data transfer in real time since it break files into and pass them to exact destination in exact order.
· Real-time transfer protocol (RTP)

· Real-time streaming protocol (RTSP)

· Real-time transport control protocol (RTCP)
The protocol which manages web traffic uses the advantage of RTCP. Consequently when the real time protocols stream the data to the destination, the other web protocol are still functioning in the background and the protocol join in one hand to balance the server load. The server results in delay to proceed the stream till when one finishes because when excess of people request the same file in same time.
3.4.3 Streaming Creation:
When you think to create and distribute streaming video a couple of options are available to make about format.
· Live or on-demand: few additive tools is needed to live web casts such as on site computer that can squeeze encode and stream the video flow in real time or link like satellite to company that perform the task.

· Unicast or Multicast: when a person examine his own stream of data it is known as unicast stream while in multicast the one stream of data is passed to router copies the stream and sent to multiple viewers extra processing power and bandwidth is needed unicast stream.
Step by step streaming:

Working with streaming video file as easy as browsing the web but to make the process possible lots behind the scenes.
1. Streaming video and audio characteristics is determined in a site using the web browse you use.

2. The file you need is found along with the image when u click on it link or integrated player with mouse is found.

3. This streaming server receives the request of file from the server.

4. The file which is splitted into pieces through the software in streaming server is passed then to the computer using real time protocol.

5. The information as it comes is decrypted and exhibited on your system using the available browser plug-ins, standalone player or flash application.

6. Your computer rejects the information.
A player, a server and a stream of data are the three components needed to match with each other.

Creating and distributing a streaming video or audio file requires its own process. Streaming video or audio needed its own procedure to make and spread.
1. By means of film or digital recorder you can store first quality video or audio file.

2. By transferring the information to a computer and if in need convert it using editing software.

3. When you decide to make a streaming video you should reduce the image size and frame rate.

4. The file is compressed and converted to suitable format using the codec available on your computer.

5. In the server the file is transferred.

6. In turn the server streams the file to users computer.
Creating streaming videos at home as become more comfortable to people due to betterment in Personal Computer and software. Buying and sustaining a personal streaming server is not a affordable task but rather make up a service provider to host the videos. Due to the hike of accessibility of streaming video as also made way for few challenges. One of the challenge includes copy right which includes both legal and illegal action. The illegal one is easier to copy TV programs other videos and send them on the web and the legal action is common one taken by copy right owners.
3.4.3.1 Advantages of Streaming over Web Server:
It is the fact that there is only one benefit to stream with a webserver quite than streaming media server which is utilizing existing infra structure. Since the webserver utilize a common webserver approach which will be used in the administration previously, so there is no requirement of new software infrastructure to establish or administer. Windows media server approach alternatively need the content maker and/or the staff of system administration to set up and handle the extra server software. Effect of this leads to incremental learning and staffing costs to study and handle the more complex nearly in addition more powerful window media server environment. It needs extra hardware of webserver to examine the user requirements this results frequently when webserver based streaming put exaggerated load on existing webserver infrastructure. Selecting a webserver streaming throughout a devoted streaming server supported on hardware price alone generally does not affect in savings.
3.4.3.2 Advantages of Streaming over a Windows Media Server:
It is modeled exclusively for the work of distributing real-time or on-demand streaming media instead of several small HTML and image file it offers many benefit over standard webservers.

1. More Efficient Network Throughput. As we know the advantage of windows media server streaming by now i.e. the facility of use UDP, which is a specific protocol used best of it for real-time and on-demand streaming. TCP utilized in webserver streaming is build and transferred to replicating to force the slowest network link to packet loss and this results in bandwidth wastage by (i) Transfer again to restore the lost packet and (ii) Using the network link below the capacity at the time recalculating the throughput endured by the network connection. The UDP protocol permits higher bandwidth to be given to user which results in enhanced video quality, even during presuming the similar connectivity between server and user and the similar level of traffic on the internet. Depending on headers of the compressed media file the rate at which the information is consumed is known in advance by experiencing a particular streaming media server. At the expected bit rate the information is sent to the user by windows media server and it does not force the congestion network to loss. Hence the network throughput enhanced but improved audio and video quality for the user.

2. Better Media Quality to the User. From numerous ways the enhanced network throughput is best one to deliver better audio and video quality for clients. Following are two examples.
· The server can energetically react to user feedback since the windows media server and windows media player stay in touch right through the play interval. The server is capable of deciding to maintain the quality of audio when network traffic is permitting only 22Kbps rather than 28Kbps of information to arrive the user by somewhat reducing the frame rate of the video string with the intention it will not exceed offered 22Kbps. This facility is not realistic with the webserver approach. The delivered audio and video by webserver would be stopped and go at the user side, making the dangerous ?re-buffering? waits common to premature execution of streaming media when there is no response from the user and no facility to dynamically to prioritize audio over video. Comparatively, the windows media server supplies a straight soft stream with hardly visible modifications in video frame rate during the time of network traffic.

· Streaming with the windows media server obtain the benefit of UDP?s implicit higher precedence over HTTP congestion to afford the higher priority of streaming audio and video data than file and webpage transmission. This gain the probability of straight viewing
.
3. Support for Advanced Features. The windows media server closely endorse such enhanced characteristic as complete detail of streams played VCR controls, real time video delivery and release of numerous streams to user. With such characteristics in the webserver streaming, if they are yet realistic, or tough to implicit and incompetent to bear.

4. Cost Effective Scalability to Many Users. Those days of streaming media, causing webserver streaming an sufficient solution when operation frequently desire to supply only less number of client at the same time. Sites frequently supply hundreds or thousands of clients at the same time when delivery of audio and video has enhanced. Due to this situation to key capacity of the windows media server provide enhanced benefit over a webserver.
· Specialization. The webserver is utilized to deliver the media files to the user in webserver approach. Webserver nevertheless are made use of the best for delivering plenty of small HTML files rather than large media files. With excess number of file requests a windows media server significantly develop the performance by getting the most of it, how media files are read from the disk, temporarily stored in main memory and flow on to the network. Scalability of windows media server can simply get better by element of 2 to 3 over a webserver.

· Multicast Support. By using multicast networking technology the network traffic can be reduced is the one way to get live or stored audio and video to huge audiences. Bandwidth usage can be minimized significantly by permitting single media string to be played at the same time many clients in multicast. This feature is available only in particular planned streaming media server such windows media server.
5. Protection of Content Copyright. It is impossible to stop end user from printing the files to step the directory for later user since webserver streaming make a local cash to print of each media file played. This consequently results the end users forbidding to visit the site constantly hurting satisfied providers who have pay-per-view business or who have advertisement based revenue model. Whereas in windows media server client can only stream information and there is no way of downloading files directly to the hard disk. The information which are in form of packets or obtained over the network, they are transferred straight to the client application with more simple way for the end user to interrupt and make a copy.

6. Multiple delivery options. The media maybe streamed with optimal UDP or multicast protocols when likely and with TCP protocol while necessary with windows media server. This assures all clients on all network can use all streaming content and allows corporate client to view the content of internet with no idea of comprising firewall security. Window media server allows streaming through a firewall or proxy server when implicit its own interpretation of the HTTP protocol through quite continuing most of the benefit of window media server. Four various protocol configuration is offered by windows media server each contributing definite benefits.
· UDP- As elaborate in windows media server section UDP allows the most optimized network throughput and have a awful optimist affect on the user experience. Many network administrators shut their firewall to UDP congestion and limiting the prospective audience of UDP based streams is major disadvantage in UDP.

· TCP- As elaborate in the web server section TCP allows sufficient but not necessarily optimized protocol for transferring streaming media information from a server to a user. Window media server can utilize the TCP protocol since clients frequently open the TCP ports in their firewall which allows streaming media to pass through these firewalls, which frequently block UDP traffic.

· HTTP+TCP- In this protocols the windows web service can maintain both HTTP based control command beside with TCP based data delivery. This combination is an advantage in aspects like functionality with every firewalls that allow web congestion through and facilitates much more control than a common web server though it also add disadvantage to the raw TCP which deduce scalability.

· Multicast- This IP protocol in windows media server can allow to maintain optimized delivery of streaming information to huge number of users. Multicast allows hundreds or thousands of users to work in a single stream provided if it works on network with multicast routers. Now-a-days usage of multicast has become frequent in the corporate networks but yet scarce on the internet.
The windows media server selects the appropriate protocol automatically so no client-side configuration is required. At first the server seeks to send files using optimal UDP or multicast protocol. If important then the server will seek to send first through the TCP protocol then through TCP with HTTP based control.
3.5 Summary
In this report, we have reviewed how data is collected in different phases and analysed with respect to the initial objectives, final objectives after further findings were discussed later in the following chapter. Here we reviewed the initial test bed design which is the most important phase for any project. Then the appropriate hardware, that is standard one since all the physical components are already known, then software requirements, in which we have decide on software, often changing one till the final platform is designed, so it is just the initial software requirements. This paper has judged the two primary methods for streaming media content to users. First, the webserver approach utilizes common webserver and the related HTTP and TCP protocols to appeal and send the information for the user. The second approach utilizes a streaming media server specific to the audio/video streaming task. The specialization take various forms, admitting optimized routines for reading the larger media files from disk, the tractability to choose any UDP/TCP/Multicast protocol to send data and choose to develop straight contact, between user and server to dynamically develop information delivery to the user. The essential benefit of the webserver approach is that it expects one less software component to find and administer. This technique can be an efficient first step in developing a streaming result.
Chapter 4 ? Design and Implementation

4.1 Introduction
In this phase, the criteria that are required for the final implementation of the projects are discussed. Further the difficulties found among choosing the protocol, in implementing security, finding appropriate streaming method that suits project. Here user authentication acts as the first level security for the user and for additional security for data transfer achieved using RC4 algorithm. Once finding all the requirements, final test bed platform is designed and final software requirements and final objectives to achieve the goal are discussed. Final outputs at different phases are shown with the help of a snapshot.
4.2 Intermediate Discoveries
As discussed earlier in this work, the initial requirements are the mandatory one required for this work. But there are several criteria that one needs to think in order to add the robustness to own project. Some of the new discoveries will lead to other difficulties such as speed, network problems etc. But need to consider the overall good for the project and decide on the hardware and software components to use.

The difficulties that are faced in this work are:
· Which protocol to use?

· What type of streaming method would suit?

· Which programming version of ASP to use?

· Which media player should use to play videos?

· What type of security method should be implemented?
The following lines will explain difficulties in detail and solution to all the difficulties in the following topics:

At first I thought of storing all the movies in a folder remotely on another computer. Then when file or folder sharing option is enabled in Windows Vista, the user can easily play the movie from server located remotely very near to the client. One advantage of doing this way that I considered is there is no need to download the movie because once the file sharing is enabled, user can get access to a movie folder and thereby access to all movies and it takes very less time to play. But the major disadvantage of using this method is no security over the content. And also need to enable the file or folder sharing in each client that affects user comfort because most of the users do not like their file to be shared. As the second step, I thought of Winsock programming, which is efficient in client/server programming. It is more efficient programming option for file transfer in form of text but not suitable for media file transfer, it takes long time to download a full movie. So delay is huge and user experience is affected. Winsock can be programmed using either TCP or UDP. Following this, I considered using web server which proved to be a good option since it uses HTTP protocol which resides on top of TCP which is known for its reliability and congestion control. Though TCP is not known for real time streaming, it is reliable. Web Server is also a streaming method using HTTP/TCP as its protocol. Moreover a web server can be easily developed using free software which is prebuilt in windows operating system though not preinstalled. Web server used in this work is Microsoft IIS 7.0 and support software such as ASP, ASP.net etc are prebuilt in Windows Vista. Both ASP Classic and ASP.net are programming software but only should be used to implement web server. I considered using ASP classic, the reason for that is discussed later in this phase.
4.2.1 Protocol Discovery
Protocols are essential for communication between client and server. TCP and UDP are the protocols mostly used over internet and all the other protocols reside within them. Both TCP and UDP have its own merits and demerits. It is said that UDP is more efficient in real time multimedia streaming where as TCP is not. But it all depends on bandwidth conditions for better quality. In that way TCP is more efficient in handling bandwidth problems than UDP. The following table shows the difference in them.
4.2.1.3 Advantages of TCP over UDP
· The main advantage of TCP over UDP that is associated with this project is since it uses wireless network, network problems are many like interference, noise, traffic and congestion. TCP is the more efficient in handling network problems than UDP.

· It is reliable because of guaranteed delivery of packets.

· Retransmits the packet lost across the network using acknowledgement feature.

· It prevents congestion in the network through flow control mechanism
4.2.2 User Authentication
Until now, we haven?t talked about the security method that is needed to be implemented. Here in this work, password authentication method is implemented as the security. So when user enters username and password, the request reaches the web server and if the password match with the one stored in server database, user login successfully else rejected. To add more security to this work, the password sent across the network is encrypted at the client end and decrypted at the server end using RC4 encryption algorithm.
4.2.3 Delivery of Video over Web Server
Contrastly the streaming client proceeds the audio and video while it is downloading unlike the download and play client, hardly after few seconds wait for buffering, proceed the method of gathering media file before playing. To play the media file continuously even during heavy traffic in network this small backlog of data or buffer is needed. In this delivery type method the user recovers information as quick as the web server network and user will let exclusive of bit rate parameter of the compressed stream. Progressive playback type is maintained merely by definite media files formats like MS Advanced Streaming Format(ASF) which is among the popular type one.

HTTP is utilized by web server streaming and it is the standard web protocol used by every webserver and browser intended for communicating among the server and user. TCP works below the each HTTP which maintains data transfer and use best of it for non-real time applications like file transfer and remote login. The main objective of TCP is to maximize the data transfer rate as assuring overall constancy and high throughput of the whole network and to attain an algorithm called slow start is used. During initial stage TCP send information at low rate and progressively increases the rate till the destination informs about packet loss. TCP presumes as though it has hit the bandwidth boundary or network traffic and returns and repeat the usual process as decreasing the rate of sending data and increasing. By re-transmitting missing packet to authentic data transfer is accomplished through TCP. Although it is not sure that all packet reaches the client within time to play the media stream.
4.3 Final Design Platform
Once the final requirements are found, the final test bed setup is created and implemented. Here since we use web server as the streaming method, the default protocol for web server is HTTP which is a TCP protocol. Then media player used on the client side is WMP (Windows Media Player). Further security method implemented is two-way security, which includes both password authentication and encryption (high level security), the text is encrypted at the client end and decrypted at the server end. So this work provides a high level security for users.
4.3.1 Final Test Bed Design
Figure 8: Final Test Bed Setup

The above diagram represents the final design of this work, after overcoming difficulties in selecting protocols, streaming method, addition software requirements, media player which supports this work, basic and advanced security. From the above diagram, it is clear that the streaming method that is implemented is Web Server which play the media file as downloaded to the client. Though there is delay the quality of the video is high since Web server uses TCP protocol for connection, so delivery of packets are guaranteed though delayed. Since this work home network environment, it does not consume much bandwidth, so the video streaming is fast. Here the when the requests are sent from the client, web server checks for valid user and then sends the movie list to client, when the client access the movie, it is displayed using WMP. Here the request from the client are encrypted (Encryption) and decrypted at the server end. So when the hacker tries to steal information that traverse across the network, two-way security implemented in this work does not allow doing so. Encrypted text is known as Cipher text and decrypted text is known as plain text.
4.3.2 Software Requirements (Final)
There are few inclusions to software requirements mentioned before:
1. Microsoft Visual Basic 6.0.

2. Microsoft IIS 7.0.

3. Windows Vista.

4. ASP Classic.

5. Microsoft Windows Media Player.
4.3.3 Reviewed Tasks

For Client:
· The first task is to design a login form for security, where user can enter username and password to access the movie form. This task requires login authentication from the remote server. Here the server has the username and password stored in folder or in the form of database for process of authentication. Added Security to make this project more secure is discussed later. The appropriate coding were written discussed detail in the next chapter

· The second task it to design movie form with all the required controls and to write a program according to the tasks required, which are discussed in detail in the next chapter.

· The third task is to design play form and write code appropriately.

· All the supporting modules, class modules and user controls should be defined and coded accordingly.
For Server:
· The first task in the server side is to install Microsoft IIS and ASP Classic, former one to create a web server and later one to control the web server

· The second task is to create database table to store user login information, bad logs table for logging incorrect logins and movie table to store the movie information

· Then third task is to program server authentication in order store username and password in database using ASP Classics.

· The fourth task is to retrieve list of movies from the database when the client requests.

· The fifth task is to retrieve bad logs from the database when the user login is not successful and if the user is rejected, the information in this table should include user IP address, current date/time and session id.

· Final task is to include RC4 algorithm for both Auth.asp and XTrac.asp files
Chapter 5 ? Experimental Design and Results

5.1 Experimental Concepts
The Concept of the project is to facilitate user with User Friendly Client Environment to Watch Movies. The Server Have Security for users to login with their provided Accounts to get Access to Movies.

Some basic Concept of the Project is as follow.
1. Server Must be Secured from spammers and create log of invalid logons tried by different IP Addresses and Block after their limit of tries.

2. Server must use Encrypted system to send and receive secured data packets from server to client and vice versa.

3. Server must have huge Movies Data ( Title, Runtime, Plot, Year, Country, Company, Genre, Etc)

4. Client software must be user friendly it should not come up with errors which user can?t understand.

5. Client software must have huge searching capabilities of Movies to facilitate.

6. Client software must have provided User Detailed information of Movies without putting user into the trouble of loading pages and etc.

7. Client software must show Banners of movies for User accessibility.

8. Client software must stream videos from server without showing URL.
5.1.1 Programming Concepts:
To create client software we will use Microsoft Visual Basic 6.0 Because of its user-friendly programming and fast libraries which Visual Basic .Net lacks. User must have install Dot Net Framework which to use Visual Basic Dot Net Applications. In Visual Basic 6.0 Advantage is that we just have installed the runtime libraries of Visual Basic 6.0 Which consist of Dll Library Named ?MSVBVM60.DLL?. Visual Basic IDE (Integrated development environment) is very simple. Visual Basic Also have Good Debugging capabilities. It Consist Of Huge COM Libraries and Controls to facilitate programmer. It also provides support to RAD (Rapid Application Development).

For Server software we will use ASP Classics because of its quick processing capabilities and user-friendly programming. ASP.net lacks a user-friendly programming environment. Microsoft provides some application to work through ASP (Active Server Pages) Classic such as Microsoft InterDev 6.0. But there is no standard application for ASP Classic. One can even use notepad to program ASP Classic. ASP Classic has an advantage that one can work on any version of IIS where as ASP.NET does not support all the versions of IIS. The table below shows difference clearly
5.1.2 Basic Outline of Client Program:
Client application start With Main() Subroutine Which Shows The ?frmLogin? Form. There Are Two Text Boxes with User Name And Password. And Two Button login and cancel. When user enters the username/password and press login, the software submits the username and password to server in encrypted form with Internet Transfer Control. The Server processes it with ASP Script then return result back to Internet Transfer Control. The Returned Result from Server is then processed by the client software. If user tries to login with wrong password or user name for more than 5 times the server block the username to further process the command from that IP address. If the user enters a correct user name and password, client software loads movies database from server through Internet Transfer Control.

Client software: It Calls MovieStore Class to process the raw Data received from Server. Then It Download Banner Images for each of the Movies and Saved Each Image in Temp Folder Which is created by the client software for further usage of these banners. Then client software loads up the frmMovies form, which contains other controls will be explained later in these articles. In This form there is a detailed list of movies with detailed tool tip for each movie. From this form user can sort and search movie by his choices user can search movies by multiple genres (action, Adventure, Animation, Biography, Comedy, Crime, Documentary, Drama, Family, Fantasy, Film-Noir, Game-Show, History, Horror, Etc). User can also search movie by title, year, release date, genres, plot, runtime, country, language, company. From The list box user can double click on any movie he wishes to watch. then another window will open up which has a WMP control will connect to .wmv file belongs to that movie.
5.1.3 Detailed Outline Of Client Program:
Through subroutine called VerfiyAuth(), clsDownloader is called whose subroutine named download data in order to get the response from the server. Server in turn returns the data requested, the return data is processed and send back to the user whether the user has been authenticated or not. If the user login successfully, then the client request for the list of movies and further details from the server through function called XTrac Movies which returns unsorted string of data which is further processed by the subroutine of MovieStore named process movie data. Then it creates movie list box and items for each movies. It upgrades the picture box and make it scrollable movie list box with extended item set, banner set for each of the movie items reside in the server. IpMovieControl is responsible for custom tool tip behavior and for playing movies for each item in the movie list box. FrmMovies is displayed which now contain movie list box and sort movie using it. Finally once user the select the movie, the movie starts playing using Windows Media Player.
5.1.3.4 Movie Form (frmMovie.frm)
Figure 10: Movie List Form

Design: Controls used to design the movie form are labels, frame controls, picture box, image list control, command button, combo box, list box and text box. Movie images are retrieved in the image list box placed in the picture box. To sort movies there are two combinations involved, list box to select category and command button to sorted movies. Another combination is using combo box and text placed on in the frame control. Finally there is a user control named Custom tool tip, which show brief information about a particular movie when user moves mouse pointer over the movies.
5.1.4 Basic Outline of Server Program
Server program is needed in order to authenticate user using user login table stored in database and allow the legitimate users to access the movie form to watch movie. Though server programming contains less programming than the client, it plays major part in this project. Server program is linked with Microsoft IIS in order to make it as web server. Server program is programmed using ASP Classic. It is programmed in such a way that when the client enters username and password, he/she gets authenticated by the web server using Auth.asp which handles all the login credentials that the user needed for login which is stored in database table named user logins. This authentication program even take cares when the user enters incorrect login details and necessary steps as same as explained in the client program such as when the login details are empty, unknown and incorrect. Added to this, here it also logs the bad logins to bad logs table in database. Finally it also can restrict particular user for five minutes from accessing the movie form if he/she exceed the maximum number of tries. The maximum number the times the user can try to login is five. If the user tries the sixth time, the account is not accessible for five minutes. XTrac.asp is another program which retrieves list of movies when user login successfully. Final part of the server program is security as in the client program. Secure.inc is the program used for encryption, which encrypts and decrypts the data transferred from client to server and vice versa.
5.1.5 Detailed outline of Server Program

5.1.5.1 Auth.asp
In this, we retrieve the username and password from user login table and incorrect login details from bad logs table and authenticate or reject user Here it has different variables for different purposes. The variables used are:
1. Function IpConnection is used to create database object on server for the connection

2. Function IpRecordSet, IpRecordSet2 is used to create database object on server for the records.

3. Function StrDbPath is used to get the physical path of the file data.mdb which is a database table that contain different tables for user logins, bad logs and for list of movies.

4. Function TmpUserName is used in order to store the usernames in user login table.

5. Function TmpPassword is used in order to store the password in the user login table.

6. Function EnDeCrypt is used for encryption and decryption. Secure.inc ( RC4 algorithm) is called here in order to encrypt. [Note: It is mandatory that the password encrypted should match both server and client.]

7. Function AlreadyFailed is used to check the number of incorrect logins made by the user and limit the user when the maximum numbers of tries are over.
The basic functions that are performed by Auth.asp are:

Connection String: The below string used to open the connection with database. Here Microsoft.Jet.OLEDB.4.0 tells the database object to use MS Access.

lpConnection.Open provider=Microsoft.Jet.OLEDB.4.0;Data Source=" & StrDbPath & ";?

Path String: The below string tells the object?s physical location of the file data.mdb

Bad Log string: The below string tells the object to store the incorrect logins in to the bad logs table including client?s IP address using command Request.ServerVariables("remote_addr"), date using command #" & FormatDateTime(now,2) & "# and current time using command #" & FormatDateTime(now,vbshorttime) & "# and FormatDateTime(Now - 0.003,vbshorttime) & "#. (Appendix A)
5.1.5.2 XTrac.asp
This part of the program retrieves the list of movies after the successful login and data sent from client to server and vice versa in the encrypted form using EnDeCrypt function in Secure.inc.

Function IpConnection, IpRecordset, StrDbpath and TmpStr are used for the same purpose as in Auth.asp.

The string which open the record set of the movies tables is lpRecordSet.open "SELECT * FROM [Movies]".

The command which retrieved list of all the movies and movie information such as title, year,release date, language etc is

TmpStr = TmpStr & lpRecordSet("S/n").Value & "&|&" & lpRecordSet("lpTitle").Value & "&|&" & lpRecordSet("lpYear").Value & "&|&" & lpRecordSet("lpReleaseDate").Value & "&|&" & lpRecordSet("lpGenres").Value & "&|&" & lpRecordSet("lpPlot").Value & "&|&" & lpRecordSet("lpRuntime").Value & "&|&" & lpRecordSet("lpCountry").Value & "&|&" & lpRecordSet("lpLanguage").Value & "&|&" & lpRecordSet("lpCompany").Value & "&|&" & lpRecordSet("lpImageId").Value & vbcrlf . (Appendix B)
5.1.5.3 Secure.inc
As the file name indicates, it is an ASP program written in notepad, which is used to add more security to this work. In this program, RC4 algorithm is used for Encryption and Decryption purpose. This algorithm is already a defined one, which is the popular one for web security, it is just include in this work to provide security. Function EnDeCrypt is used to encrypt and decrypt data between client and server. Same algorithm is used on client side.
5.1.6 Database Tables

5.1.6.1 User Login
User logins table contain the number of legitimate usernames and passwords for different users. The following diagram is sample from the user logins table:

5.1.6.2 Bad Logs

This table is used to store all the incorrect login information including client IP address, current date when the user attempts to login and time when this event occurs and session ids are created and it is unique for client IP address. The sample output of this table is shown below:
5.1.6.3 Movie List
This table contains the list of movies that are stored in the web server and retrieves movie list and additional information such as title, year, release date, language etc when user login successfully. The sample output of this table is shown below:
5.4 Outputs
In this section, the sample outputs snapshots are taken during the runtime of this project. The outputs of this project are divided in to three. One, when the user login successfully, second one is for incorrect login which is further divided in to two: 1) Incorrect Login 1 2) Incorrect Login 2. The third output is when the movie starts playing.
5.4.1 Correct Login
Here user enters a valid username and password, so user login successfully. The below output snapshot shows that it is loading movies and there data, so in this user login successfully
5.4.2 Incorrect Logins
Here there are two different outputs, one for when the user does enter any value and second is when the user enters invalid account information.
5.4.2.1 Incorrect Login 1 Snapshot (Empty Values)

5.4.2.2 Incorrect Login 2 Snapshot (Invalid values)

5.2.3 Login Rejection Snapshot (Rejection after five incorrect logins)
The snapshot below appears when user enters the incorrect username or password for the sixth time.
5.2.4 Movie List Snapshot
The snapshot below appears when user login and when the movie data are loaded:
5.4.5 Playback Snapshot
This snapshot appears when the user clicks on a particular movie, movie playback starts in Windows Media Player:
5.3 Summary
In this phase, the programming concepts were reviewed in detail with respect to final platform design which is discussed later. The server and client side programming is discussed briefly. The basic ideas on the project with respect to programming concepts are discussed in details. The detailed study on design and coding phase for client program has been reviewed with the help of a diagram. Further the basic outline of server program and elaborated st