Local area network investigation

ABSTRACT
The evolution of Local area network has helped in the introduction of different technologies. Each technology differs from each other. In the present day where the usage of internet is very essential and with different types of applications, the network should be designed in an efficient way looking at the usage of the bandwidth and also the cost. Hence it is very essential to study the behaviour of different LAN technologies before designing an network.

The main aim of the project is to investigate the performance of different LAN technologies and to study their behaviour and to conclude upon seeing the results that which LAN technology performs well. The Network design is based on the Queen Mary's Lab of The University of Greenwich.
Chapter 1:- INTRODUCTION
Local Area Networks.
Local area networks are used everywhere these days. They are used in offices, campuses, homes etc. Local area networks are small networks which can cover up to a small geographical area. The geographical area covered may range in a building or in a campus or a few kilometres. The advantages of Local area networks are, they are less expensive and they provide high bandwidth. The devices that are used in LAN's are workstations, servers, printers, hubs, switches, bridges, firewalls, routers. The evolution of local area network has brought in introduction of different technologies. The different technologies are Ethernet, FDDI, Token ring, ATM. Different cables are used for different technologies and each technology has its own protocol. Each technology has its own advantage and disadvantage. Many factors are taken into consideration while designing an local area network. The factors may be cost, bandwidth utilisation, efficiency, delay. [tanunbaum][8]
Motivation
As i am an Networking student my interest lies in Networks. Designing, analysing, checking the performance and behaviour of networks. I wanted to do an project on LAN because, if in case i become an Network administrator or an Network designer i must be in a situation to tell which LAN technology will perform better and i always wanted to learn how the network behaves when different load variations are done.
Aim & Objectives

AIM
Investigation of the performance of a network looking at different LAN technologies by varying their traffic loads.
Objectives
· Designing a network using a network simulation tool called as Opnet. The design of the network is based on the Network design of Queen Mary's Labs of The University of Greenwich.

· The network is designed based on different LAN technologies i.e. Ethernet, FDDI, Token ring and ATM.

· The project is divided into three stages.

· In stage 1 the network is designed with different technologies and non real time traffic load is added on the network. The results are compared.

· In stage 2 the network is designed with different technologies and non real time traffic and voice traffic is added on the network. The results are compared.

· In stage 3 the network is designed with different technologies and non real time traffic, voice and video conference traffic is added on the network. The results are compared.

· Analyse and study the performance of network with different technologies when different loads are added. Suggest which LAN technology is more efficient by comparing all the factors.
Chapter 2 – Literature review
Computer Networks
Computer network plays a very important role in every industry. A network is a number of devices which are connected to each other. They are connected to communicate with each other. The communication may be to near or far off distances. Once they are connected they can exchange services or applications among themselves. There are many applications which are available. The most common applications are Email, FTP, web based applications etc. For the devices to communicate with each other a set of protocols have been made. Protocols are nothing but the language used by the devices to perform successful communication between the devices.
Types of computer networks
Networks are classified based on the following factors
· Type of communication

· Based on the Geographical area they cover
Type of communication
Networks can be classified by the type of communication between the devices. The types of network communication are point to point communication networks and broadcast communication networks.

Point to point communication networks- In this type of network a device can communicate or exchange data only with its adjacent device i.e communication between one to one devices. There may be many connections for a single device but the communication will take place only between two devices at a time.

Broadcast networks- in this type of network a device or a node can send information to many devices or many nodes i.e communication takes place between one device to many devices.
Geographical area networks cover
Networks can be classified based on the geographical area they cover. There are three types of networks based on the geographical area of coverage.
· Local area networks

· Metropolitan area networks

· Wide area networks
Local area networks
Local area network also known as LAN. It is a small network which covers a small geographical area. The distance may be within a building or a campus or it may range up to a few kilometres. These networks may be privately owned. The advantage of LAN networks is they are cheap. The disadvantage of Lan networks are they cover only a small geographical area.

Lan networks are connected on basis of topology- the different topologies are bus, star , mesh, hybrid topology.

LAN networks are also based on the different technologies. The different Lan technologies are Ethernet, FDDI, Token ring, ATM lan.
Metropolitan area networks
Metropolitan area networks also know as MAN is a network which covers an entire city or a town. The area of coverage may be upto 50 km. A MAN connects various local area networks. The data transfer rate is much faster than LAN as it uses high capacity links. MAN uses technologies like FDDI and ATM.
Wide area network
Wide area network is a network which covers a large geographical area, it may be a country or an continent. The WAN connects many LAN's .The end devices i.e the host is privately owned. The host is connected to an internet service provider. The work of the internet service provider is to take the data from one host and deliver it to another host in a far off distance. The data transfer rate is very fast as it uses high speed long distance links

The technologies used in WAN are circuit switched network services and packet switched network services.
Network Topologies
Network topologies how the devices are connected and how the data transfer takes place from one device to another. There are two types of network topologies, they are physical topology and logical topology
Physical topology
Physical topology shows how the devices are connected to each other. There are four types of physical topologies, they are bus, star, ring, mesh.

Bus topology – it consist of a single straight wire and devices are connected to this wire. The wire has two ends and terminators are placed at the ends of the wires so that the signal will stop and terminators will prevent the signal rebounding back. This type of topology is usually used in backbone. This topology is cheap and easy to implement. The major disadvantage with this topology is if any point on the link fails then the whole network will be down.

Star topology- A central device such as a switch or a hub is placed and all the pc's are connected to this central device. The pc's are not connected to each other. This topology is more efficient as compared to bus topology. This topology is expensive as compared to the bus topology as there are more number of wires. The main disadvantage of this topology is that if the central device fails then the whole network will be down and if the link connected to the workstation fails then the workstation cannot communicate with others.

Mesh topology- In this topology every device is connected to each other. Multiple wires go out from each device. All devices are connected. There are many advantages and disadvantages with this topology. The advantages are, there wont be traffic congestion and if a link fails then it won't affect the communication. The disadvantages of this topology are its is very expensive and requires lot of wiring.

Ring topology- The pc's or devices are connected in circular shape or in a form of a ring. Pc's are connected to each other. If a device transmits data then it should pass through other pc's to reach the destination. The major disadvantage of this topology is that if any part of the ring fails then the whole network will be down.
Logical topology
Logical topology shows how the data packets flow from one device to another in the network. There are two types of logical topology, they are logical bus topology and logical star topology

Logical Bus topology – The data frames from the sender device are sent to all the devices on the link. Only the destination device keeps the data frame and all the remaining devices which have received the frame will discard it.

Logical Star topology- The sender devices sends the data frame packet only to the destination device. No other device on the link will receive this frame packet. The device which supports this topology is a switch. A switch can recognize the source address and the destination address. Hence the switch will direct the frame packet to the specific destination device.
Network Reference Models & Network Applications

Network Reference Models
The network reference models are the architecture of the network. It has different layers and each layer will perform a specific task. The models follow protocols to communicate with each other. The reference models are the building blocks of the network. There are many reference models available, but among all models two models are dominantly used. The two network reference models are
· OSI Reference Model

· TCP/IP Reference Model
The OSI Reference Model
The OSI Model also know as Open systems interconnection was developed by International standard Organization (ISO). The ISO developed this model so that the devices could communicate with each other and shows how the data flow takes place between devices. It is an open system. This model is also called as ISO/OSI model. It is a seven layer model. Each layer performs a specific task.

[computer networks –Andrew s Tanenbaum], [CCNA- Richard Deal]
The seven layers
· Layer 1àphysical layer

· Layer 2àData link layer

· Layer 3àNetwork layer

· Layer 4àTransport layer

· Layer 5àSessions layer

· Layer 6àPresentation layer

· Layer 7àApplication layer
Physical Layer – this is the first and the lowest layer of the model. It involves in all the physical connections of the devices. The main function of this layer is transmission of data from one device to another. Firstly it converts the data given from the above layer to machine readable language i.e to binary format (0's and 1's). Then it transmits the binary data through the physical medium. The these small frames one by one. Another function of this layer is error free transmission. It detects and also corrects errors. If there is no error then it sends an positive acknowledgement. This layer is also caller as MAC layer or medium access layer. This layer provides the physical or MAC address of the device. The PDU of this layer is frame. The devices that work in this layer are switches, bridges[ Andrew s. tanenbaum][Richard deal]
Network Layer
The network layer plays a very important role. It performs many functions. It performs addressing function i.e it provides the address so that the data can reach the destination. Another important task that network layer performs is routing. It determines the best path that the data packet should travel to reach the destination. it also controls the flow of packets to avoid congestion and bottlenecks in the network. The PDU term used in this layer is packets and the device that works in this layer is a router. A router performs all these tasks. A router takes the packets from one network to another. Routers provide the data packets the direction and the path to reach the destination. [Richard deal] destination device will receive the binary data and pass it to the above layer. The PDU or protocol data unit format of the physical layer is Bits. Each layer will have a PDU. The devices that function in this layer are repeaters and hubs. [Andrew s.Tanenbaum]. This layer deals with issues with respect to the hardware. Issues like caballing, voltage, electrical signals [ http://cbdd.wsu.edu/kewlcontent/cdoutput/TR502/page82.htm]
Data link layer
The main function of the data link layer is it converts the binary bits into data and gives it to the above layer i.e network layer. It also takes the large data from the above layer and breaks the data into frames. These data frames are small in size and then it transmits
Transport layer
The main function of this layer is to provide end to end error free delivery of data packets. It also provides services to the above and below layers. it accepts the data from the above layers and breaks it into smaller parts and then send it. This layer also checks that the data has been sent properly to the destination. The destination will send an positive acknowledgement if the packet is received properly, if not it sends an negative acknowledgement. So now the source will have to resend that particular lost packet. The protocol data unit (PDU) used in this layer is called as segments. [CCNA-Richard deal]
Sessions Layer
The sessions layer allows the users to create a connection, maintain an connection and tear down an connection. It basically maintains connection between two devices. Session layers provide a number of services such as synchronization which allows to pair and maintain connection between two devices. It also services such as token management and dialogue control. The PDU format of this layer is data [Andrew s.Tanenbaum]
Presentation Layer
This layer is responsible for presenting the data to the end user. This layer performs many functions. It deals with how the data should be transmitted with proper syntax and semantics. This is done because the other device can recognize the data easily if the syntax and semantics is proper. This layer also deals with compression and decompression of data. It also deals with security issues like encryption and decryption of data. The PDU format of this layer is data.[CCNA- Richard Deal]
Application Layer
It is the top layer of the OSI model. This layer contains many applications and protocols for these applications. The user uses these applications. Some common applications are hyper text transfer protocol or Http, FTP , Email or simple mail transfer protocol, telnet, SNMP (simple network management protocol) etc. the PDU format in this layer is data. [Andrew s. Tanenbaum]
The TCP/IP Reference Model
The TCP/IP model is also known as the internet model. It was developed by the American defense. The main purpose of this model is to connect to multiple and wide area networks in an easy way. The protocols of this model are widely used. This model also has layers. Each layer performs a specific task. The TCP/IP model is a four layered model. All the protocols lie in the top three layers. The top three layers are called as protocol suite. Although both models are almost similar, the only difference is the way they communicate [12]. The layers of TCP/IP model are
· Network interface layer

· Internet layer or Network layer

· Transport layer

· Application layer
Network interface layer- This is the bottommost layer of the model. It deals with the connection between devices. The main function of this layer is sending for bits i.e binary data through the medium. The medium may be Ethernet, token ring, FDDI etc. The network interface layer performs the function of two layers of the OSI model i.e physical layer and data link layer.

Internet layer- The function of this layer is to send the data packet to the correct destination. So the data is collected from the above layer and an IP packet is created. The header of the IP packet will have the destination IP address. The packet will also have an source address. This is the layer is which addressing scheme comes into play. There are different addressing schemes based on classes.. There are different addressing formats IP v4 and IP v6. There are a few protocols to identify the MAC address of the destination devices i.e ARP (Address resolution protocol) and RARP (Reverse address resolution protocol). These protocols help in conversion of an ip address into MAC address or vice versa. Another important function of this layer is Routing. There are different routing protocols which indicates the path for the data packet to travel to reach its destination. The different routing protocols are RIP, OSPF, IGRP, EIGRP, BGP.[ sati notes]

Transport Layer – The transport layer plays a very important role. It tells how the connection is established between two devices and how the data is sent between two devices. The two major protocols used in this layer are TCP (transmission control protocol) and UDP (user datagram protocol). In TCP and three way handshake connection is established between the source device and the destination device. After the three way handshake the source device starts sending packets to the destination device. After receiving the packet the destination device sends an acknowledgement to the source device. If the destination device has not received the packet then it sends an negative acknowledgement to the source. Now the source will retransmit the lost packet. In UDP there is no connection established between the source and the destination devices. The source device keeps on sending packets continuously. Lost packets are lost. Hence TCP is referred are reliable service protocol and UDP is referred as unreliable service protocol. Usually many applications are sent with TCP, large data like video etc are sent with UDP. Some other important functions of the transport layer are, tracking the conversations, segmentation or breaking of data packets before transmission at the source, reassembling of the data packets. Port addressing i.e each application will have to be sent to a particular port on the destination system, so the transport layer sends the packet to the appropriate port. Transport layer also provides a reliable connection.[Marayam notes]

Application layer- It is the topmost layer. It provides various applications. Each application has its own protocol. The protocols associated with this layer are TELNET, SMNP, SMTP, HTTP, DNS, and FTP. This is the layer where the users use the application. It is an interface between an user and the device. There are no presentation and session layers in this model [marayam notes]
Network Applications
The internet provides a wide range of applications. As time has passes a wide range of real time and non real time applications have been introduced, which has helped the users to perform various tasks sitting anywhere in the world.. Some common applications are http, email, telnet, DNS, VOIP, Video conference etc. all these applications sit on the top layer of the network reference models. Each application is recognized by its own port and protocol.
Email
Email or also know as Electronic mail is a widely used communication application, which are used to exchange messages to any part of the world within seconds. Text data, pictures, video, data files can be sent through email. The protocol used here is SMTP (Simple mail transfer protocol) and the port number is 25. The components of email systems are User agent, mail transfer agent, mail delivery agent and SMTP protocol. The working of email is as described below.

The above fig shows the working of Email system. The user agent is the system, from which the user writes, reads, sends and receive emails. When the mail is sent from the user agent it goes to the local mail server called as mail transfer agent. The function of mail transfer agent is to forward the email to the destination mail server. It uses SMTP protocol to forward the mail to the destination mail server or mail delivery agent. The mails are stored here. It is stored in the inbox of the users. Now the users can access the mail from this server. The protocols used for accessing the mails from mail delivery agent are POP3 (Post office protocol) or IMAP4 (internet mail access protocol).[Maryam notes]
FTP
FTP also known as File transfer protocol is a protocol used to exchange files between a client and a server. The ports used here is 20 and 21. An tcp/ip connection is established between the two devices. The connection is made by a three way handshake process. The data is now transferred.
WWW
The World Wide Web or WWW are web pages that can be accessed through the internet. These pages can be accessed by an web browser. These pages are designed and created by an software language know as HTML (Hyper text markup language). These pages are also called as websites. Each website has been given a specific web address. The protocol used for this purpose is HTTP (Hyper text transfer protocol). And the port number is 80. This protocol is used to communicate between an user and a web server or vice versa.
DNS
Domain name service is an application which map's or translates IP addresses to the Domain names or vice versa. As it is difficult for the users to remember IP addresses, DNS helps in converting the IP address into names ex – www.gre.ac.uk. The domain names are created based on many factors i.e country, educational intuitions, organisation , networks etc. the port number used here is 53.
TELNET
Telnet is an application which is used to connect devices remotely. The port number used here is 23. The connection is through TCP. This is also used in configuring devices such as routers, switches etc remotely.
Peer to Peer application
Peer to Peer also known as P2P is an file sharing application over the internet. An software is to be installed on the client system which will connect all the P2P systems. All the clients are connected to the internet, the other clients can get the files from any system which have the P2P software. Files, data, audio, video can be exchanged. There is no server to store the files. The communication takes place only between users.
VOIP
Voice over internet protocol has been developed recently and it transfers voice data over the internet. Long distance calls can be made through internet. The reason for introducing voip was, cheaper call rates, reliable service. The protocol used here is RTP (real time protocol). Voip provides many services such as calls from phone to phone, pc to phone or vice versa, call centre applications, VPN, Messaging services, etc[14 website]
Video conferencing
It is a communication between many users through video and voice. The users may be in any part of the world. The conference is made through the internet. This is the next technology developed after VOIP. The conference can be point to point or multipoint communication. A dedicated system and components are required for this application. The protocol used here is SIP ( session initiation protocol).[15 website]
Video on Demand or Video Streaming
Cable TV has now been replaced with the new technology video on demand. It is a device called as a set top box. The user is given the set top box. The connection is made from the video and voice server to the set top box by an fibre optic or ATM sonnet cable. The users will get HI definition videos and they can play any video anytime. Video streaming is a process of broadcasting videos through the internet. The protocols used here are RTSP (real time streaming protocol),
LAN Technologies
The abundant and reliable use of LAN networks has introduced different technologies. The different LAN technologies are Ethernet, FDDI, Token ring, ATM, WLANS etc. Each technology differs from each other by cost, performance, bandwidth, and utilisation.
LAN Standards
As we know that there are lot of companies producing different devices with different technologies. Each network may have different technology, so if these different technology devices are connected they must communicate without producing any sort of problems, hence standards were introduced. These standards are internationally recognised and followed by all companies. Standards are of two types, De factor and De jure.[tanunbaum]. De factor standards are the standards that have been made without any formal or legal procedures. These standards are given to its successors. De jure are the standards that have been made formally, legally and recognised by international bodies[tanenbaum]

There are many international standards organisation. One major organisation is IEEE also called as Institute of Electrical and Electronics Engineers. IEEE have developed standards in the field of electronics and computers. The IEEE 802 members have developed many standards for LAN's[tanunbaum]. The standards were developed by looking into some factors like topologies, access medium, speeds, transmission media. A group of standards were created looking at the above factors, these different standards were created to the bottom layers i.e MAC and physical layers. All these standards had a common layer at the top called as LLC (logical link layer).

The different standards are
· IEEE 802.3 CSMA/CD

· IEEE 802.4 Token BUS

· IEEE 802.5 Token ring

· IEEE 802.11 Wireless Lan

· IEEE 802.2 LLC –logical link control
IEEE 802.2 LLC –Logical link control
The Logical link layer is a common layer above the MAC layer. The function of the LLC is to find out and recognise the different type of MAC layers. Other functions of this layer is framing the data before sending it to the lower layers[arnemikasen]
LAN devices
There are various devices for LAN network which performs a specific function and also communicates with other devices. Some of the devices are switches, hubs, routers, bridge, servers, clients or workstations, NIC cards, cables, repeaters

Repeaters – repeater is a device that works on layer one i.e physical layer. The function of this device is to increase the strength of the signal and forward the signal to its destination. An repeater has only two ports. It works with bits.

HUB- A HUB is also a type of repeater, but it has multiple ports i.e more than two ports. It is normally used to connect devices in star topology. It also works only on layer one i.e physical layer. It uses broadcast type of communication i.e if it receives a signal, it sends the signal to all the connecting devices.

Bridge- A bridge operates in both layer one and layer two i.e physical layer and data link layer. As a physical layer device it can receive an signal, increase its strength and forward it. As a data link layer device it can recognise the specific source address and the destination address and it can forward the packet to the destination. A bridge is a next level device after an hub. It is also used to divide an LAN.[16 website]

Switch- A switch is a device working on layer two and layer three device. It has memory and it maintains the addressing table in its memory. The main functions of a switch are it learns MAC address of devices under it, it forwards the data packets. Switches have more ports than bridges. There are different types of switches available, manageable switches and unmanageable switches. Manageable switches can be configured where as unmanageable switches cannot be configured.[16]

Router- a router is an device which works on layer three. The main function of an router is to find the best and the shortest path to the destination device. There are different types of routers available. They are hardware routers and software routers. It is an intelligent device which has a memory and an operating system. It can be configured. It can be termed as an LAN device as well as WAN device. It is used to connect multiple LAN's or WAN's. A router has an address.[maryam notes]

Servers – these are the devices which provides various services to the users. There are different servers which provides different applications such as email, database, file transfer, http etc.

Workstations - These are the end devices from which the users operate. They request services to the servers, and the server provides services to the workstations.
Ethernet
Ethernet is one of the widely used LAN technologies and is a fast growing technology. Ethernet was initially designed for small data sharing in small LAN's, now it has evolved and has the capacity of high data transfers. The major factors for the development of Ethernet is the bandwidth and low cost.[9 paper]. The IEEE standard for Ethernet is IEEE 802.3. Ethernet works on the principle of CSMA/CD (Carrier sense multiple access/ collision detection).
Evolution of Ethernet
Ethernet has evolved drastically to meet the requirements of new and high data rate applications. Ethernet was first introduced in the 1972 on an experimental basis. The data rate of transmission was 2.94 Mbps. it was introduced by Metcalfe and his partners.[1 website]. Ethernet has evolved from 10Mbps links to 10Gbps links. In 2006 the development of IEEE 802.3ba 40Gbps and 100Gbps started. This would be the next generation high speed wthernet links.[10 paper]. The evolution and different physical implementations of Ethernet is shown in the fig below.

The above fig shows how Ethernet has evolved based on the requirements from the users . there are four categories i.e standard Ethernet which has a data rate of 10Mbps, fast Ethernet which has a data rate of 100Mbps, gigabit Ethernet which has a data rate of 1Gbps and ten gaga bit Ethernet which has a data rate of 10Gbps.
Standard Ethernet
Standard Ethernet is a cabling which has a data rate of 10Mbps. standard Ethernet has four types of cabling. The types of standard Ethernet is as shown below.

10Base5 - It is also called as thick Ethernet. It is a physical bus topology. The wire used is a thick coaxial cable. There are markings placed on the cable to connect the devices. The marking is done to connect the taps. Taps are connected to the devices. The data rate is 10Mbps. the maximum length of a single cable is 500m and it can support up to a 100 devices. Terminators are placed at the end of the cables so that the signals wont rebound.[james]

10base 2- it also called thin Ethernet. The cable used here is a thin coaxial cable. It is an alternative to 10Base5 cable. It is a bus topology. The connection to the cable is a BNC T- junction connector which is connected to the cable and the device is connected this T connector. The maximum length of the cable is 185m. And a it can handle only 30 devices. The advantages of 10Base2 are lower cost and it is easy to install. The disadvantages are shorter range and it can handle less devices.

10BaseT- It is a star topology standard. The cable used here is unshielded twisted pair of category 3,4 or 5. The one end of the cable is connected to the workstations or pc the other end is connected to HUB or switch. It is a point to point connection. The max length of the wire (i.e connection between an switch to pc ) is 100 meters. There are two wires in the cable, one is for receiving data and other is for sending data. No device can be connected in the middle of the cable.[micheal]

10baseF - It is a fibre optic link. It uses star topology to connect to devices. It is a point to point connection. One end of wire is connected to a pc and other to a switch or hub. It is more expensive because of fiber optic technology. The advantages are, the length can run upto a kilometre and the interference of signals are less.
Fast Ethernet
Fast Ethernet works ten times faster than standard Ethernet. It operates at 100Mbps speed. It was introduced to carry more load and length and also to run high capacity applications. IEEE gave the fast Ethernet standard as IEEE 802.3u. the design is more complicated the standard Ethernet.

100 Base TX- It has two pairs of unshielded twisted pair cables, category 5. The devices are connected in a star topology. The max length of the cable is 100m. It uses full duplex communication system. The data transfer rate is 100Mbps. the connecter used here are RJ 45.

100Base T4- It has four pair of unshielded twisted pair cable of category 3,4,5. It is an extension of 100base TX. The data transfer rate is 100Mbps. the max length of wire is 100m. As compare to the 100 Base TX, the extra two pairs of cables in this is for voice communication or for future network up gradation.[maryam]

100Base FX – it has two pairs of fibre optic cables. The devices are connected in star topology and the data flow may be a star or bus topology. The max length of the cable may be up to 2000m.
Gigabit Ethernet
The data rate is 1Gbps. IEEE gave the standard as IEEE 802.3z. it supports full duplex , half duplex and switched communication. All the connections are point to point. Two devices are directly connected to each other without any other intermediate device. It also supports CSMA/CD. The designs are much complex
· 1000BaseSX- it uses short wave fibre optic cable.. The max length of the cable is 550m.

· 1000BaseLX- it uses long wave fibre optic cables. The max distance of the cable is 5000m.

· 1000BaseCX- it uses two pairs of shielded twisted pair cables. The max length of the cable is 25m.

· 1000Base-T- it uses four pairs of unshielded twisted pair cables. The max length of the cable is 100m.
Ten Gigabit Ethernet
It operates at a data rate of 10Gbps. IEEE gave the standard as IEEE 802.3ae. It supports full duplex system. CSMA/CD is not supported by 10 Gigabit Ethernet. There are three types of cables 10Gbase S, 10GbaseL and 10GbaseE.
CSMA/CD
Ethernet works on the principal of CSMA/CD. CSMA/CD is an IEEE protocol. It stands for Carrier Sense Multiple access/ Collision Detection. It is an IEEE 802.3 and ISO 8802.3 standard.[17 website]. When a device wants to transmit data, firstly it checks the medium if any other device is transmitting, this is known as carrier sense. If no other device is transmitting any packets then it starts transmitting. If any other device is transmitting then it has to wait for a random amount of time. The random amount of time is 9.6 microseconds. There are chances of collision occurring when two devices are at far of distance on a single cable. The devices cannot hear, so they transmit packets simultaneously hence resulting in collision. When collision occurs there is a method to avoid more damage. When any device on the cable senses collision they will stop sending data and cease themselves. To ensure that all stations know that collision has occurred and to stop other stations from sending or receiving messages the sensing device will send a jamming burst signal which is 128 bits. This will tell all the devices that collision has occurred and other devices should wait for some time before transmitting.[james]
ETHERNET Frame Format
Ethernet uses a frame format which helps in transferring the data to the destination device. There are many fields in the frame format. The frame format of Ethernet is as given below.

The above fig shows the Ethernet frame format. It has 8 fields. Ethernet uses Manchester coding scheme. The preamble bit is a 7 byte. Each byte consists of bits pattern 10101010. It uses Manchester coding. This helps the receiver to synchronise until the whole frame has arrived. The next field is called as the start of the frame, it is a 1 byte having the format 10101011. It indicates the starting of the frame. The next field is the destination address. The address may be a 2 bytes or 6 bytes. Many destination addresses can be given, this is called broadcasting. If broadcasting must be done then all bits should be 1. Next field is the source address, it may be 2 or 6 bytes, it consist of the source address. The next field is the Length, it indicates the number of bytes present in the data frame, so that the receiver can know the exact number of data bytes. Next field is the data frame where the data is present. It consist of 0-1500 bytes of data.[Tanenbaum] If the data field is less than 46 bytes then the pad field is used. If the data filed is less than 46 bytes then the frame is considered as useless, hence to avoid this PAD field is used to generate some data. The checksum field is 4 bytes long it is used to detect any errors received. The checksum can only detect errors but it can't correct it. It uses cyclic redundancy check algorithm.[18 website]
FDDI
FDDI is a type of LAN technology, it stands for Fiber distributed data interface. FDDI follows a ring topology with fibre optic cabling. The links are usually 100Mbps links. It is usually used in the backbone area of the network where high bandwidth is needed and it can travel longer distances. The links can be directly connected to the workstations and the servers. FDDI can be connected to mediator devices like routers, switched, hubs and then connected to servers or workstations. FDDI cannot be used in WAN as it cannot be implemented for long distances. The fast Ethernet which has 100Mbps is equivalent of FDDI. The architecture if FDDI is it uses dual rings, the rings are in opposite direction, the two rings are called primary ring and secondary ring. The inner ring is called as primary ring and the outer ring is called as secondary ring. Usually the primary ring will be used for data transfer and the secondary ring will provide redundancy[micheal]. FDDI can accommodate up to 500 workstations. It is mainly used in large campuses.[11paper]
Features of FDDI
FDDI can be configured as two different ring network called as CLASS A configuration. This type of configuration increases the reliability of the network i.e if a link breaks down, then the other link can operate. FDDI is designed in such a way that there are less chances of network disruption. As it is a ring structure if there is a cut in the ring then the whole ring may break, but in case of FDDI, it can heal itself from cuts, this is called as auto wrapping [micheal]. In case of a cut in the link then the hardware will detect the cut point, a loopback connection is established and healing is done. The wrapping is done by interconnecting the primary and the secondary ring., this is a virtual ring and the network can operate at high speed. Another important feature of FDDI can transmit data in frame up to 4500 bytes[12 paper]. The networking scheme of FDDI is different as compared to other technologies, this is to increase the efficiency.[website 3]
FDDI Frame Format
There are two types of frames used in FDDI, they are called as token and frame. The token is used to tell the nodes to access the ring. The frame is used to send data to other destination with addresses, header etc. FDDI uses NRZ encoding scheme.

The above fig shows FDDI token. The preamble consist of 16 or more I symbols indicating idle. The starting delimiter consists of JK symbols, j indicating start 1 with 11000 bits and k indicating as start 2 with 10001 bits. the frame control has bits of F and C, F with 11101 and C with 11010 bits. The end delimiter consist of two T symbols indicating terminate. The T bits are 01101. [micheal]

The above fig shows FDDI frame, some bits are similar to FDDI token frame. The preamble gives the information of the next coming frames. The preamble consist of I symbols. The start delimiter indicates the start of the frame. The frame control indicates the size of the frame and also tells weather the frame contains synchronised or asynchronous data. The destination address is 6 bytes long. The address may be unicast, multicast or broadcast. The source address is 6 bytes long and it tells the destination from which source the packet is sent. The data bit consist information and can carry 4500 bytes of data. The FCS is like the cyclic redundancy check bit. It detects the error. The end delimiter indicates the end of the frame. The frame status bit allows the source to indicate if any error has occurred.[ website 3]
Token Ring
Token ring is another type of LAN technology. It uses token passing scheme. It is defined as IEEE 802.5 standard and it was developed by IBM. The devices are connected in form a ring. The devices can hear only the transmission from its neighbouring device. The token keeps on circulating in the ring. When a device receives a token, it can start transmitting, this procedure is developed to avoid collision. A token is a small frame. If a station receives a token and if it has no data to send then that device can pass the token to its neighbouring device[4 website]. The advantage of token ring is that there will be no collision, the disadvantage of token ring is as it is a token passing scheme, it is slow and as it is connect in ring shape, if a links breaks, then the network will be isolated.
Physical Layer
At the physical later token ring supports shielded twisted pair cables, UTP, co-axil cables and fiber optic cables. The topology uses is generally a star topology with connecting devices as token ring hubs, token ring switches. The data transmission rates are 4Mbps and 16Mbps. in 4 Mbps, devices can send only one frame at a time where as in 16 Mbps devices can send multiple frames. The maximum cable length is 100m. Token ring uses Manchester encoding scheme for transmission of bits of data.[micheal]
Frame Structure
Token ring uses two types of frame, one is called as token frame and other is called as data frame. The token frame is sent around the ring to seek permission to send data frames. The data frame is used to send the data information.
Token frame
The starting delimiter indicated each device that an token is arriving. It is of 1 byte. The access control consists of a token bit. It is used to differentiate between a token frame and a data frame. Access control also consists of a monitor bit to check whether the token is moving around the ring continuously. The end delimiter indicates the end of the token frame, it also tells if the frame is damaged.
Data frame
The above fig shows token ring data frame. The start delimiter field is 1byte long and it indicated the start and arrival of a data frame. The access control field contains the priority bit, the reservation bit, the token bit to indicate token or data frame and the monitor bit. The access control is 1 byte long. The frame control is 1 byte long and it contains the information that the frame consists of data or control information. The source and the destination address are six bytes long and the field indicates its respective source and destination addresses. The FCS will be set by the source device and when it reaches the destination device, it calculates the distance and then indicates whether the frame was damaged during transit. The end delimiter indicates the end of the data frame. The frame status is 1 byte long and it shows the data frame termination information.[4]
Token Ring Second Generation
Although token ring was not much used because of its disadvantages, it was compared with Ethernet technology and a similar technology was introduced. These included full duplex token ring, dedicated token ring, token bus, switched token ring.

Switched token ring- the switched token ring device was installed in the backbone connecting the router, servers and the workstations. There was no collision of data, but the data transfer was slow. The links were of 16Mbps.

Dedicated token rings had direct dedicated lines to the end devices. The dedicated lines were 32Mbps. These were full duplex supported.

A token bus indicates a physical bus topology but the logical topology was a ring. It was a broadcast transmission system. The links used were 5, 10 20 Mbps links.
ATM- Asynchronous Transfer Mode
ATM technology falls under both LAN and WAN Networks. It is a high speed technology providing a variety of high speed and quality services. It can carry data, video and voice together. It can be used in LAN, WAN, MAN networks. ATM is designed with a protocol which will carry a fixed 53 byte of data at once. This data byte is called as a cell. The reason of sending fixed and constant byte of data is multiplexing, switching functions can be done fast as compared to variable data sizes.[7]. For LAN ATM supports with 155Mbps links. An ATM network consists of ATM devices such as ATM switch, ATM endpoints, routers, etc.[9 website].

There are lot of advantages in ATM.
· It supports a wide range of applications.

· Lower loss and less delay.

· Provides quality of service.

· Efficient use of bandwidth.

· It is compactable and can connect LAN to WAN easily.

· High data rate can be achieved.
Some of the disadvantages are the cost of the technology and the devices are high., there are competitions from other LAN technology such as gigabit Ethernet which is at a lower cost.
ATM Reference Model
The above fig shows ATM reference model. It is different from the other reference models. The physical layer is the layer where the devices are connected and physical transmission takes place. The ATM cells are sent through the wires or the optic fiber cables. The physical cables may be unshielded twisted pair, coaxial cable or fiber optic. Speed ranging from 1.544Mbps for T l links to high speed 622 Mbps sonnet links.

The ATM layer deals with the construction of cells and the transportation of cells. It also deals with establishing connections and releasing of connections of virtual circuits. It also deals with congestion control. If users do not want to send frames as cells, if the send packets larger than cells then the ATM adaption layer acts as an interface between the above layers. The main function of AAL layer is packet format conversion. Based on different application AAL is classified as AAL1, AAL2, AAL3, AAL4 and AAL5. The user plane deals with flow of data and error correction. The control plane deals with connection functions. [10]website. The layer management looks after layer problems such as protocol failure. The plane management looks after the coordination of the entire system[9]
ATM Cell Frame Format
The ATM frame is a fixed frame called as cell. Each cell consists of 53 bytes of information. The first 5 bytes is called as the cell header and the reaming 48 bytes is called as payload which consists of user information.

The above fig shows ATM header. The generic flow identifier is used to control the traffic flow. The virtual path identifier is 8 bit long and used to identify the virtual paths. The virtual channel identifier is 16 bit and used to identify virtual channel. For ideal condition VCL is 0. The payload type is used for different functions. It is 3 bits. it is used for operation , maintenance and administration of cells. The CLP is 1 bit. It is used to indicate the AAL layer if the cells are lost due to congestion. Header error control is 8 bit. It is used to detect error in cells and it uses CRC algorithm.
ATM Working Environment and Devices
ATM is a multiplexing technology which combines circuit switching and packet switching. It provides a small data rate from few Mbps to large data rate up to Gbps. ATM mainly uses Time division Multiplexing.(TDM). In TDM each user is given a particular time slot. The user can transmit the data in that particular time slot. If there is nothing to transfer, then the time slot is given to the next user.[9]

The devices used in ATM networks are ATM switches, links, ATM work stations, routers etc. The ATM switches can support different interfaces. The interface types are NNI and UNI. The NNI supports the connection of two ATM switches and the UNI supports the connection of ATM switch to an work station or an end device or an router.[9]
Opnet

Network Modelling & Simulations
It is always best to model and simulate a network before implementing in the real world. The main reasons why simulations and modelling are required are
· Networks can be designed as required by the user, and they can be checked weather it will work or not. Bottle necks can be found out and the network can be redesigned.

· Different devices can be added on and the performance can be checked.

· The performance of the network can be measured such as network delay, bandwidth, links utilisation, jitter.

· Different applications can be added and the behaviour of the network can be analysed.
By considering the above reason, it is always good to model a network and simulate it, check the results and then implement the network in the real world.[sati notes]

Simulation is a experimental process of verifying the performance of a network . firstly the network should be designed with all the devices, links etc. Then the applications that are required to run on the network should added. Profiles should be created. Devices should be assigned to the profiles. The results that are required should be selected. The simulation duration should be set. The simulation should be run. The results and graphs should be collected and analysed.[sati]
Opnet Modeller
Opnet modeller is a network tool which is used for designing and simulating networks. Opnet can simulate different and wide variety of networks [paper 6]. It is a user friendly tool. The simulation process followed by opnet is firstly creating a network design, then choosing the required parameters and statistics, running the simulation and lastly collecting and analysing the results.[19] website.
Features of Opnet
· It is a user friendly network simulation tool.

· Different Industry standard devices and components are available.

· It has a C++ programming interface. If required the user can reprogram the devices, functions, protocols.

· A wide range of applications, statistics, graphs are available.

· The network can be designed by dragging and dropping of the components.

· It can simulate big and complex networks.

· Tutorials are available in case of references.
The main components that are installed in Opnet for the successful running of the simulations are
· Project editor- it is used for designing and building a network with the required components. Assigning profiles and applications, selecting the required results. Then running the simulations and finally collecting and analysing the results.

· Node editor- it shows how the inner part or modules work. How the data flow and transition of the states takes places.

· Process editor- it indicated how the data flow takes places. It also deals with the progress and the process during the course of the simulations.[19 website]
Network Design, Simulations, Results and Analysis.

Introduction
The main aim of my project is to investigate the performance of an network, with different LAN technologies and by adding different types of traffic loads. I have divided my project into three stages. Stage 1 and stage 2 has four scenarios each and stage 3 has three scenarios. In stage one i will be investigating the performance of different LAN technologies i.e Ethernet, Token Ring, FDDI, ATM with non real time traffic. i.e email, FTP, database, Print, Telnet, http. In stage 2, i will be investigating the performance of different LAN technology with non real time traffic and VOICE traffic will be deployed. In stage three the performance of three LAN technology will be investigated i.e Ethernet, ATM, FDDI with non real time traffic and real time traffic like Video conference and Voice. The reason for avoiding the simulation of Token Ring technology in this stage will be explained later..

The network has been designed based on the Queen Mary's Labs of The University of Greenwich. The basic network diagram has been taken from http://labs.cms.gre.ac.uk/comms/hardware_comms_lab_updated.pdf . Looking at the above referenced network diagram, i have redesigned the network based on the number of devices present in the Labs. I have chosen this network for my project as it is a Real world network.
Application Configuration & profiles Configurations
Applications are configured so that the workstations can request the application services. The servers will provide the application services that are requested by the workstations. Different profiles are created, profiles indicated the use of applications be a particular device or a workstation with the time period.
Application configuration
Eight different types of applications are used.
· In Stage 1- Email, FTP, Database, telnet, http and print.

· In Stage 2- Email, FTP, Database, telnet, http, print and voice.

· In Stage 3- Email, FTP, Database, telnet, http, print, voice and video conference.
Profile configuration
Profiles are created to assign device for the use of different application. The duration of the application, start time , total duration are mentioned. Devices are assigned particular profiles. Different profiles are created for different stages.
· Stage 1- General profile, CMS profile.

· Stage 2- General profile, CMS profile, Voice profile

· Stage 3- General profile, CMS profile, Voice profile, Video profile.
The assignments of profiles for the devices are explained in the particular stages. The detail configuration of each profile is shown and explained in Appendix 2. Please refer Appendix 2.

The total simulation duration is 4200 sec. The first 600 sec is considered as the start time. This is for the network and applications to start up. The actual simulation duration is 3600 sec.

The devices may be configured with one or more profiles. The General profile is configured for the devices in General lab QM 446. The CMS profile is configured for the devices in the CMS lab QM 440. The video and voice profiles come into play in stage two and three.
Selection of results that should be collected
Before running the simulations the results that are required should be selected. Results such as network delay, response time, packet end to end delay, packet delay variation, traffic received, traffic sent are selected.
Simulation Procedure
· Open Opnet modeller, create a new project. Type in the project name and scenario name.

· Select an empty scenario. Select the scale range of the project, as this is an LAN network select as a office network. Give the dimensions of the area. Click next

· Select the technologies from the technology menu. This is a menu which shows the list of devices by different vendors. Select internet toolbox, LAN's, Ethernet, Token Ring, FDDI, ATM, and Links. Now click on finish.

· Click on object pallet and select the application configuration profile configuration modules.

· From the object palette select the particular technology device i.e in case of Ethernet scenario, click on Ethernet. This will show the Ethernet devices. Just drag the required devices and place it on the workspace. Connect the devices according to the network design.

· Now configure the application profile by selecting the required number of applications and different application types. The applications can be configured as low load, medium load or high load or it can be configured as per the user requirements.

· Now configure the profile configuration module by creating the required number of profiles. After creating profile, assign the number of application and the application type for each profile. Assign the start type and duration of the profile.

· Now go to the workstations, click on edit attributes, applications, supported profiles and select the particular profiles.

· Now go to the servers, click on edit attributes, applications, supported services and add the services that that server can provide.

· On the workspace right click and select choose individual statistics. Select the required statistics.

· Click on run simulation, type in the duration and seed value.

· After the simulation is complete collect the graph and average the results by exporting the results into excel spread sheet.

· After the results are collected, duplicate the scenario and follow the same procedure.
Network Design & Simulation results

Stage 1
The simulations of LAN networks Ethernet, FDDI, Token Ring, ATM with non real-time traffic such as email, database, FTP, print, telnet, http. This stage consists of four scenarios. All scenarios have same configurations except the devices are different for each technology. The scenarios are configured with two profiles. CMS and General Profiles. The General profile is configured for the devices in General lab QM 446. The CMS profile is configured for the devices in the CMS lab QM 440. The total simulation duration is 1 hr 10 min.
Scenario 1 – Ethernet
Network Design and configuration

Switches - Ethernet_8 port switch, 2* Ethernet_16 port switches.

Workstations – Ethernet workstations in CMS lab QM 440- 21 workstations, 3 LAN's with 2 LAN's consisting of 10 workstations and 1 LAN consisting of 25 workstations. Total number of workstations is 66.

Workstations in General lab QM 446- 26 workstation