Internet and web programming

Q1. What are the various ways of internet connectivity? Write steps of each way.

What is the Internet?
Internet is network of netwprks, it have unknow nuber of Lan, Wan, Man etc., or in simple words we can say that internet is an interstate, an international network of computers. It was statred by the Department of Defense in America for the use of military and slowly it was used by National Science Foundation for researcher purpose. And by 1990's, it was used for commercial purposes and slowly it started growing very fast. Now every one is using it one or other way.
The Internet connection can be divided into two parts namely -->
1-- Wired Broadband

2-- Wireless Broadband

Wired Broadband:

Dial-Up

DSL (Digital Subscriber Line)

Cable

T1 Line

BPL (Broadband over Power Lines)

Fiber Optic Cables

Wireless Broadband:

Fixed Wireless

Wi-Fi

Satellite

Wi-Max
Dial-up-->
It is also called Analog (up tp 56k), this connection is slow as well as ecnomic. For it we need a modem, Telephone connection which is attached to our system. This dial-up connection is an analog connectio and data is sent over anogaly and modem converts this analog connection into a digital signal. In this connection the quality is not so good and rate of data is also less.

Speed-->From 2400bps to 56 Kbps.
DSL-->
DSL stands for Digital Subscriber Line, this connection is always on because it use telophone line which has two existing copper wire which is further connected to a premise and it will not tied up with phone as a dial-up connection and in it we need not to dial to ISP because DSL is on for always. This connection is mainly divided into two types ADSL(Asymmetric Digital Subscribers Line) and SDSL(symmetric digital subscriber line).
Cable-->
With the help of cable modem we are abled to use broadband Internet connection, this cable is coaxial and gives very biger. This connection is also always on like DSL. It uses the space of TV channel to send data, in it some channels are used for upstream transmission, and some are used for downtream transmission. Its speed is very fast as compared to other connections.

Speed--> From 512 Kbps to 20 Mbps.
T-1 Lines-->
It is very famous leased line and is mainly used for businesses on Internet and also for ISPs (Internet Service Providers). It has dedicated connection and it gives the range of 1.544Mbps.

Speed--> 1.544 Mbps
Wireless Broadband
This is new ype of Internet connection and in it we do not use cable connection or telephone connection. Insted in it we use radio frequency bands. This connection is always on and it can be accessed by any user from ant where.This ia an expensive connection

OC3-->

OC3 stands for Optical Carrier, and this level 3 tells the speed of optic networks. It is used as optic backbone for big networks and have video, voice, data, and traffic needs.

Speeds--> 155.52 Mbps
Satellite-->
It let us to use Internet with a satellite which is in the orbits the earth. It is placed at the outer surface of the earth at a static point at a fixed position. It is slow in speed because the data travel a great distances from earth to satallite and then back to earth.
 
Q2. With example illustrate the use of internet in business, medical sciences.

Ans-->

In Business-->
With the help of internet our business in now turned to eBusiness. Now a days we can do our business while sitting at home and do it globaly. We can sale and purchase any product from any place. For example we do shopping on net it is also a business. With it a simple business man can expand his business world widly. Like ruler products can be sold at good price rate through internet.
In Medical Sciences-->
In the feild of medical science we achived a lot. Now can get any type of medical knowledge o net we just need to type the word and then all the knowled regarding it will be displayed. For eg in the movie 3ediot they deliver the baby by getting the instruction from a doctor through net. So same way we can get any knowled on line from the doctor.
Q3. Using appropriate example highlight the significance of DNS & IP addressing?
All basic actions of users on the Internet such as opening a website and browsing through its pages are actually executed by the Domain Name System, much more popular as DNS. Why is DNS so crucial for the World Wide Web? Why is it important to be familiar with the way DNS works for having a successful online presence? From this section of our NTC Hosting Encyclopedia you will get in-depth knowledge about the basic elements of the Domain Name System and will also get basic skills in managing the DNS side of your own web presence. NTC DNS Encyclopedia
DNS
The Domain Name System, better known as DNS, represents a powerful Internet technology for converting domain names to their corresponding IP addresses.
IP Address
What is in common between DNS - the Domain Name System, and IP addresses? It is the fact that the DNS is an Internet service that translates domain names/hostnames to IP addresses (forward DNS) and IP addresses to their associated domain names/hostnames (Reverse DNS) with the help of a DNS server.

This is one of the crucial services on the Internet, greatly facilitating the access of users to websites, by helping each visitor refer to the desired website only by typing its alpha-numeric name (domain name) in the browser instead of its real numeric system name (IP address).
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IP address
Each machine, which is connected to the Internet, has its own IP address. The IP address is used to identify it to the world and plays an important part in the TCP/IP protocol. Usually, an IP address is displayed as a group of numbers, separated by dots:
Class A IP addresses
The class A IP addresses have a first or Net octet in the range of 1 and 126. The other three octets define the hosts. The A class network allows for a total of 2,147,483,648 unique IP addresses and is mainly used for the network of a very large corporation.
A class A IP address
Net Host

123. 23.41.88
Class B IP addresses
The class B IP addresses use the first two octets as network identifiers, and the last two as host identifiers. The first octet in the class B IP addresses is in the 128 to 191 range. IPs from this class are most commonly used by mid-sized networks, such as college campuses
A class B IP address
Net Host

133.23. 41.88
Class C IP addresses
For this class, the Net identifier is composed of the first 3 octets and the first octet is in the 192 to 223 range. The last octet is used to identify the host. With a limited number of hosts, this IP class is suitable for small to mid-sized networks.
A class C IP address
Net Host

196.23.41. 88
Class D IP addresses
IP addresses from this class are mostly used for multicasting. They are in the 224.0.0.0 to 239.255.255.255 range. The 224.0.0.0 to 224.0.0.255 range is used only for local area network (LAN) multicasting.
Class E IP addresses
IP addresses in this class have the first octet in the 240-255 range. They are reserved for experimental usage and computers, trying to use them will not be able to communicate properly online.
Q4.How a telnet session can be established?

Ans-->

What is Telnet?
Before small and cheap personal computers, computers were expensive, slow and took up entire rooms. A typical network consisted of a few large, mainframe machines with many terminals connected through wire or cable. These terminals had no hard drives, processors or memory, they were "dumb" terminals. They had a screen, a monitor and a network connetion. The terminals were command line only and had no mouse. Without a connection to the mainframe, you could do nothing. The terminal was just a way of accessing the system.

As PCs became availble, most people still needed to access to a mainframe. Telnet is a network protocol that allows a terminal emulation on a PC; telnet allows a PC to behave like a terminal.
Creating a Telnet Connection
To create a Telnet connection between a Telnet client and a Telnet server, you must do the following:

Start the Telnet Server program on the host. On Windows Server 2003, Telnet Server (Tlntsvr.exe) runs as a service. You can start the service manually every time you want to connect to a host, or you can configure the service so that it starts every time your computer starts. Telnet clients cannot connect to a host unless a Telnet server program (or service) is running and listening for connection requests.

Run the Telnet Client program on the local computer. When you run Windows Server 2003 Telnet Client (Telnet.exe), you must specify the host to which you want to connect. You can also configure several optional connection settings and features.

When you run a Telnet client, it makes a connection request to the host. If a Telnet server responds to the request, the Telnet client and server negotiate the details of the connection, such as flow control settings, window size, and terminal type. After the connection details are successfully negotiated, and logon credentials are validated, the Telnet server program creates a Telnet command console session.

On Windows Server 2003, each Telnet command console session consists of two processes: Tlntsess.exe and Cmd.exe. Tlntsess.exe is responsible for managing the Telnet session. Cmd.exe is the command interpreter, or shell program, that runs commands, programs, or scripts on the host.
Q5. Differentiate between GOPHER, FTP and HTTP.
Difference Between FTP and HTTP

Categorized under Technology, internet
FTP vs HTTP
HTTP (Hypertext Transfer Protocol) and FTP (File Transfer Protocol) are only two of the multitude of protocols that are being used in the internet, each with its own function. The purpose of HTTP is to serve as a means of accessing the world wide web. Websites are accessed using http with the help of browsers. FTP, as the name implies, is used in transferring files from one computer to another. It is a less popular protocol due to small number of people who actually use FTP, and even fewer people who know that they are using it.

Most people dont actually know it, but the HTTP protocol is in use every time we open a site, check our email, or update our blogs. This can be easily checked by looking at the address bar and looking at the very first few letters; chances are its HTTP. The great majority of people who use the FTP protocol are the people who maintain and routinely upload files to websites. FTP provides an easy and hassle free method of site maintenance.

FTP is also a good option for people who want to download files. There are FTP servers who host files and allow people to anonymously login to their site and download huge files. But downloading isnt a capability that is purely held by FTP, it can also be done with HTTP. The rise in popularity of downloads in HTTP is due largely to its linkage with the world wide web. Most sites that offer content for downloads have their files hosted in an HTTP server so that visitors can easily browse and select their files.

FTP is already old and most of the newer users are beginning to adapt other protocols as a replacement like gopher. It would only be a matter of time before FTP becomes totally obsolete. HTTP, on the other hand, is still going strong and would remain as the dominant internet protocol for years to come. There are multiple languages that are being developed for use with and to improve the HTTP protocol.
Summary:
1. HTTP is used to view websites while FTP is used to access and transfer files.

2. The common HTTP client is the browser while FTP can be accessed via the command line or a graphical client of its own.

3. Most people use HTTP while only a few use FTP, mostly people who maintain websites.

4. Downloading files can either be via HTTP or FTP.

5. FTP is slowly being replaced by other protocols while HTTP will remain for the foreseeable future.
Q6. What is the role of network protocols in Internet?
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Definition: A network protocol defines rules and conventions for communication between network devices. Protocols for computer networking all generally use packet switching techniques to send and receive messages in the form of packets.

Network protocols include mechanisms for devices to identify and make connections with each other, as well as formatting rules that specify how data is packaged into messages sent and received. Some protocols also support message acknowledgement and data compression designed for reliable and/or high-performance network communication. Hundreds of different computer network protocols have been developed each designed for specific purposes and environments.
Internet Protocols
The Internet Protocol family contains a set of related (and among the most widely used network protocols. Besides Internet Protocol (IP) itself, higher-level protocols like TCP, UDP, HTTP, and FTP all integrate with IP to provide additional capabilities. Similarly, lower-level Internet Protocols like ARP and ICMP also co-exist with IP. These higher level protocols interact more closely with applications like Web browsers while lower-level protocols interact with network adapters and other computer hardware.

