In the present day

Abstract:
In the present day world networking is playing a very important role. With the help of networking rapid changes have taken place in the present day life and it has become like that without networking no work is done correctly. As network is a combination of hardware and software, everyone is using any of these hardware or software. Network is used to communicate two or more systems at a time. In this topic we are discussing about the network hardware and network software. This Paper will describe you about the network hardware components like Transmission medium, Hub, Switch, Router and Host their disadvantages and advantages. This document also describes about data link layer, its functionalities and how can we develop a data link protocol that could be used to improve the performance of the protocol or its corresponding devices.
Introduction:
The Computer network is defined as connecting different computers and devices each other via cable to share data. To connect computers from various places we need to use computer hardware and software. The Networking Hardware includes hubs, routers, switches, cables etc. Now a day's most of the people are using Ethernet cables to connect two computers. Now the Wireless connections became more popular. The data can be transferred via radio waves. Depending on the distance we use different devices to connect each other. We can connect any number of computers and whatever may be the distance between them. For this we use different devices depending on their characteristics. The Transmission mediums and their characters are described below.
Transmission Medium:
The Transmission medium is a communication media which provides a physical path between the transmitter and receiver in a data communication system. Communication media is very important in transferring data between source and destination.

The transmission medium can be broadly classified into 2 types
· Guided Transmission Media

· Unguided Transmission Media
Guided Transmission Media is Waves are guided along a solid medium.
· Twisted pair

· Coaxial cable

· Optical fibre.
Unguided Transmission Media provides a means of transmitting electro-magnetic signals through air but not guide them.
· Wireless transmission.
Hub:
The Hub is a device that is used to connect two or more computers. By using Hub we can connect number of computers, so that they can share information. The Hubs are dumb devices, because they just allow computers to be in same cable so that the computers can talk each other.

The Transmission Medium just connects two computers by a cable where as the hub connects more than two cables to communicate each other.
Switch:
The Switch is a device that is used to connect computers. It controls the flow of traffic based on the address information in each packet. It reduces the amount of unnecessary traffic.

Switch is used to connect more number of computers and in the case of small network we use hub. Hubs will extend the network by providing more ports. The switch maintains traffic between the computers in the flow of data. The transmission medium just connects computers through cable and it won't take care of traffic, it just transfers data from one computer to another computer.
Router:
The router acts as a computer. The Router is a device that is used to take the data that is to be transmitted and routes it to the right computer and this is done by a scheme called addressing and uses a certain type of protocol.

We have various types of routers
· Wired Routers

· Wireless Routers
Wired Routers always transmit data through Ethernet cable.
Wireless Routers transmits data through radio waves.

Difference between Hub, Switch and Router is if we got 3 signals to the hub those signals are organically exact same time to the hub, that's got to cost thing to slow down. In switch will priories the signal to each device that connected to it and that leads to maximize the connection speed and flow of traffic to the network. The Router takes some protection measures like it will allow you to restrict what computer have to use what devices and other computers. Routers can prevent certain computers to access where switch cannot do that. It just transmits the data whatever it get and hub will transfer the data whatever it gets and not even prioritize the data.
Host:
The Hosts are end devices. Hosts allow network devices to connect to it and communicate each other. The computer which contains data is called host. It will receive the data from sender and Host gives the requested data to the client. The host can be a Web server, an e-mail server, ftp server etc.
Data Link Layer:
Data link layer is the second layer in ISO Model (from bottom). It is on the top of the physical layer. It transfers data from network layer of one machine to the network layer of other machine. It converts raw bits into group of bits called frames. It takes all the bits and formats it in a frame. A Frame is a union of data that goes over your network and it contains address information and data to be transmitted. The Data link layer gives the service to the network layer[1].
· Functions of Data link layer:

· Frame synchronization
The data that is sending to another block should be recognizable.
· Flow Control
The sender must not send frames at a rate faster than the receiver can receive and process them. In that case the receiver is forced to drop some data and that will leads to loss of data. This will be controlled by data link layer. The paging between adjacent sending and receiving nodes will be given by data link layer.
· Error Control
If there is any error introduced by the transmission system should be corrected.
· Addressing
On a multipoint link (line LAN), the identify of sender and receiver must be specified.
· Control and data on same link
The Receiver must be able to distinguish control information from the data being transmitted.
· Framing and Link access

· Encapsulates datagram into frame and adding header, trailer.

· Channel access if shared medium

· 'MAC' addresses used in Frame headers to identify source and destination.

· Reliable delivery between adjacent nodes

· Error Detection

· Error Correction
Receiver Detects and corrects the bit errors without resorting to retransmission.

The Data link layer is divided into 2 sub layers
· The Media Access Control (MAC) Sub-layer

· The Logical Link Control (LLC) Sub-layer
The Media Access Control sub layer is responsible for determining the nodes that to are to be transmitted in Local Area Network.

The Logical Link Control sub layer will take care of synchronizing frames, error checking and flow control.

Logical link control (LLC) adds its header to the network layer packet. It contains sequence and acknowledgement numbers. LLC operations are classified into 3 types. They are,

Type 1 operation supports unacknowledged connectionless services

The UI PDU is used to transfer user data. There is no acknowledgment, flow control, or error control. The XID and TEST PDU's support management functions associated with all three types of operations. An LLC entity may issue a command (C/R bit = 0) the receiving LLC entity issues a corresponding XID or TEST in response.

Type 2 operation supports connection mode services

Type 2 operation involves three phases. They are Connection establishment, data transfer and connection termination.

Type 3 operation supports acknowledged connectionless services

In Type 3 each PDU transmitted is acknowledge. A new unnumbered PDU, the Acknowledged Connectionless (AC) information PDU is defined. User data are send in AC command PDU's and must be acknowledged using an AC response PDU. To guard against lost PDU's a 1-bit sequence number is used. The sender alternates the used of 0 and 1 in its AC command PDU, and the receiver responds with an AC PDU with the opposite number of the corresponding command. Only one PDU in each direction may be outstanding at any time.

LLC has PDU called protocol data unit used to carry user data. It carries control field. The control field includes a 7-bit sequence number, N(S), associated with this PDU; it also includes a piggybacking acknowledgement sequence number, N(R). There are various types of PDU's each of them carry different data. If Un-numbered PDU the 5-bit will be indicated as M. The supervisory PDU's used for flow and error control. It includes an acknowledgement sequence number and a 2-bit S field to distinguish three different PDU's. They are receive ready (RR), receive not ready (RNR), and reject (REJ).
Frame Synchronization:
When data are transferred from the transmitter to the receiver, unless steps are taken to provide synchronization, the receiver may start interpreting the data erroneously.

There are 2 common approaches in transmission,
-Asynchronous Transmission, the data are transmitted one character at a time (5-8 bits). Timing or synchronization must only be maintained within each character. The receiver has the opportunity to resynchronize at the beginning of each new character. When no character is being transmitted the line between transmitter and receiver is in idle state.
-Synchronous Transmission In the synchronous transmission a block of bits is transmitted in a steady stream without starts and stop codes. The block of bits may be arbitrarily long. To prevent timing drift between transmitter and receiver, clock signal is embedded in the data signal (e.g. Manchester encoding). We are having another level of synchronization, so as to allow the receiver to determine the beginning and end of a block of data. Every block begins with a preamble bit pattern, and generally ends with a post amble bit pattern.

A typical synchronous frame format contains
· 8-bit flag (preamble)

· Control fields

· Data fields

· 8-bit flag (Post amble)
For sizable blocks of data, synchronous transmission is far more efficient than asynchronous mode. Asynchronous transmission requires 20% or more overhead. The control information, preamble and post amble in synchronous transmission are typically less than 100 bits.

In Framing the physical layer translates the raw bit stream into discrete units called frames. There are 4 methods to detect the frame boundaries. They are Length count, Bit stuffing, Character stuffing and Pulse encoding. Frames are fixed lengths like ATM. ATM's cells are fixed length and frames are also variable length type.
Disadvantages of Frames:
The receiver loses synchronization when the bits become grumbled. If the bits in the count become corrupted during transmission, the receiver will think that the frame contains fewer (or more) bits than it actually does. Although checksum will detect the incorrect frames, the receiver will have difficulty desynchronizing to the start of a new frame. This technique is not using these days because some better techniques were implemented.
Bit Stuffing: In this we use reserved bit patterns to indicate the start and end of a frame. If the reserved delimiter happens to appear in the frame itself ? If we don't remove it from the data, the receiver will think that the incoming frame is actually two smaller frames! For this we use both stuffing. Within the frame, after every occurrence of two consecutive 1's insert 0. E.g. append a zero bit after each pair of 1's in the data. This prevents 3 consecutive 1's from ever appearing in the frame.
3. How to improve the performance of a Data link Layer
We can improve the performance of a Data link Layer by using certain protocols like HDLC [High-level Data Link Control].

High-level Data Link Control contains many protocols. It is used to transmit data between nodes. High-level Data Link Protocol is used in Data link layer. In HDLC the data is formed in the form of Frames. The Frame structure of HDLC is as shown below,

The First and Last of the HDLC Frame are Flag characters. They are binary numbers. The Address Flag contains information about the source from which the data is send and destination to which the data is to be sent. The address flag contains normally 0, 8 and 16 bits. The length depends on the type of the protocol used in the Data link layer. The first bit in the address bar indicates the unicast message or else it is a multicast message. The Control Field judges the type of frame that is send. It also controls the type of communication that is to be considered. It is protocol dependent. The data field is contains the data that is to be transferred to the sender. The length of the data field will vary depending on the data size[3].
4. Investigation on Career in Networking.
The Person who maintains all the network of an organization is known as Network Administrator. A Network Engineer maintains communication within the organization and between the organizations. In networking career there will be a trainee level, network administrator and senior network administrator. The Network Administrator will have the roles of security management, backup, user account management, e-mail systems (e-mail web server, internet access, office systems and applications support). He will manage the network and makes it fast if any query rises in the network and manages security to which user the printers and other devices are to be enabled. The Network Administrator is also responsible for taking day to day back up to maintain information about the data.

The Network Administrator will be having contacts with Managers and team leaders and also with team members in the organization. The Managers will give the tasks to the network administrator like configuring new routers, Installing and maintaining personal computers, Software and application development installation and upgrades, installing new patches to the ongoing devices and upgrading the devices. He is also responsible for trouble shooting networks, systems and applications. He is also responsible in investigating user problems, identifying their sources and finding possible solutions.
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