In front of a computer
When someone is in front of a computer, they are sitting in a "rather important chair". They are in control of what they do, where they go, and what happens, which also means that they are in control of the information they give out, or if they are on the "receiving" end, what they choose to do with the information given to them.

Facebook, the top most used social networking site, like many other social networking sites, has a "Privacy Policy". In the "Privacy Policy", it states that "Facebook is designed to make it easy for you to share your information with anyone you want. You decide how much information you feel comfortable sharing on Facebook and you control how it is distributed through your privacy settings." But sometimes, it can be too easy to share too much information with all the wrong people. It may seem fine to post your after-school plans, school schedule, address and phone number on Facebook, but sharing this information makes it easier for online predators to find their prey.

When a person signs up for Facebook, they are required to give their name, email, gender, and birth date, but they also have the opportunity to add more information such as where they went to school, where they work, and also a picture of themselves. The Facebook user also has the opportunity to put information on their "profile", which can be information about their hometown, family, relationships, political and religious views, activities, interests, contact information, and more information about their education and job history.

All of the information that the Facebook user just put on their profile can be shared with anyone, even if they changed their privacy settings. Maybe the Facebook user "friend requests" someone that they don't know very well and that person chooses to make the user their prey. All of the information about the Facebook user's hometown, job, education, birth date, and even name, can now be used by the predator to find out anything about them. The "Privacy Policy" states that "You (and those you make your information available to) may use tools like RSS feeds, mobile phone address books, or copy and paste functions, to capture and export information from Facebook, including your information, and information about you." What happens when someone you don't really know gets a hold of this information? Well, that person may make a questionable choice and use that information, making them a predator. But maybe, they will decide that using that information is unethical and morally wrong. Ethics: the study of principals relating to right and wrong conduct. Moral: concerned with principals of right and wrong, or conforming to standards of behavior and character based on those principals.

Using information about someone and becoming a predator aren't always ethically and morally right, but what about giving that information to someone? Maybe someone forwarded some information about someone to you, or maybe you have a Facebook or Myspace account, and put your hometown, age, birth date, and name on that account. Is it ethically and morally right to pass information about someone else to a person who may use it? Or put information on the internet if you know that someone may use it and become a predator? My ethics are determined by me, and your ethics are determined by you, so what you may consider unethical, or morally wrong, may be okay for another person, so you should keep this in mind while posting information on the internet, or taking somebody else's information from the internet.
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