Hardware practice and networks

Introduction
In the following report will refer to types of networks and protocols to examine that network of university and the home my network. First I will mention three general types of networks and analyze the characteristics them. I'll show you some diagrams for the type of network. In the following part will describe the entire network of the university and what it consists, we will also be part of hardware and software that constitute the network, I will also be part of hardware and software that constitute the network, and also rooms A2 and A3 that are associated will describe how connected as well as a diagram one for each room separately.
Networks types
· LAN(Local Area Networks)

· WAN(Wide Area Networks)

· MAN(Metropolitan Area Networks)
LAN
Local are networks where those composed of computers, communication devices (e.g. switches) and connections on the same geographical area. Prime examples are the Ethernet and Token Ring. The distinction between local networks that are usually high speed and wide area networks (WAN), because using completely different technical function. Usually all computers on a network LAN is connected to a public by transmission. Use different way, available to the public means of transmission, different communication protocols, different types of connections.The number of users who may have a local network is 24, the speed we can have on a local network depends on the network topology, the maximum data transmission to a local network reaches 100Mbps. (Lagogiannis & Alexopoulos 2003).
Topologies of Local Area Networks: Bus, Star, Ring
Bus: In this topology all terminals and devices connected on a high-speed cable (Ethernet). In this topology the means to exploit common cable connectivity available to them, sending data at different times. The data are sent in the form of packages taken from all computers. Each computer only accepts the packets of its own address.

Star: In the star topology connecting each terminal point to point to a central terminal and making any communications. Whenever a terminal or a device wants to send data to another first logs on to the central terminal to be able to communicate. The main terminal is usually a switch or hub.

Ring: In ring topology all the terminals are connected in a closed cable road. The data is transferred serially in the ring topology increasingly from one computer to another. Each computer on the network in this topology acts as a repeater, so the data must forward to the next .The data are at the ring in packets in each of which contains the Address of the sender and the recipient.
Protocols
The protocols are a set of rules underlying the communication between devices on a network. The protocols based on levels of the OSI model.

Most main protocols to be used for networks LAN:
Ethernet:
Ethernet is a Protocol that belongs to the physical layer of the OSI model. This was the result of investigations by the XEROX in 1980. Standardized by the IEEE to 802.3. It offers 10 Mbps transmission rates in bus topologies through coaxial cable primarily through the twisted cables. The techniques used to access to the Ethernet is the CSMA / CD (Carrier Sense Multiple Access / Collision Detection). Later there was a common implementation of Ethernet with hubs and cable UTP (Unshielded Twisted Pair). H IEEE standardization these forms of Ethernet with the notations:

10 base 5
10 base 2
10 base T

These notations show the speed in Mbps (e.g.10 Mbps) if the transmission is baseband or broadband and the latter shows the measures of cable (e.g. 5 is 500 measures coaxial cable). If the last digit is a letter then shows the type of transmission (e.g. T = twisted pair, F = Fiber).

We have 2 other types of Ethernet as Fast Ethernet and Gigabite Ethernet.

Fast Ethernet: The success of Ethernet network increased the local networks. Techniques were developed for faster network known as Fast Ethernet and can achieve speeds of 100Mbps. Two most known technologies Fast Ethernet, is the 100BaseT and 100VG-AnyLAN.

100BaseT: This is prevalent and started from the original IEEE 802.3 as an enhanced version of 10Base-T, using the same access method CSMA / CD.

100VG-AnyLAN: This is a technology proposed by Hewlett - Packard, the 802.12 committee of the IEEE, provides 100Mbps transfer rate in all three categories 3, 4 and 5 of the cables UTP, also in STP cables and optical fibers.

Gigabite Ethernet: This is a version of Ethernet with a transfer rate up to 1000Mbps (1 Gigabit). The committee of the IEEE 802.3z is responsible for standardization of Gigabite Ethernet. Compatibility with previous versions of Ethernet (e.g.10BaseT).

TCP (Transmission Control Protocol): The TCP is a connection-oriented protocol fourth level of model OSI, which is responsible for ensuring reliable communication between two computers, via one or more networks. The transport is essentially the first level offers communication between clients on a network. The TCP is was taken to ensure control flow, control placement in the correct order of packets, also the opening and closing a connection between two applications over a network. Implementing protocols such as FTP for file transfer and SMTP for email, supporting services offered by TCP.

IP(Internet Protocol): The IP is a connectionless protocol level three and used for the interface of a computer may be from the same or different networks. The IP is a connectionless protocol level three and used for the interface of a computer may be from the same or different networks. The IP is a protocol that does not trust as not ensure the integrity of data by technical reproduction, flow control, etc., involved in addressing the major packages.

FDDI: Fiber Distributed Data Interface (FDDI) provides a 100Mbps optical standard for data transmission in a local area network that can extend in range up to 200 kilometers (124 miles). Although FDDI logical topology is a ring-based token network, it does not use the IEEE 802.5 token ring protocol as its basis; instead, its protocol is derived from the IEEE 802.4 token bus timed token protocol. In addition to covering large geographical areas, FDDI local area networks can support thousands of users. As a standard underlying medium it uses optical fiber, although it can use copper cable, in which case it may be refer to as CDDI. FDDI offers both a Dual-Attached Station (DAS), counter-rotating token ring topology and a Single-Attached Station (SAS), token bus passing ring topology.
Wireless LAN:
Wireless LANs allow workstations to be linked without the need to install cable systems. A typical wireless local area network comprises a wireless transceiver which server is connected to cable, and wireless transceivers in each workstation.

For the wireless transmission between the devices there are three techniques:

Infrared light, Narrow-band radio, Speed spectrum radio. Almost all wireless networks operating in practice using infrared technology or speed spectrum. But with infrared we have the disadvantage is the restriction on the same area to avoid cabling. The standardization of wireless LAN are described by the IEEE 802.11 which covers all transmission technique in wireless LAN.
Basic Hardware Component:
Media: computers and communication devices can be connected with twisted pair cables (UTP,STP,FTP), coaxial wire, fibre-optic cables. NIC (Network Interface Card),Routers, Bridges, Repeaters/Hubs.
MAN
Metropolitan area networks, are networks that do not exceed the limits of a city. These networks developed by overcoming restrictions on speed and distance of local networks. Used for LAN interconnections within the same city. Using mostly fibre-optic, carry out transmission rates at high speeds, hundreds of Mbps.
WAN
Wide area network is a set of computers, terminals, telecommunications equipment and connections that extend across a large geographical area, urban or long-distance, without being in a particular place. Examples of such networks are the networks of banks and airlines and the internet which are international.

