Fast multiport bridge

Switch
The switch is really fast Multiport bridge, intelligent device that keeps switching table and record. Hardware addresses that are on network segments. Switches to the Data Link layer of the OSI model and work with the framework as a PDU. It has almost all the features of bridges primary difference between them is in the implementation details. To receive a box at one port and to forward another port using different methods. The switch is the easiest and faster to cut-through switching. Toggle read only enough incoming frame (in Ethernet, 12 bytes) to establish the framework is included and destination addresses.
Fig: switch

Printer
Laser Printer produces high-quality printing at a cheap high-speed printing. Laser printer uses a technology that is close to that used copies. Laser printer is mainly made up of static electrical change photosensitive drum, which attracts ink to form the deposits in this paper. Laser printer shares its basic technology from other office machines.
Responsibilities and level of services from ISP (Internet Service Provider)
Connecting all the users and individual networks together are internet service providers (ISPs). ISPs are companies own blocks of access, address that they assign to their customers to give each customer an identity on the network.

Thousands of lesser- known dedicated Internet access provider companies offer services around the world. When connect to a service provider, connect to its computer system. Services that most ISPs deliver to their customers include the following:
· Internet identity through IP addresses

· E-mail services through POP3 and SMTP servers

· Internet news service through Usenet archive servers
The following list contains all of the services provided and/or supported by this agreement. No other service or support, outside of what is outlined within this document, is implied or will be provided.
· Hardware to configure four (4) inbound/outbound PRI trunks on UCAT equipment

· 3000 DID numbers provided over the four (4) trunks

· Fifty-three 911-service phones in elevators and blue light locations

· Update of PS/ALI to University Police Department (UPD) for fifty three (53) 911 emergency numbers

· 100 Megabits Internet Service Provider (ISP) pipe to the Internet for residential housing and related business. Speed can burst to 200 megabits.

· Housing Connection from Campus village will remain behind the University firewall and be placed on a dedicated fiber run from campus village to ISP
Description of services
Hardware provided four possible configurations for a (4) is a village in the campus telephone equipment and carrier (SBC) between inbound / outbound PRI is a circle. This equipment is Joe West Hall, just provide a link campus village. University Computing and Communications (UCAT) Private Switch / Automatic Location Identification (PS / ALI) to maintain records from 3 to 50 of Upd (53), which is to lift the permanent emergency "blue light" emergency site provides updates installed. These locations are listed in emergency housing and permanent Upd instructions, except that you can not change. Update, quarterly updates, and special made, Upd is determined there is an urgent need to move the location of existing / add / change will be. UCAT 2 in the bank, and delivered more than four PRI trunks, Joe West Hall for distribution to end users, MPOE, 3000 DID housing delivery staff to provide the number. ISP offers the service most 200MB. IP address space 130.65.210 - 130.65.218 (existing 9 networks) and 130.65.240 - 130.65.251 (new network will be 12 units) is assigned. 130.65.252 network will be reserved for expansion. Network 130.65.168.0 / 24 range 130.65.209.0 / 24, in the range of existing housing is retained to ensure continuity of business services. The ends of the campus core router outside the firewall connect to university housing. Free access to internet services, providing a form from the Internet. Kyanpasufaiauoru ends of the connection within the housing management. ISP does not guarantee the connection to ensure a place on the network connection to the university. Arrange a separate document of guidelines to meet the end users of the university, must be made by providing access to such housing. Differentiated levels of service are;
· Improved profitability: EUnet service differentiation is expected to win new customers, and expanding on the same network was still hoping to be able to support the subscriber base and infrastructure, without adding additional staff in call centers, processing, customer Requests the service.

· To enhance the overall customer experience: the experience can be optimized for each user Also included on the online Web that gives users the convenience of the service requirements necessary for

· To take advantage of the profile to change the tariffs and services, the time limit highway Promotional offers, providing feedback to marketing and support team.

· To provide testing services to customers in the future: for customers by simply EUnet core competitors, the company expects to test a broadband connection to attract new subscribers.

· The integration of existing back-office system: It also requires management expenses Location information and billing system integration solutions.
Repair Service Cost
The cost for all non-covered move/add/change/repair service is $72.00 per hour.
Conclusion
Clear rights and copyrights to the Diplomatic Conference that no ISP is responsible for the layout, users can access or use. The Council shall be seven years, whether or not to remove the mechanism for deleting the language that you want to create a great ambiguity up ISP uses copyrights. ISP has also agreed that the communication "to provide communication, achieved an important victory in the amount of the understanding." Actual state of the Berne Protocol and the obligations for which access provider, but we recommend that if you have a limited understanding of the best ISP can provide a historical tendency to restrict the rights of authors. That many of the emerging complexity of the national parliaments and the courts is repeated during the meeting. Can easily be restricted by law and no one internet delivery modes. ISP has the ability to access a Web page is available, post, email, chat and use, provides users with an interactive environment on the evolution of the host. ISP user equipment is powered network offering a wide range of applications. To facilitate the role of ISP various applications depends on the application, users and ISPs. All forms can be replicated by the ISP to establish without limitation, from the ground, right on the blanket extension could change the Internet. Some in Hollywood, Century 21 in the ISP Theater, May see all receive fees collected. But it came to us, and it is dead and Internet experience. Compromise, the U.S. House of Representatives in May, was founded in 1996, it is unacceptable for ISPs without creating debt, we can show that draft language for the rights of the copyright holder. ISP, the balance of international agreements that helped shape the space to craft legislation ISP rights and responsibilities in the National Assembly. Now, the ISP is the time to start working at the national level for legislation like this.
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The requirements are:-1. Trojan horses, Worm, viruses

2. Major network security

3. Network security policy

For network security will be take care this points:
· Access point

· User authentication

· Firewall

· Virus protection

· Access to the internet
Trojan Horses
Trojan are true, freestanding programs that do something other than what the person who runs the program thinks they will do. An example of a Trojan Horse virus would be a program that a person thinks is a game but that is a CMOS eraser. Some Trojan Horse viruses are quite sophisticated. It might be a game that works perfectly well, but when the user quits the game, it causes some type of damage.

This type of virus pretends to be a legitimate program that could be a legitimate program that could be found on any system. Trojan horse viruses are more likely to do damage by destroying files and can cause physical damage to disks.

Trojan Horse virus, another form of malware, are generally agreed upon as doing something other than the user expected, with that "something" defined as malicious. Most often, Trojan Horse virus are associated with remote access programs that perform illicit operations such as password-stealing or which allow compromised machines to be used for targeted denial (rejection) of service attacks.

One of the more basic forms of a denial of service (DoS) attack involves flooding a target system with so perform its core functions. When multiple machines are gathered together to launch such an attack, it is known as a distributed denial of service attack.

May experts agree that the time and effort required to remove a Trojan Horse is better spent backing up critical data files, reformatting the disk, and reinstalling the OS.
Worm
The worm is network-aware virus that spreads through applications such as e-mail and web browsers. E-mail worm is currently the biggest threat to a virus. These worms propagate by reading books e-mail address and send copies of itself to everyone. Most will mask their origins by using a false e-mail address as the sender. Unlike viruses, worms, malicious computer programs that are sensitive legal files. For example, sending mass e-mail worm that sends copies via e-mail. A network worm makes copies across the network; the Internet worm sends copies via vulnerable computers on the Internet, and so on.

Computer viruses are destructive programs designed to replicate and expand on their own. Viruses are created to sneak into personal computers. Sometimes these programs take control of the machine to leave messages humorous, and sometimes destroy the data. After infiltrate one machine, they can be transferred to other computers through infected disks to friends and colleagues passing around, or through local and wide network connections. A computer virus is a small program written to change the user's computer without permission or knowledge of fashion. Virus must meet two conditions:
· It must be self-executing. It is usually placed in another program the implementation of its own code path.

· It must be able to replicate itself. For example, it may file a copy of the virus infected other executable files. Viruses can infect desktop computers and network servers.
Major network security
The major network security involves protecting the network's users from their two greatest enemies: bad guys and themselves. Network security includes controlling how users access the shared resources on their own network. User-proofing the network is a key part of network security. Network security model contain three different type base on: Resource, Server, and Organization. We can prevent the computer viruses should be used top antivirus solutions include: McAfee Software, Software Norton Anti-virus software.
Task-3.2

Network Security Policy
Network security policy is intended to protect the integrity of campus networks, as well as reduce risks and losses associated with security threats on campus networks and network resources. Network security policy states that the National Bank plans to implement wired and wireless network connectivity must adhere to the guidelines set forth in this rule. Any person applying wireless access point or wired docking station will be responsible for network traffic through it. Network security should be enforceable and unobtrusive. List of network security policy are;
· Privacy policy ----- Describes any staff member, the customer and the business partner can expect to monitor and report the network use.

· Acceptable use policy ----- For may use any goal network resource to explain

· Authentication policy -----. How did the description user confess that can deposit and withdraw to the network resource? Should describe the registration name, the password congress and the authentication method.

· Internet use policy----- Explains any constitution to the Internet resources suitable or the improper use.

· Access policy ----- How assigns to allow with the when user to visit the network resources. The policy should for to network this locality and the remote access existence.

· Auditing policy ----- Explained that security compliance or the violation may verify and the violation consequences way.

· Data protection ----- Outlines spare makes the policy which the law, the viral protection and the disaster restore.
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