Computers are increasing day by day

Introduction
If we look at the technology so it's growing day by day very fast. Number of computers are increasing day by day, as the number of computer are growing, the need of communications between computers are growing as well. Communications of computers is done by networking. So for the networking we do routing. There are two types of routing Static Routing and Dynamic Routing. Static Routing is actually done manually by network administrator where as dynamic routing is like software which automatically discovers networks. Dynamic routing includes two gateways Interior and exterior gateways. Exterior gateway include those protocols which are used out side the gateways e.g. BGP (Border gateway protocol) and Interior Gateway protocols are of two types Distance Vector Routing Protocol and Link State Routing Protocol. RIP(Routing Information Protocols) version 1 and version 2, IGRP (Interior Gateway Routing Protocols) and EGRP (Exterior gateway routing protocols) lies in Distance vector routing protocols where as ISIS (Intermediate system to intermediate system) and OSPF (Open Shortest Path First) lies in the Link state routing protocols. Now the use of protocols are depend on how we communicate the networks, it depends on there need. Like for long distances we use that sort of protocols which are feasible for long distance networking and for short distance we use different.

In our project we were assigned to implement the OSPF with multi area include stub and the redistribution of RIP.OSPF is the link state routing protocol and RIP is the distance vector routing protocol. We implemented the OSPF with multi area, made one area stub and on other side running the RIP protocol and redistributed the RIP with OSPF. Every protocols have there routing table in which there routes are defined. OSPF routing tables made on the basis of the IP address of destination. OSPF detects changes in networks very fast. Every router

In any topology keeps the link-state database and updates the link states information through flooding.
OSPF Protocol:
OSPF stands for open shortest path first. OSPF is used as IGP (interior gateway protocol) and OSPF is link state routing protocol. OSPF is actually dynamic protocol. OSPF provides more advantages then traditional distance vector protocol. OSPF provide more advantages then traditional distance vector protocols e.g. RIP (Routing information protocol). Now how OSPF provides more benefits, OSPF is fast convergence, OSPF support variable length subnet masking (VLSM). It advertises the database and packets types as well. OSPF utilizes low bandwidth and also provides multi areas. OSPF is actually a classless protocol designed to replace the old routing protocol RIP.
OSPF has a capacity to detect if there is any change in the topology, change may be the failure of any link. OSPF uses the Dijkstra's Algorithm for shortest path tree. Shortest path first algorithm works as calculating the cost of path between source and destination. And every router gets its own cost to each destination and chooses the shortest path through cost.[2]
Link - State Routing Protocol:
If we look at distance vector protocol, it uses Bellman Ford Algorithm for calculation of paths and just concentrates on the information given by the neighbors. But if we look on Link state routing protocol, decision making foe each router is very easy because every router have a full map of the topology. Each router knows the bandwidth of path between routers, so it's easy for it to make decision for selecting the shortest path by the cost. 
If there is any change in the network Link State routing Protocol respond very quickly. It refreshes the updates after 30 minutes on long distances. [2]
OSPF Packet Type:

There are some OSPF packet types, which are as follows
· Hello Packet

· Database Description (DBD)

· Link-State Request (LSR)

· Link-State Update (LSU)

· Link-State Acknowledgement (LSA)
For discovering and maintaining relationships with neighbors, OSPF uses HELLO packet. For forming the adjacencies they use database description (DBD) and link state request (LSR). Link state update (LSU) is actually for the database update. And Link state acknowledgement (LSA) is for flooding acknowledgment.
OSPF Packet Header Format:
Things which are included in the packet format 
Version: In the format of packet version tells about the version of OSPF either its 2 or 3. 
Type: Type in packet tells the 5 types of packet.
Packet Length: It tells about the length of the packet.
Router ID: Router ID is actually the Identity of the router, ID for the destination as a source.
Area ID: Area Id tells that from which area it belongs.
Checksum: Checksum is for the error detection.
Authentication Type: It tells is there any authentication needed or no authentication.
Authentication: It's for the security.
Data: Data tells that what data is, either update (LSU) or any request (LSR) or any acknowledgment (LSA). [1]
OSPF Router Types:
There are some types of OSPF router.
· Internal Router

· Backbone Router

· Area Backbone Router

· Autonomous System Boundary Routers
Internal Router:
Internal routers are the routers, in which all the interfaces attached to routers are in same area.
Backbone Router:
Backbone router is the router, in which one of the interface attached to router is connected backbone area which is area 0. Rest of the things is same as other routers.
Area Border Router:
Area border routers are those routers in which the interfaces are attached to different area. Area border keeps link state database of different areas separate.
Autonomous System Boundary Routers: 
Autonomous system boundary routers are those routers in which one of the interfaces is attached to another external network or another autonomous system. In simple term we can say that attached to any non- OSPF network. [2]
OSPF Areas:
OSPF areas are actually for separating them into different areas so that routing table will not be overflow. So we divide them into different areas. Following are the OSPF areas.
· Backbone Area

· Stub Area

· Totally Stub Area

· Not- so-Stubby Area
Backbone Area:
Backbone area is area 0. If there are more then one area are running then one area must be Backbone area so that every area will connect through Backbone area.
Stub Area:
Stub area is actually that area which gets all the internal routes of OSPF autonomous system and one default route for the all external routes which are from non OSPF areas. Stub areas are connected to the area 0.
Totally Stub Area:
Totally Stub area is connected to backbone area. Totally stub area does not advertise internal area and get default route from an external area. And just because of this default route it can communicate to other networks.
Not-So-Stubby Area (NSSA):
Not so stubby area in OSPF, it can import autonomous system external routes and send them to backbone area but it does not receive external routes from backbone or any other area. [2]
Routing Information Protocol (RIP):
RIP is actually a dynamic routing protocol and used as IGP (Interior gateways protocol). RIP uses the Distance vector algorithm. RIP has another latest version which is RIP.v2.

RIP is actually counts its metric from its hope, 15 hopes are maximum. We can't reach more then 15 hopes. It gets on hold after 180 seconds. RIP is very easy to configure, mature and stable. It updates broadcasted every 30 seconds. RIP.v1 is classfull addressing, means no subnet mask information is update and it does not support VLSM (Variable length subnet masking). RIP does not support Authentication.

But if we talk about the RIP.v2, It is classless routing and VLSM is added in it. Authentication is also added in RIP.v2. RIP.v2 includes some new features of Link state routing protocol. [2]
Redistribution:
Redistribution is changing of the routing protocol. Routing redistribution involves is actually getting the routes from routing protocol and sending routes to another routing protocol. One more thing about redistribution, it works on one side as well as on both sides. And the router which has the configuration of redistribution is known as border router. So whenever we have two different routing protocols in networks we use redistribution. It's not a good practice to do the redistribution but for example we have these type of situation in which we have two different routing protocols so we do redistribution then as a troubleshooting. We can run redistribution on any protocol or any static route on different protocols.
Conclusions:
In our project we have used four routers i.e. R1, R2, R2 and R4. Router R1 is running RIP routing protocol and R2, R3 and R4 are running OSPF routing protocol. The area between R1 and R2 is area 1, R2 and R3 contains backbone area 0 and the area between R3 and R4 is area 2. We were assigned an IP group which 172.10.0.0, we did sub netting of it and made 16 further subnets. Assigned the IP's to all the serial links between routers and defined loopbacks on all the routers. There were two different routing protocols between R2 and R1, as R2 contains OSPF and R1 having RIP. So we did the redistribution between them to get the routes and we made the area 2 stub. So that we cant get the external routes and one default route to make the routing table small and efficient. In the figure you can see that we have given the loopbacks on all the routers, loopback0 on router R1, loopback1 on router R2, loopback 0 and 3 on router R3 and loopback3 on router R4.The network topology of our project is given as follows:

