An exchange server or configuring

1What are the benefits of configuring mail on database.
Database Mail, a new addition to the SQL Server 2005 database engine, is as simple to use as it is useful. Destined to be the replacement for SQL Mail, Database Mail uses a Simple Mail Transfer Protocol (SMTP) server to send e-mails rather than using the MAPI accounts that SQL Mail required. This allows your organization to send e-mails with attachments, e-mail query results, attach query results, and format HTML e-mails. It also gives you the ability to set many other configuration settings without requiring you to have an Exchange Server or configuring any type of MAPI workaround.
The advantages of Database Mail
Besides being totally SMTP based, Database Mail has many other advantages:
· It runs outside of the database engine, so the stress placed on the database engine is minimal.

· It is cluster aware and fully supported in a clustered environment.

· Its profiles allow for the redundant use of SMTP servers. (I go into more detail about this later in the article.)

· It allows you to send a query text as a parameter to the stored procedure, which will execute the query and send the results in the e-mail.

· The messages are sent asynchronously via a Service Broker queue, so you will not have to wait for a response when sending an e-mail.

· It has multiple security features for sending e-mail, such as a filter for what attachment extensions can be sent and a governor for attachment size
2Explain the process of Managing Profiles and Accounts on sql server 2005

3Briefly explain different mail sending options for SQL 2005.
Ans-Sending an e-mail has become very important in any system for purposes such as sending notifications. SQL Server database has an integrated mailing system. With the arrival of SQL Server 2005, users now have the new functionality of Database Mail, which is different from SQL Server 2000 SQL Mail. The purpose of this article is to introduce Database Mail and highlight the advantages of using it over legacy SQL Mail.
Features of Database Mail
Before going into the detail about configuring Database Mail, it is worth highlighting the main features:
· Database Mail can be configured with multiple profiles and multiple SMTP accounts, which can be on several SMTP servers. In the case of failure of one SMTP server, the next available server will take up the task of sending e-mails. This increases the reliability of the mailing system.

· SQL Server continues to queue messages when the external mailing process fails. Whenever the process is successful, it starts to send queued messages.

· Mailing is an external process so it does not decrease your database performance. This external process is handled by an executable called DatabaseMail90.Exe located in the MSSQL\Binn directory.

· Availability of an auditing facility is a major enhancement in Database Mail. Previously, DBAs could not verify whether the system had sent an e-mail. All mail events are logged so that DBAs can easily view the mail history. In addition, DBAs can view the errors to fix SMTP related issues. Plus, there is the capability to send HTML messages.

· Database Mail has the option of limiting files sizes to prevent sending large files that would degrade mail server performance. In addition, you have the option of limiting files by their extensions. For example, .exe.com can be prevented from being sent from the database server.
Part B

4Mention use and benefits of Event notifications?
Event notifications perform actions inside an SQL Server in response to a SQL Trace Event. In this they are different from SQL Trace.

Event notifications open one or more Service Broker conversations between the SQL Server and the target service. These conversations also continue so long as the event notification exists as an object in the server instance and are never shared between eventnotifications . The target service will cease to receive messages when the event notification ends and the target service will not be opened the next time the event notification is fired.

The variable type xml is used to deliver Event information to the Service Broker. The information specifies the details of the event, the database object impacted, the T-SQL statement and other required information.
Creating Event Notifications
While designing event notifications it is important for the DBA to define the scope of the notification and the type of T-SQL statement(s) that will fire the notification.

The event notification can be defined to respond to a statement made on the objects in a database or on all object on an instance of the SQL Server. Eventnotifications that can be scoped on individual queues are QUEUE_ACTIVATION and BROKER_QUEUE_DISABLED. CREATE _DATABASE events run only on server instance level while ALTER_TABLE event can run on all tables in the database.

An event notification can be designed to fire after a particular Transact-SQL statement is run or after a SQL Trace event belonging to a predefined grouping of similar trace events is run.
Creating an Event Notification:
An event notification involves creation of a target service to the event notification and the process of creating the event notification
5. Explain multi-server jobs?
A master server distributes jobs to, and receives events from, target servers. A master server also stores the central copy of job definitions for jobs that are run on target servers. Target servers connect periodically to the master server to update their schedule of jobs. If a new job exists on the master server, the target server downloads the job. After the target server completes the job, it reconnects to the master server and reports the status of the job.

So in this case if you haven't specified the job category then they are shown as default

tiserver administration requires that you set up a master server and one or more target servers. Jobs that will be processed on all the target servers are first defined on the master server and then downloaded to the target servers.

To create a multiserver environment, use the Master Server Wizard. For information about using the Master Server Wizard, Full Secure Sockets Layer (SSL) encryption and certificate validation are enabled for connections between master servers and target servers by default.

The wizard takes you through the following steps:
· Checking the security settings for the SQL Server Agent service and the SQL Server service on all servers intended to become target servers. 
We recommend that both services should be running in Microsoft Windows domain accounts..

· Creating a master server operator (MSXOperator) on the master server. 
MSXOperator is the only operator that can receive notifications for multiserver jobs.

· Starting the SQL Server Agent service on the master server.

· Enlisting one or more servers as target servers.
6 .what are the advantages of JOB and how JOB is created?

7 What is the advantage of proxies
Proxy servers are just the help you need if you cannot access certain sites that are blocked or if you wanted to preserve your anonymity. If you are using a public computer, sometimes its default browser will only choose particular sites which you can access. You might end up surprised why you can't open a particular website when in fact you know that it is functioning without fail. The answer to this dilemma is simple: get connected online through proxy servers.

Another key reason in using proxy servers is that you can easily go anonymous online. This is another thing you need to protect yourself with if you use public computer facilities. Keep in mind that cookies usually cache your keystrokes and even if you did not mean to, your confidential data such as passwords and usernames will automatically be stored at the computer's default browser. Since you will automatically close proxy servers upon using them, there will be no way that the user after you can trace easily your internet history. Plus how would be know which proxy servers you have used unless he was there while you were surfing the internet?

Aside from these given reasons, proxy servers are also important because they help you go nonlinear much faster than the average speed. Sometimes, even the most popular browsers can experience a downtime because of the current clog happening in their server network. Since they are popular sites, there are peak hours when there are just too many people riding on the server. But since not too many people use proxy servers, it might be easier to get through to the sites you wanted to visit while using the latter. Proxy servers will also give you the needed flexibility to navigate through your favorite website.

Proxy servers are also useful because it prevents your account from getting hacked. There are some which does not even use cookies method so there will be no way that your cookies can automatically be placed in their databank. This is also the reason why it can run well and faster than the typical browser because it simply provides a portal where an internet user can alternatively surf the web. Proxy servers also have no down times and you can access them anywhere

