The hacker ethic is based in the idea that for a hacker the computer is entertainment and work. Coding itself is an exciting and extremely interested activity that is done beyond the work environment. In fact, hackers start programming long before they get a job. They do it as a means to satisfy their curiosity; in the same way an artist enjoys drawing or painting. After a long period of training they become skilled in their particular craft and develop a profession from that skill. Computer hackers are an excellent example of the work ethic that Himanen calls the hacker work ethic. This ethic is more widespread everyday in the information society thanks to the important role of information technologies and its professionals. However, is important to stress that this attitude can be referred in contexts other than information technologies. 

We can find several examples of hackers that support this view. Steve Wozniak, co-funder of Apple, describes programming as a fascinating world. Linus Torvalds, creator of the Linux system, describes the activity of programming as something extremely interesting (Himanen, 2002, p.14). In all these examples the most significant thing is that there is a special spirit around their activity. Hackers program because the challenges of programming have an intrinsic interest and raise a desire of learning. The fact that they start programming before they get a job has important consequences on the work environment. Hackers are used to persevere in their efforts for hours, usually nearly until dawn. Programming becomes an immersive activity that cannot be subjected to nine to five. Besides, hackers are project and task oriented; to build an algorithm they can spend days doing the coding without breaks since they enjoy the task and find it stimulating. 

For a hacker coding is a way of entertainment. It is something intrinsically interesting and exciting. Actually, the hacker work ethic does not only apply to software developers. They are just an example of a more general work ethic but we can find the same spirit or ethic in other fields such as music, arts or sciences. In these fields, is usual to find the same attitude towards work it can be applied to anyone who enjoys his work and does not establish a gap between work and leisure time. 

The hacker ethic does not jeopardize the traditional work ethic, the so-called protestant work ethic where work organizes the other aspects of life. The traditional spirit where work is the center of life will still prevail and will have a dominant position in our society. However, the hacker ethic defines an alternative to the protestant work ethic. The protestant work ethic, also called the puritan work ethic for its religious background, is based in the idea that hard work dignifies and is needed for the personal salvation of the individual. Max Weber defines the significance of work in these terms: “Labour must be performed as if it were an absolute end in itself” (Weber, 2001, p25). Thus, work is elevated to the condition of the most important aspect of life, subordinating all the other facets. 

It is important to point that, although the religious origins of the protestant ethic and its later emancipation from religion, work did not have a central role in the pre-protestant work ethic. The Church considered work as a consequence of the loss of grace, in other words, a punishment for Paradise Lost. The same negative conception of work can be found in the distinction between heaven and hell. Heaven was the paradise, a place where no one will have to work, whilst hell was the place for the worst of punishments, the eternal work. That view changed with the upcoming of Protestantism. The new doctrine changed the dominant ideology and dignified work. In fact, it changed the view of heaven and hell, since work no longer was considered a punishment. The new protestant work ethic transformed the view of work as a means by itself and defined the ideological background for the expansion of capitalism. 

In a broader context, the hacker work ethic is more similar to the pre-protestant work ethic than to the protestant work ethic. Both share the view that work is not central in life. In other words, work is just a means to an end but never an end by itself as defined by the protestant work ethic. However, there is an important difference between the pre-protestant and the hacker ethic: Hackers want to accomplish their passions and are committed workers in their craft. They find a feeling of fulfilment in their craft and they work hard and with enthusiasm in those things that are challenging and have a special value for them. 

To follow with our analysis, is important to understand the relation with time in the shift from one ethic to the other. As said, in the protestant work ethic, work occupies a central space. All the other activities are organized around work and, even more important, there is no recreational time during work time. Hackers’ relation with time is different. Their activities are not developed from nine to five. They have a free relation with time that is prototypical from computer hackers. This relation has two basic causes: as said before, they begin mastering their craft long before they work; and they do not establish a dramatic separation between work and leisure since coding is a personal motivation. Thus, they can be programming for long periods of time, have a break, and then go back for several hours. Programming is part leisure, part work. However, the protestant work ethic still plays an important role defining the relation with time. Although there are some companies that allow their employees to have more time flexibility, nine to five is still the norm and delineates the central part of the day. In a similar way, Monday to Friday defines the central part of the week, and September to June defines the central part of the year. 

Another important characteristic is that our work-time relation has the same parameters that it had 50 years ago despite the upcoming of the information technologies. Probably the sign that the protestant work ethic is still central in our society can be seen clearly in this particular aspect. The promise that new IT would change our relation with work and would make it more free, more adaptable to our needs and would allow us to combine better work and life is unreliable. The upcoming of IT has allowed work to invade all aspects of life. Even when we are not in the workplace, we are working with our mobile devices. This expansion of the influence of work in our life is so important that is deleting the limit established by the protestant ethic between work and leisure. We can find different examples of this invasion of leisure time. From the use of mobile technologies to answer emails during the weekend, to privacy issues such as how social media content can interfere in our work relations, or the way we spend our leisure time taking courses or classes to improve our work skills. All them show the progressive conquest of leisure time in our society. 

Money also plays an important role in order to understand better the shift from the protestant work ethic to the hacker work ethic. Weber defines money as one of the key components of the protestant work ethic. For him “man is dominated by the making of money, by acquisition as the ultimate purpose of his life. Economic acquisition is no longer subordinated to man as the means for the satisfaction of his material needs.” (Weber, 2001, p18). Thus, money is not just a means to buy other goods. In the protestant work ethic money plays a central role since the most important goal in life is to win more and more money. Weber defines it this way: “the summum bonum of his ethic, the earning of more and more money, combined with the strict avoidance of all spontaneous enjoyment of life” (Weber, 2001, p53). On the other hand, the hacker ethic has a different consideration of money. Money is important as long as it serves a higher end, but by itself is just a means to an end. Thus, work is not an activity that is motivated by money, but for the desire to make or create something and being part of a community of people that enjoys doing the same kind of things. Obviously, money is still something powerful, but is completely different from the conception of the protestant work ethic. Money is something useful but for the majority of hackers does not provide a significant motivation. The role of money is crucial to understand hacker’s motivation. 

At that point, it is important to stress that hackers’ motivations are based on social recognition from their craft and the making of challenging or creative tasks. Basically, the survival needs of a hacker are usually already accomplished. When someone has money and leisure time to spend in a computer, normally his or her survival is secured. Thus, hackers’ motivations are focused to accomplish other things than just secure the mere survival. Money in hacker’s context neither satisfies survival needs, as they are secured, nor satisfies self-actualization needs, as they are not satisfied with money. 

In order to understand better the motivations and needs of a hacker is crucial to know Maslow’s hierarchy of needs. Maslow defines that humans have five sets of needs that are arranged in a hierarchy. Humans can go through these stages in a process of evolution. For Maslow, physiological needs are the most basic and compelling needs. Thus, in a work context, the minimum pay necessary for survival and basic working conditions would fit in this category (Johns & Saks, 2011, p.151). According to our analysis, a hacker has already satisfied these needs and as long as they are not jeopardized by undesired circumstances they do not provide substantial motivation. According to Maslow once we have satisfied a need, that need is no longer an effective motivator. Thus, is easy to find examples of people who, like hackers, give more value to their social relations than their safety or basic needs. A universal example of this is Romeo and Juliet, but also the fact that some people die for their religion or those who fight and die for their country. These examples show how social relationships can be more important than our own life. 

The second stage of the hierarchy includes safety needs. These needs are security, stability and a structured and ordered environment. From an organizational approach, this category includes safe working conditions, a comfortable work environment, and pay above the minimum needed for survival (Johns & Saks, 2011, p.151). Again, a hacker usually has satisfied this second level of needs and they do not provide a significant motivation. Hackers, in the general terms that we are referring, are programmers, systems analysts, database administrators, etc. They are skilled workers that can receive high salaries when they work for an organization. Besides, the working conditions of a hacker can be stressing but in general are physical and psychological safe. 

The third level of Maslow hierarchy is defined by belongingness needs. This stage includes needs for social interaction, affection, love, companionship and friendship. These needs can be satisfied in the work environment by the interaction with others and the opportunity to develop new social relationships. The fourth stage is defined by self-esteem needs like feelings of adequacy, competence, independence and confidence. They involve tasks that can lead to feelings of achievement and responsibility. Finally, the fifth stage is defined by self-actualization needs and is be related with the desire to develop one’s true potential. Organizational factors that can satisfy these needs involve works that permit the development of creativity and personal growth (Johns & Saks, 2011, p.152). Hackers are not immune to social needs and are motivated by social interaction and self-esteem needs. However, they focus their motivations in pursuing self-actualizing activities. In this sense, they show great interest for these activities that are challenging and provide the opportunity to grow. 
It is worth to point that, according to Maslow, self-actualization needs are the only needs that do not follow the rule aforementioned: once we have satisfied a need, that need is no longer an effective motivator. (Johns & Saks, 2011, p.152). For him self-actualization needs become stronger as they are satisfied. This notion explained by Maslow is connected with the characteristics of hackers that we have mentioned. For them coding is not just a kind of entertainment or a way to gain the money they need to satisfy some needs. Coding is something intrinsically interesting and challenging, a way of self-development and personal growth that invades all the aspects of their life, once they have satisfied this need they have the psychological need to satisfy it again. 

With regards to hackers’ motivation, hackers approach their work as a personal venture. They enjoy working as long it is combined with their passion for learning and their desire to participate in exciting projects. Thus, their commitment is focused on the kind of work they do, more than to the organization they work for. Basically, they “continuously seek out new ways of producing extraordinary software, reaching for new levels of coding elegance” (Wade & Lohbihler, 2005) as a way to follow their motivations. 

The recognition of these needs and motivations are crucial for managers. First of all, managers must be aware that hackers do not have a special commitment or feeling of loyalty to the company. This feeling of loyalty and moral duty towards work belongs to the protestant work ethic and is still important in our society, but does not belong to the hacker ethic. Thus, managers in order to retain hackers must understand their motivations and satisfy their psychological needs. 

In order to understand better how to cope with hackers’ needs and motivations, Herzberg’s tow-factor theory provides another valuable framework. His theory of motivation is based on the study of need satisfactions and on the reported motivation effects of those satisfactions (Duening & Ivancevich, 2001, p.49). Herzberg distinguishes two types of factors that affect the motivation of employees: maintenance and motivational factors. 
Maintenance factors are those factors that produce dissatisfaction when they are not present but do no cause strong motivation when they are present. These factors are necessary to keep a minimum level of satisfaction. Essentially, they are the minimum requirements or basic needs that employees expect to find in the workplace. In contrast, motivational factors cause high levels of motivation and job satisfaction when they are present, but their absence does not cause a strong demotivation (Duening & Ivancevich, 2001, p.49). These factors are more related with the factors that cause motivation on hackers such as achievement, recognition, personal growth and challenging tasks. Another point of Herzberg’s approach is that motivational factors are job centered. They relate directly to the job itself, whereas maintenance factors are external and related to the work environment. 

Herzberg’s theory, in contrast with Maslow’s theory does not seem to work to explain the job centered motivational factors. As aforementioned, the presence of motivational factors is necessary for hackers as it is an important source of satisfaction and, at the same time, the absence of these factors causes strong demotivation and dissatisfaction since hackers are strong project oriented and motivated by challenging tasks and personal worth. In comparison with Maslow’s theory, Herzberg’s theory does not seem to fit in the context of hackers. For hackers many motivational factors are understood as mere maintenance factors that do not provide strong motivation when present. Thus, Herzberg’s theory provides an important support to the thesis that the new hacker ethic has an important impact in need theories of work motivation. However, the distinction of maintenance and motivational factors is worth in order to understand the factors that define the basic conditions of their work environment. Thus, many companies focus on the workplace environment in order to motivate appropriately hackers. New office layouts centered on providing spaces for leisure, such as game zones, or places to relax and have fun are some of the solutions provided in order to integrate this new work ethic in the workplace. 

In conclusion, both Maslow’s and Herzberg’s theories define a useful framework to identify the motivations and needs of an emerging working force in our information society. But both theories show their limitations in order to include the new hacker ethic in their theoretical model. Both Maslow’s hierarchy of needs and the motivational factors defined by Herzberg’s two-factor theory remain focused on protestant values that need to be updated to provide a better framework for these new professionals. Maslow’s self-actualization activities respond to the core motivations and needs of hackers, whereas Herzberg’s maintenance factors can help to understand that a rich environment is required in the workplace. But analyzing both is clear that new approaches need to be taken in order to attract and retain these professionals. In that sense, money plays an important role in order to redefine the motivations and needs of hackers. Many companies understand better the need of autonomy and independence of these professionals and instead of big salaries provide hackers with significant equity stakes in the firm, the granting of stock options or bonus programs to provide financial incentives in a similar way that it has been applied to top-level management. (Duening & Ivancevich, 2001, p.53). Another important aspect in relation to Maslow’s self-actualization needs is that companies are responding to this demand by allowing more freedom and flexibility to this category of professionals. By doing this, companies can experiment with new approaches and take more risks, which can result in increased costs and missed opportunities. But at the same time, these companies are creating a framework to attract creative professionals and increase the motivation and commitment of hackers to the firm. Finally, is important to stress that both theories define a useful framework to understand the new motivations and needs of hackers work ethic provide a significant support to the thesis that the new hacker ethic has an important impact in need theories of work motivation. 
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