Managing Director: is responsible for all aspects of the day-to-day 
Running of the business 
Operations Director: is responsible for warehousing, Distribution and plant production in the nursery. 

A/1: Head Gardener: Once a month, the head gardener sends details of the packaging required to a member of administration staff. They create a purchase order and post this to 
the supplier. 
A/2: Nursery Staff: 
B/1: Warehouse Manager: Twice a week the warehouse manager prints out the reorder log, uses it to decide what needs to be ordered 
B/2: Warehouse staff: 

Finance & Administration Director: is responsible for accounts, human resources (HR) and administration 

A/1: Accounts Manager: 
A/2: Accounts staff: keep records of all financial transactions. These records include the income from sales for each garden centre and from mail order, payments for plants and other goods purchased, and staff wages. These payments are made using an online banking facility. The staffs use the financial records to produce monthly and annual accounts for the directors and HM Revenue and Customs. They must also generate VAT (Value Added Tax) returns once a quarter. The accounts staff must arrange for the amount due to be paid. 
B/1: HR Manager: 
B/2: HR assistants: 
C/1: Admin Manager: 
C/2: Admin staff: are responsible for producing and sending correspondence and dealing with correspondence received. They receive details of plants and other goods required from the warehouse manager. They then produce and send purchase orders to the relevant suppliers. They pass the invoices received from suppliers to the accounts staff for payment. Administration staffs also keep track of general office supplies, such as paper and toner, and place orders for more stock when necessary. The company does not employ any ICT support staff but has a support contract with their computer supplier. If a problem arises, a member of the administration staff contacts the supplier’s help desk by telephone to arrange for a visit from an ICT technician. 

Sales & Marketing Director: is responsible for the mail order function as well as the marketing function that advertises and promotes the business. Also has responsibility for the garden centres and for negotiating contracts for sales of plants to other garden centres and local councils. decides what each of the garden centres will sell at particular times of the 
year 

A/1: Centre Manager: is responsible for its day-to-day running. 
AA/1: Stock Maintenance Manager: reports to the centre manager. 
AA/2: Stock Maintenance staff: responsible for ensuring that there is sufficient stock on display for customers to purchase and that plant stock is in good condition. This includes checking stock levels of items on display and topping up displays from the stock area, sticking price labels on items when they arrive and either putting them on display or in the stock area. They also water plants, remove dead flowers or leaves from plants and answer customers’ queries. 
AB/1: Sales Manager: reports to the centre manager. 
AB/2: Sales staff: serve customers and take payments. 
AC/1: Centre Admin assistant: carries out all of the office procedures. An important role of the centre administration assistant is to keep records of staff hours, as many of the 
staff work part-time. The centre administration assistant must also keep account of the money taken Through the tills. At the end of each week the centre administration assistant emails details of staff hours and the money taken to the appropriate staff in the head office, also reports to the centre manager 

B/1: Marketing assistants: report directly to Sales & Marketing Director 
C/1: Mail order clerks: report directly to Sales & Marketing Director 

Weaknesses in Garden centre stock control procedures: there is no record of exactly what is purchased; much of the staff’s time is spent counting the stock in the garden centre 

(c) Explain the benefits and limitations of e-commerce 
Up to three explanations including: 
Benefits 
* Company can sell to wider geographical area increasing customer base 
* Company may need less high street/high rent premises reducing overheads 
* Payment guaranteed at time of order as card details provided 
* Customers not restricted to shops they can travel to wider choice 
* Customers can shop from home and have goods delivered 
* Business can take place 24/7 personal flexibility 
* Easier to keep up-to-date catalogues need to be re-printed 
* Linked to stock levels immediate feedback on availability 
Limitations 
* Company needs secure web server may cost company a lot of money to set up 
* Concern over security of card details may deter customers from buying on-line 
* Customers can only see pictures of goods goods may not meet customers’ expectations company may have to pay for return of goods 
* Need to update website frequently cost of updating 
* Delivery times delivery charges 

(b) Describe how customers use e-commerce 
A description that includes: 
* View products 
* Select the products required from on-line catalogue 
* View shopping basket 
* Go to checkout screen 
* Login/setup account 
* Enter contact details 
* Select delivery method 
* Check and confirm order 
* Enter credit card details 
* Confirm payment 
How company can comply with The Data Protection Act/DPA 1998): 
Appoint a data controller, who determines how and for what purpose data will be used. 
• apply to the Information (Data Protection) Commissioner to be added to the register 
• put security measures in place to protect the personal data 
• check accuracy of data and update if necessary 
• delete data that is no longer required 
Why was needed: 
When personal data stored on paper individuals had to physically break in to 
steal it . Now huge amounts stored on computer records can be easily 
searched on any criterion can be easily transferred electronically from one 
organisation to another or from country to country can be accessed and stolen 
remotely 
How company can comply with Health and Safety regulation 1992: 
Analyse workstations to assess/reduce risk eg look at 
Furniture/equipment/working environment/job being done/needs of individual 
• ensure workstations meet minimum requirement eg adjustable chairs/suitable 
Lighting/tilt and swivel monitors/sufficient workspace 
• plan employees work so there are breaks or changes in activity / allow set breaks 
• arrange eye tests on request provide spectacles if special ones needed 
• provide health and safety training on how to use workstations safely 
• give information about health and safety using VDUs to employees including 
Steps taken to comply with regulations 
the purpose of this legislation: To ensure that the working environment is as safe as possible for workers and the general public 

How can Company protected with Copyright, Designs and Patents Act CAO 1988: 
Makes the Company owner of the designs, Only Company may legally copy, adapt and sell the designs , Other people need permission to use the designs, Company may charge Company can sue anyone who uses the designs without permission 
Advantages: 
Makes company the owner of the designs. Only the company may legally copy, adapt and sell the designs. Other people need permission to use the designs. The company may charge The company can sue anyone who uses the designs without permission . 

Electronic Communications Act (2000): 
It makes electronic signatures legally binding 
How it can beneficial: 
Can be confident about encryption services used encryption keeps customers’ personal and financial data secure because the providers of encryption services can be approved and entered in a register currently this is self-regulated but Act provides fallback to a statutory scheme if necessary 
Computer misuse Act 1990: 
Illegal actions; 
gain unauthorised access to computer material gain (unauthorised) access to computer material with the intent to commit further offences. carry out unauthorised modification of computer material .gain (unauthorised) access to computer systems to facilitate denial of services 
How it protects companies: hackers can now be prosecuted if they attempt to access a computer 
System they do not need to be in this country providing the targeted computer 
system is people who spread viruses can be prosecuted if they intend to modify 
the content of a computer system. this does not have to be directed at a specific computer or a specific program or data 
Research function 
Carry out research into new techniques , new/alternative raw materials 
and technologies to see if they can be applied to the products supplied 

DNA market research 
Development 
Develop new products / concepts or improve existing products based on 
new techniques and technologies or on market research creating 
prototypes and testing them 

payroll info needed for calculation from employee details: 
hourly rate of pay, annual salary / salary grade, tax code 
, pension contribution rate. contracted hours 

How employee salary is paid 
look up annual salary 
• divide by 12 
• look up tax code 
• calculate/deduct tax/NI 
• look up pension contribution rate 
• calculate/deduct pension contribution 
• other reasonable specified additions or deductions 

The Eight Principles of Data Protection 
For the personal data that controllers store and process: 
1. It must be collected and used fairly and inside the law. 
2. It must only be held and used for the reasons given to the Information Commissioner. 
3. It can only be used for those registered purposes and only be disclosed to those people mentioned in the register entry. You cannot give it away or sell it unless you said you would to begin with. 
4. The information held must be adequate, relevant and not excessive when compared with the purpose stated in the register. So you must have enough detail but not too much for the job that you are doing with the data. 
5. It must be accurate and be kept up to date. There is a duty to keep it up to date, for example to change an address when people move. 
6. It must not be kept longer than is necessary for the registered purpose. It is alright to keep information for certain lengths of time but not indefinitely. This rule means that it would be wrong to keep information about past customers longer than a few years at most. 
7. The information must be kept safe and secure. This includes keeping the information backed up and away from any unauthorised access. It would be wrong to leave personal data open to be viewed by just anyone. 
8. The files may not be transferred outside of the European Economic Area (that's the EU plus some small European countries) unless the country that the data is being sent to has a suitable data protection law. This part of theDPA has led to some countries passing similar laws to allow computer data centres to be located in their area. 

http://www.bbc.co.uk/schools/gcsebitesize/ict/legal/0dataprotectionactrev7.shtml 
http://www.st-aelreds.st-helens.sch.uk/intranet/Other%20sites/unit%202/library/AICT_Unit2_spec.pdf 
http://www.ocr.org.uk/Data/publications/past_papers_2007_june/AS_GCE_Applied_ICT_G041_June_2007_Question_Paper.pdf 
http://pkafkarkou.wordpress.com/2008/10/09/as-applied-ict-section-2how-organisations-use-ict-part-1/ 
http://www.starteractivity.com/ictlesson/applied%20ict/index.html 
http://www.google.co.uk/url?sa=t&source=web&cd=1&ved=0CCIQFjAA&url=http%3A%2F%2Fwww.ocr.org.uk%2Fdownload%2Fprm%2Focr_48511_prm_gce_unit_g041_inst_can.pdf&ei=zOLeTeDqNdG0hAeLtY3CCg&usg=AFQjCNG1Cdozq8KAgkRzFH08wGfclSAQiw

