In the context of ebusiness

Week 6 DQ1 Ambush- Abraham
Policing the Internet or controlling it has always raised discussion. In the context of ebusiness, these issues are even more pertinent. It must be the life bread of any business to afford its customers good products, market these properly and offer good customer service. Knowing that ebusiness doesn't allow for face to face contact and the fact that this colours the tenor of ebusiness customer service cannot be overlooked. As marketing is of the utmost importance and is a significant expenditure, the potential of ambushers to ruin the objectives of advertising for a company does cause grave concern.

As to whether ambush marketing techniques are increasing or decreasing, if anything this kind of marketing seems to be on the increase. While legislation is sometimes successful in controlling this phenomenon, it is not that straight forward when it comes to online ambush marketing. Also, in the click and brick world, ambush marketing is viewed by some in the business as legitimate. The discussion whether this kind of marketing is legal or not also seems to be unclear as cunning measures are used to keep it just this side of the law. In the case of online ambush marketing, a minor victory for its opposition can be seen in the removing of the "deep packet inspection" by NebuAd based on complaints from privacy groups which saw other ISPs following suit.1 The Federal Trade Commision (FTC) believes that "10% of all ad impressions are generated by spyware."1

Undeniably, ambush marketing undermines legitimate business. Some examples of ambush online marketing include 'sneaky link insertions'2. People study popular social sites and identify stories that are most read. They then comment on these with a link to their own website. This could mean that the strategically placed links might net plenty of visitors. The same could be said of sites like Facebook and similar ones whose members can unwittingly or purposefully divert traffic to one's own website. This tactic is really "piggy backing on an existing occurrence"2.Often people use direct news feed to keep their finger on the pulse of current news stories to harvest for their purposes. A landing page could be used to move emphasis from the original page to divert traffic to one's own page. A purist may argue that this isn't really ambush marketing but this does exploit the "opportunistic mindset" which characterises it.

Companies can use Adware to gather crucial information about their customers, who can then be solicited by ambush advertising based on their interests and for specific products. Banner Ads, Sidebar Ads, Pop-up and Pop-Under Ads, Floating Ads and Unicast Ads could all be used in the ambush campaign. It is worth remembering that these kind of intrusive techniques are not viewed by consumers favourably. Intrusive ads are seen as pushy and put consumers off the product. Like advertising on TV, where some channels keep the promise of no ads, Internet sites may well have to follow that route someday.

Consumers and organisations as well are keen on eliminating ambush. They are finding measures to contain this kind of advertising which, apart from being a nuisance, is also potentially damaging to profits, users' computers, and slows down navigation making people's attitude to them negative. Dissatisfied customers are bad for business.

With the Internet playing such a pivotal role in ebusiness, it is desirable to institute controls that will reduce ambush marketing. While efforts are being made to do so in the clicks and bricks organisations and their advertising, it seems trickier to do this inline. For some reason, business and personal ethics seem to be vulnerable to compromise online-the 'faceless' presence on the Internet facilitates this. The anonymity that characterises many Internet transactions is part of the problem. Realistically, any regulation may only serve to minimalise ambush but eradication may only be a pipe dream.
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