Group Management
Internet Group management protocol (IGMP), is used by the hosts to join the multicast group to any neighboring multicast routers [1].

If any host on the internet want to join the multicast group (identified by class D multicast address) it send a membership report to the nearest router. And the router sends a membership query message to its sub network to find is there anyone who still wants multicast traffic. It means there are two types of messages in the IGMP.
· Membership Report

· Membership Query
When a router receives a multicast message it first check is there any receiver in its subnet that is interested in this packet. if there is any host the router will send packet to the destination and router continue to send packets until no one interested any more member of multicast group. Routers used IGMP to perform these tasks.

If there is more than one multicast router then one of them becomes designated router and this router will be the query router and responsible to check active hosts in the network.

The figure shows how a host joins the multicast group 224.2.0.1. R sends an IGMP membership report to the DR (Designated Router) it receive request and start forwarding of 224.2.0.1 to network A. Designated sends periodically IGMP Membership query to 224.0.0.1.

If the receiver R wants to leave the multicast group it sends IGMP Leave-Group to 224.0.0.2 to DR. DR receive it and stop forwarding packets. This is the simple example of multicast group communication.

IGMP have three versions.

IGMP V.1

IGMP V.2

IGMP V.3

All above are RFC standards.

RFC 1112 for version 1 of IGMP

RFC 2236 for version 2 of IGMP

RFC 3376 for version 3 of IGMP
IGMPv1
In the IGMP v1 hosts can join the multicast groups but there are not leave messages routers used time based techniques to find out that is there any group member interested in receiving multicast traffic. [4]

In the IGMP version 1 only two types of packets one is membership query and other is membership report. In membership query router send message after every one minute to check out that is there any alive multicast group member. The second packet is membership report. It is send by the host to query router to request to join the some multicast group. There is no leave process exist in the IGMP v.1. The query router wait for the 3 minutes if there is no membership report it prune the interface. A pruned interface stops receiving the multicast feed for that group [5].
IGMP v2
In IGMP v2 protocol leave messages were added. This allows the group members to terminate the membership. It is very useful in high bandwidth multicast groups. [4]

For the improvement of IGMP functionality IGMP version 2 introduced with backward compatibility and also add some new features.

Now Hosts can tell routers to that they are no longer interested in receiving data from the multicast group.[6]

Group-Specific Query message - The router can query for a specific group. when an IGMP version 2 enabled router receive a leave group message router then send group specific query message and ask is there any member left in the group. If no response it will stop sending multicast traffic to the group.[6]

MRT field to make fine adjustments of time for the hosts a new query message field added to in MRT. [6]

Membership Report, It can be helpful when large number multicast groups active at the same time on a segment [6]

Designated router election process When there are more than one multicast routers in the same segment one is selected as query router or designated router (DR) and this router is responsible for sending query messages after 125 seconds by default. In IGMP v1 designated router sends queries after 60 seconds. [6]
IGMP v3
After the IGMP v2 the major changes are made in the protocol and IGMP v3 introduced. It allows hosts to specify host list from which they want to receive traffic from and the other traffic blocked in the network. [4]

Its add support for the source filtering. Using IGMP v3 host has the ability to report for traffic from the specific multicast source address. Multicast routing protocols can used this information to avoid unwanted sources were they have no interested receiver. [7]
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