Facebook

Identifying primary and secondary sources
Since being founded in 2004 the popularity of Facebook continues to grow. Facebook boasts a massive 300 million active users (Representing people who have returned to the site within 30 days) and this figure is still growing. In January 2009, Compete.com ranked Facebook as the most used social network by worldwide monthly active users.

I have had a Facebook account since 2008, which was mainly set up due to peer pressure. This is because between the start of 2007 and early 2008, the majority of people I knew were using MySpace as their primary social networking site. A social trend had begun where many of my friends were deleting their MySpace profiles and creating profiles on Facebook. This created a domino effect, that because friends were moving to a new social networking website, I felt I had to do the same.

I find Facebook an extremely useful website; it enables me to communicate with friends, family and co-workers. I have found many lost friends from my early school years through Facebook, without the website, I probably would not have contacted them again. Additionally, many businesses use Facebook to promote and advertise their products and connect to a younger demographic audience. Another example of product promotion on Facebook is music bands setting up accounts to advertise and promote themselves. I have set up an account for my band allowing us to share the latest news, pictures, videos, song uploads and to set up ‘Events' allowing us to invite fans and friends to, thus creating a virtual guest list and giving our band and gigs a virtual presence on the internet.

With the vast amount of Facebook users worldwide, this surely highlights the questions regarding security of the website and how secure individual's personal data is. Facebook always stated that the security of their website has always been a top priority, but increased public awareness of identity theft, online fraud and data breaches is making them constantly review their security measures. (Facebook Factsheet 2009)

An example of the sites privacy being breached happened in 2005. Two students from MIT, were able to download over 70,000 Facebook profiles from four schools (MIT, New York University, the University of Oklahoma and Harvard University). This was achieved by using an automated shell script to gather all the information.

In May 2009, many Facebook users worldwide suffered from a data phishing operation launched by Russian hackers. This led to thousands of accounts being hijacked and personal information being displayed.
Is our data really safe online and are the people who we trust it with doing all they can to keep it secure?
These arguments led me to source out a journal called ‘Facebook's Privacy Trainwreck' (Danah Boyd 2008) as secondary source research into the matter. This journal focuses on privacy concerns following the September 2006 launch of the ‘News Feeds' feature on Facebook.

The journal points out that when ‘News Feed' was launched in 2006, many Facebook users were very unhappy and felt that their privacy had been invaded. Boyd (2008 p.13) says ‘Upon logging in, users faced a start page that listed every act undertaken by their friends within the system'. ‘None of the information displayed through this feature was previously private per se, but by aggregating this information and displaying it in reverse chronological order, News Feeds made the material far more accessible and visible'. This was the main reason why users were unhappy; every single action they performed on Facebook was reported to every one of their ‘friends'.

People generally have a select few friends that will be concerned with the daily running of each others lives, they would visit friends page's and to look up their recent activity; the information was public, but not broadcast to people who didn't want to know. All this changed in September 2006. The aftermath resulted in Facebook having to implement new privacy tools so that users could choose what information was shared to the News Feed feature.

Regarding these new privacy tools, Boyd (2008 p.16) states ‘When the default is hyper-public, individuals are not simply able to choose what they wish to expose - they have to choose what they wish to hide'. This raises an interesting question of why Facebook decided to go down this route of displaying everything, until users told them what they did not want displayed. Surely if they were really listening to the outcry of the users, they would have structured this the other way round by choosing what the user wanted the public to see.

Even though this journal does not address all the key questions I mentioned above, it certainly provokes more questions regarding public privacy within Facebook.

By connecting my primary source and secondary source, it has helped me to understand the roles of both types of sources. I understand that secondary sources from academic journals can be trusted and are well structured; they are invaluable assets to academic research.

I have learnt there is a lot more be aware of regarding privacy on social networking sites. As the social networking scene grows, the questions that are raised about security and privacy grow with it.
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