Bell Labs

Inferno
The company that created this operating system is Bell labs/Vita Nuova Holdings.This operatin system programmed in C language and its operating family is UNIX. It's kernel type is virtual machine and its source model is free source.

Inferno applications are portable across a broad mix of hardware, networks, and environments. It defines a virtual machine, known as Dis, that can be implemented on any real machine, provides Limbo, a type-safe language that is compiled to portable byte code, and, more significantly, it includes a virtual operating system that supplies the same interfaces whether Inferno runs natively on hardware or is hosted as an application on other systems.
It is used in:
1. Server

2. Net working

3. Embedded
Features:
The Bell Labs Technical Journal paper introducing Inferno listed the several dimensions of portability and versatility provided by the OS,

· Portability across processors: it currently runs on ARM, MIPS, PA-RISC, PowerPC, SPARC, and x86 architectures and is readily portable to others.

· Portability across environments: it runs as a stand-alone operating system on small terminals, and also as a user application under Plan 9, Windows NT, Windows 95, and Unix (Irix, Solaris, FreeBSD, GNU/Linux, AIX, HP-UX). In all of these environments, Inferno applications see an identical interface.

· Distributed design: the identical environment is established at the user's terminal and at the server, and each may import the resources (for example, the attached I/O devices or networks) of the other. Aided by the communications facilities of the run-time system, applications may be split easily (and even dynamically) between client and server.

· Minimal hardware requirements: it runs useful applications stand-alone on machines with as little as 1 MB of memory, and does not require memory-mapping hardware.

· Portable applications: Inferno applications are written in the type-safe language Limbo, whose binary representation is identical over all platforms.

· Dynamic adaptability: applications may, depending on the hardware or other resources available, load different program modules to perform a specific function. For example, a video player application might use any of several different decoder modules.
NetBSD
The source model of Net Bsd is open source and the operating family to whom this operating system belongs is Unix-like.The kernal type of this Operating system is Monolithic kernel.There are 57 different platforms using the following CPU architectures: Alpha, ARM, PA-RISC, 68k, MIPS, PowerPC, SH3, SPARC, VAX, IA-32 and x86-64 which this operating system support.

NetBSD is a freely available open source version of the Unix-derivative Berkeley Software Distribution (BSD) computer operating system. It was the second open source BSD descendant to be formally released, after 386BSD, and continues to be actively developed. The NetBSD project is primarily focused on high quality design, stability and performance of the system. Due to convenient license and portability, NetBSD is often used in embedded systems.
It is used in
1. Network applications

2. Servers

3. Work stations

4. Embedded
FEATURES

1. Security:
NetBSD provides various features in the security area. The Kernel Authorization framework(or Kauth) is a subsystem managing all authorization requests inside the kernel, and used as system-wide security policy.
2. Virtualization:
The Xen virtual-machine monitor is supported in NetBSD since the 3.0 release. To use Xen, the system requires a special pre-kernel boot environment that loads a specialized Xen kernel as the "host OS" (known as Dom0).
3. Storage:
NetBSD includes many enterprise features like iSCSI, a journaling filesystem, logical volume management and the ZFS filesystem.
4. Compatibility with other operating systems:
At the source code level, NetBSD is very nearly entirely compliant with POSIX.1 (IEEE 1003.1-1990) standard and mostly compliant with POSIX.2 (IEEE 1003.2-1992).
5. Portability

6. Portable build framework

7. Symmetric multiprocessing:
NetBSD has had support for SMP since the NetBSD 2.0 release in 2004,[17] which was initially implemented using the giant lock approach. During the development cycle of the NetBSD 5 release, major work was done to improve SMP support; most of the kernel subsystems were modified to be MP safe and use the fine-grained locking approach.
RISC OS
RISC OS is a computer operating system which was originally developed by Acorn Computers Ltd in Cambridge, England for their range of desktop computers, based on the ARM chipset. It was first released in 1988 as RISC OS 2.00, having been derived from Acorn's Arthur operating system, with the addition of cooperative multitasking.
Features

1. Stored in ROM -
This gives a fast bootup time and safety from operating system corruption. RISC OS 4 and 5 are stored in 4 MB of Flash ROM, allowing the operating system to be updated without having to replace the ROM chip.
2. Module-based -
The operating system is made up of a number of modules. These can be added and replaced, including soft-loading of modules not present in ROM at run time and on-the-fly replacement. This design has led to OS developers releasing rolling updates to its version of RISC OS, while third parties are able to write OS replacement modules to add new features.
3. Image filing systems -
A filesystem can present a file of a particular type as a volume in its own right - similar to an automatic loopback device. This allows transparent handling of archives and similar files - they just appear like a directory with some special properties, and files inside the archive (image file) appear in the hierarchy underneath the parent archive.
4. Filters and vectors -
Almost everything in RISC OS has a defined ABI. The OS provides many ways the programmer can intercept and modify operation of the OS, which makes it simple to write modules that modify OS behaviour - either in the GUI or deeper.
5. Single user, co-operative multitasking -
While most current desktop operating systems use pre-emptive multitasking (PMT) and multithreading, RISC OS remains with a co-operative multitasking system and basic pthread support.
6. Volume-oriented filesystem
THIS OPERATING SYSTEM IS USED IN:

1. EDUCATIONAL DESKTOPS

2. HOME COMPUTERS
Cost and avalibility
RISC Os is Bundled with hardware, then sold separately at $127 (£70).
Plan 9 Operating system
The company that has developed this operating system is Bell labs and it is programmed in Dialect of ISO/ANSI C. The belongs to the UNIX like operating family.The Kernal type of this operating system is Hybrid.

Plan 9 is most notable for representing all system interfaces, including those required for networking and the user-interface, through the file system rather than specialized interfaces. Plan 9 aims to provide users with a workstation-independent working environment through the use of the 9P protocols. Plan 9 continues to be used and developed in some circles as a research operating system and by hobbyists.
Plan 9 is used in
* Work stations

* Servers

* Embedded

* Hpc
Features
· Any object can be named or addressed in the filesystem. This URI-based system replaces the traditional Unix way of "converting" everything through the /dev devices.

· The ability to seamlessly and transparently bind directories spread on different media or even different networked computer in a single, local directory (union directories).

· Plan 9 does not use the X11 window system, but Rio, its own quick and ergonomic windowing system.

· It has a encrypted file system.

· Plan 9 was engineered for modern distributed environments, designed from the start to be a networked operating system. It has graphics built-in, unlike Unix, which adds these features to the design later.
XTS-400
TheXTS-400is amulti-levelsecure computeroperating system. It ismulti-userandmultitasking. It works in networked environments and supportsGigabit Ethernetand bothIPv4andIPv6. BAE Systems is the company which developed this closed source operating system. Its Kernel type is monolithic. It mainly support Intel x86 platforms
ITS USES
* As a high-assurance, MLS system, XTS-400 can be used in"cross-domain" solutions. A cross-domain solution will typically require a piece of privileged software to be developed which can temporarily circumvent one or more security features in a controlled manner. Such pieces are outside the CC evaluation of the XTS-400, but they can beaccredited.

* The XTS-400 can be used as a desktop, server, or network gateway. The interactive environment, typical Unixcommand line tools, and a GUI are present in support of a desktop solution. Since the XTS-400 supports multiple, concurrent network connections at different sensitivity levels, it can be used to replace severalsingle-leveldesktops connected to several different networks.

* In support of server functionality, the XTS-400 can be purchased in arack-mountconfiguration, accepts aUPS, allows multiple network connections, accommodates manyhard diskson aSCSIsubsystem (also saving disk blocks using a "sparse file" implementation in thefile system), and provides a trusted backup/save tool. Server software, such as an Internet daemon, can be ported to run on the XTS-400.

* A popular application for high-assurance systems like the XTS-400 is to "guard" information flow between two networks of differing security characteristics. Several customer guard solutions are available based on XTS systems
Security features include:
§ Identification andauthentication, which forces users to be uniquely identified and authenticated before using any system services or accessing any information. The user's identification is used for access control decisions and for accountability via the auditing mechanism.

§ Discretionary access control(DAC), which appears just as in Unix/Linux, including the presence ofaccess control listson every object. Set-id functionality is supported in a controlled fashion.

§ A mandatory "subtype" policy, which allows some of the functionality of trusted systems which support a full "Type Enforcement" or "Domain-Type Enforcement" policy.

§ Auditing of all security-relevant events and trusted tools to allow administrators to detect and analyze potential security violations.

§ Trusted path, which allows a user to be sure s/he is interacting directly with the TSF during sensitive operations. This prevents, for example, aTrojan horsefromspoofingthe login process and stealing a user's password.

§ Isolation, of the operating system code and data files from the activity of untrusted users and processes. Thus, even if, for example, a user downloads a virus, the virus will be unable to corrupt or affect the operating system.

§ Separation, of processes from one another (so that one process/user can not tamper with the internal data and code of another process).

§ Reference monitorfunctionality, so that no access can bypass scrutiny by the operating system.

§ Strong separation of administrator, operator, and user roles using the mandatory integrity policy.

§ Residual information (i.e., object reuse) mechanisms to prevent data scavenging.

§ Trusted, evaluated tools for configuring the system, managing security-critical data, and repairing file systems.

§ Self-testing of security mechanisms, on demand.

§ Exclusion of higher layer network services from the trusted security functions (TSF), so that the TSF is not susceptible to the publicly known vulnerabilities in those services.

