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Introduction
Hues are a leading human recourses service provider. In the beginning (1987) they have implemented system consist of mainframe computer that serve the Altos terminal on the user's desktops. Hues have to use the Client/Server architecture. There are categories those are as follows.

* Client server architecture

* One-Tier architecture

* Two-Tier architecture

* Three-Tier architecture

* N-Tire architecture
Client server architecture
Client-server architecture is "Clients and servers are separate logical entities that work together over a network to accomplish a task" communication between any end nodes and a shared resource. A client may be any type of node that needs access to a common resource, such as a central database. Servers vary in size and functionality, and can be anything from a PC-based server, to a midrange computer, to a mainframe.
One- Tier architecture
A one-tier application is simply a program that doesn't need to access the network while running. Most simple desktop applications, like word processors or compilers, fall into this category.
Two- Tier architecture
Two-tier architecture actually has three parts: a client, a server, and a protocol. The protocol bridges the gap between the client and server tiers. The two-tier design is very effective for network programming as well as for GUI (Graphical User Interface) programs.
Three- Tier architecture and N- Tier architecture
Three- Tier architecture is a allows you to separate business logic and data access and N- Tier architecture is a application processing, the data processing are logically separate process and choosing objects and sending messages to them in high-level code.
1. Do you think the problems faced by Hures, both past and present, are unique? Why or why not?
According to the question the Host computer system or the one-tier system has many disadvantages.

Therefore because of the above mentioned disadvantages and too keep up with the quickly changing business environment the company has migrated to Client-Server architecture in 1999. This client server architecture has many advantages such as

Sharing of resources, this means a single server can serve or respond to many clients at the same time and manage access to shared files.

Mix and match client and server platforms. Because the ideal client/server software is independent of hardware and operating system or software platforms.

Interactivity: The client software comes with a built in GUI therefore the users would be able to interact with the system without a help of a programmer for example MS Access.

Design flexibility provides a greater solution space than that achievable with single computer models. For example data can be kept close to a user resulting in faster response times.

Reliability can be achieved by duplicating programs and data around a network;

Openness means that a number of different platforms can be used in a network; all that is needed is some general protocol for them to communicate. Openness gives us the freedom to choose the implementation at either end.

But on the other hand 2-tier client/server architecture has some disadvantages as well. This architecture can only uses to run less than 50 application services, it has been used only single application language and a single software supplier and also limited to one data management. Because of these reasons 2-tier client/server architecture supported less than 50000 transactions per day and it limit the number of concurrent users for less than 300.One main issue with the 2-tier architecture system was the application life of these systems were less than 3 years. And also the other disadvantage is difficulty Scalability it means if you add or remove clients from the existing system (Horizontal Scaling) it will affect the performance of the whole system on the other hand if your business is growing fast, in order to achieve the performance you have to add servers to the existing system (vertical scaling) that more and more servers can be added to a network as application demand increases. Note, though, that the increase in power will not be linear in terms of the number of servers

These were the common disadvantages of the 2-tier client/server systems. In Hues they introduced the client/server architecture in 1999 that's towards the end of the second wave of the client server trends. According to them during the first few years they have seen lots of benefits but as the time goes by those benefits gradually declined, the reasons for this are the limitation of the application life, limitation of the number of transactions per day, limited number of concurrent users and no significant application growth. And also during the same time period web client/server architecture stated to emerge in to the market therefore all the software applications changed towards the web client/server trend and the desktop machine became very powerful. Mainly because of the scalability problem and the signal application language method the 2-tier architecture system could not deal with the new software applications and higher performance demand. Therefore the problems faced by the Hues are not unique to them, those problems are commonly associated with the 2-tier client/server architecture and anybody used it has to face them.
2. Suggest an alternative architecture that could be used to overcome the problems faced by Hures with its client/server technology?
Hues are a leading Human resource provider so when they want to implement a system they should consider about the future. Because as a growing business and increase in the number of users, processes they should have a strong, easy to use and easily scalable system. Therefore the best system architecture they could go for is the 3-tier client/server architecture. 3-tier client/server architecture consists of three layers. The three layers as follows ;( Presentation tier, which is client), (Processing tier, which holds the business logic), (Data tier, which the data base).

In 3-tier architecture the business logic or the middleware layer act as a mediator between the client and the database. The client does not interact with the data base directly; instead it calls the business logic on the server. The business logic then access the data base on behalf of the client. This mechanism provides a better security by not enabling the client to see the database schema. And also in comparison to 2-tier architecture the 3-tier client/server architecture has lot of advantages.

In system administration point of view 3-tier client/server architecture systems are easy to administrate because of its less complexity. The main reason for that is the applications which run on the system can be centrally manage on the server. And also the system management tools can access the application programs easily so the whole system administration could be easy and less complex. In performance wise the 3-tier systems are very much in advance compare to 2-tier systems. Because only the service requests and responses sent between the client and server and all other activities are handled by the middleware therefore its less time consuming and less hassle for the client and the server. Another main advantage of 3-tier system is the capability to reuse the applications; in this aspect the 2-tier systems got a poor capability of application reusing. Another importance of the 3-tier systems is the data encapsulation because in 3-tier systems the client only invokes the services or procedures which need to perform a task but not the data tables, therefore the data are not exposed to the user. And also in 3-tier architecture system the flexibility of the hardware architecture is in a very higher level compare to the 2-tier system because in 2-tier system its limited because you only got a client and a server but in 3-tier system all three components can reside in three different computers or the second and the third components can be stayed in one computer and also in component based architecture systems you can distribute the middleware layer among the multiple servers. The 3-tier client/server architecture also supports multiple databases, but the 2-tier system only supports only one database and it can be a major drawback to a big organization. On the other hand if we talk about internet support 2-tier systems got poor internet support and the 3-tier systems got higher internet support. Because in 2-tier systems the bandwidth of the internet can make it harder to download fat clients, but in 3-tier systems the remote service invocations distribute the application load to the server and therefore it can be more easily downloadable. This can speed up the processing power of the entire system. Another major advantage of the 3-tier client/server architecture is the ease in scalability. In 3-tier systems we can do horizontal scaling easily because of middleware without affecting the server we can add more clients on the other hand we can add multiple servers and distribute the workload across them. This can be a huge advantage for a rapidly expanding organization or when two organizations are merging together.

"3-tier is the new growth area for client/server computing because it meets the requirements of large-scale internet and intranet client/server applications. In theory 3-tier client/server systems are more scalable, robust, and flexible. In addition they provide better security, can integrate data from multiple resources. 3-tier applications are easier to manage and deploy on the network-most of the code runs on the servers especially with zero-footprint technologies like java applets and beans. Therefore as a rapidly growing organization like Hues it is better to implement a system which based on the 3-tier client/server architecture.
3. One of the suggestions proposed by Hures IS department is the use of Intranet Web technolgy. Examine the pros and cons of such an idea?
An intranet is a private network made up of a collection of interconnected local area networks (LAN's) which is used by an organisation for a specific purpose.

Intranets are based on the client/server structure and they use technology like Ethernet, wireless fidelity and protocols like TCP/IP to interact with the clients as well as the server. An intranet consists of web clients and web servers who communicate with each other via internet using protocols like TCP/IP or HTTP. Networks such as these must be secure and are made inaccessible to unauthorized users by using firewalls and encryption technology such as SSL. Intranets are mainly used to share information and computer resources between users within an organization easily and efficiently.

The main advantages of Intranets are that they are fairly easy to set up and don't take much time to set up. They are also relatively cheap to set up which makes them cost effective and more accessible to smaller organisations. Intranets are also useful because they can easily be integrated to work with other (possibly existing) systems. An example of this would be sharing information with other authorized users. Intranet networks are also easily scalable due to dynamic addressing which allows the addition of any number of clients to the system with no disturbance to the servers. The main practical use for an Intranet is usually communication between the members of the organization and it can be used to provide fast access to internal and external information. Users also require very little training or skill to be able to use an Intranet network, most users with a grasp of the internet and web browsers will be able to make use of an intranet system. There are many tools available in the current market which can be used to develop intranets while ensuring that it remains easy to use. A major advantage of using intranet web technology is that it reduces costs (especially those transportation, postage and telecommunication) of the organization. "Intranet also provides an excellent platform for you to test web server hardware and your web site itself. Opening up a web system to employees on the intranet as a test can allow you to diagnose problems and access overall performance before you actually roll the web site onto the web.

There are also some disadvantages associated with this technology. The major problem is with the security and privacy of the network. Although these networks use technologies like tunneling and encryption when transferring data, there remains the risk of unauthorized users gaining access to the network. If a hacker were to gain access to the system, this can compromise the integrity of the organization itself as well as all other parties associated with it (e.g. if personal and financial details of customers were hacked). Also, if an organization becomes heavily reliant on its intranet and does not have a sufficiently strong back up system in place, a network failure could have damaging effects to the organization. The creation of a back-up system is an added expense which can be large, depending on the size and complexity of the network.

For an organization like Hures, an intranet could be an ideal solution. Hures is a rapidly growing company and they may have large client base spread across wide geographical area. If they want to increase the accessibility to their clients, they could implement technology like VPN (Virtual Private Network) and create an extranet. This would allow them to benefit from improved communication, sharing of information, ease in distribution of information to the customers and it can also give faster access to data lead to an improvement in data consistency. However, they will have to take some issues into consideration such as security and a back-up system to use in the event of a system failure. If they can take necessary precautions to overcome these problems simply and cost efficiently then an intranet network would be the best solution for Hures.
4. Do you think the popularity of intranet and the Internet pose threats to traditional Client/Server systems?
In regards to traditional client/server systems, a 2-Tier client/server structure is the first thing that comes to mind. Initially these became popular because of their simplicity, how easy it was to create applications using visual builder tools and capability to make small web applications. As technology progressed, a new range of software applications came on to the market and organizations realized that the 2-tier architecture was not able to cope with this advancement in software technology. This was due to the face that the 2-tier system was it is very difficult to scale up and the maintenance costs were very high, which was a major disadvantage of the 2-tier system.

To overcome the shortcomings of the 2-tier system, 3-tier architecture was developed. 3-tier architecture consists of clients, servers and middleware. Middleware is the distributed software which is required to support the interaction between client and the server. An example of this is message oriented middleware (object request broker and remote procedure call etc). The 3-tier system has many advantages compare to 2-tier system such as scalability, robustness and flexibility. From the 3-tier system, next came the n-tier architecture. It is described as "designing the middle tier as a component based application. Component based applications offer significant advantage over monolithic applications"

By designing these kinds of applications, there are some notable benefits such as the ability to develop big applications in small steps, reusing components within applications and the fact that clients can access data and functions more easily and safely than before.

In the wake of this came a revolution in internet technology and the development of the web enabled desktop and devices. "This new threshold marks the beginning of a transition from 2-tier Ethernet client/server to N-tier intergalactic client/server." Due to the internet and the web technology revolution, traditional LAN based 2-tier client server departmental architecture transformed in to the web based N-tier architecture and the web client and web server came to prominence. No longer was there a requirement to have the server in the same premises, instead it could now be anywhere in the world. Computer systems could now be connected to the globe and from this new technologies like e-commerce emerged and have proven to change the way we use information systems.

We have seen that traditional 2-tier architecture became the preferred architecture due to its advantages over mainframe computing. Then, as technology advances, the drawbacks of the 2-tier system became apparent and the 3-tier architecture superseded the 2-tier system. As things moved on, there was a need for more functionality from the 3-tier system, so the n-tier architecture was developed. The real revolution occurred and the development in the web technology client server architecture become web based and there was globalization in the information systems industry. On reflection, we have seen that since the beginning of the client server architecture we have seen several transitions driven by the need to develop more productive systems with the internet and intranet technology. In addition to this, the client server architecture transformed from a LAN-based architecture to globalised web-based network and the uses for the web-based network have been plentiful. The internet has not been a threat to traditional client/server architecture in as much as it has been an improvement on the client/server system. We have seen technological advances which have helped to increase the capabilities, functionalities, quality and speed of the client server architecture.
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